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**** 1st modified section ****

3
Definitions, symbols and abbreviations

3.1
Definitions

For the purposes of the present document, the terms and definitions given in TS 21.905 [2] and in TS 32.251 [7] and the following apply:

Charging key: information used by the online and offline charging system for rating purposes.

Charging rule: a set of information including the service data flow filters, and the charging key, for a single service data flow (further details can be found in 5.2).
Dynamic charging rule: Charging rule where some of the data within the charging rule (e.g. service data flow filter information) is assigned via real-time analysis, which may use dynamic application derived criteria.

FBC Policy Functions: The charging rules may be configured in such a way to allow FBC for a certain usage that allows/disallows traffic to pass through the TPF (further details can be found in 5.8).

IP network connection: The unique UE association with an IP network (for GPRS, APN) and the allocated IP address at the TPF.

Packet flow: a specific user data flow carried through the TPF. A packet flow can be an IP flow.

Predefined charging rule: A charging rule which is predefined in the TPF. A predefined charging rule is either applicable for all bearers of all users or dynamically activated for an individual bearer.

Service identifier: An identifier for a service. The service identifier may designate an end user service, a part of an end user service or an arbitrarily formed group thereof. The service identifier provides the most detailed identification, specified for flow based charging, of a service data flow.

Service data flow: aggregate set of packet flows. In the case of GPRS, it shall be possible that a service data flow is more granular than a PDP context.

Service Data Flow Filter: a set of filter parameters used to identify one or more of the packet flows constituting a service data flow. At least the following means for the packet flow identification shall be supported: source and destination IP address+port, transport protocol, or application protocol.
TPF/CRF dialogue: A dialogue, between a TPF and a CRF, with a unique identity, There is one TPF/CRF dialogue per user and IP network connection.
3.2
Symbols

For the purposes of the present document, the following symbols apply:

3.3
Abbreviations

For the purposes of the present document, the following abbreviations apply:

AF
Application Function


CDR
Charging Data Records

CGF
Charging Gateway Function

CRF
Charging Rules Function

CSCF
Call Session Control Function

FBC
Flow Based Charging

FTP
File Transfer Protocol

G-CDR
GGSN generated CDR

GGSN
Gateway GPRS Support Node

GPRS
General Packet Radio Service

gsmSCF
GSM Service Control Function
HPLMN
Home PLMN

HTTP
Hypertext Transfer Protocol

I‑CSCF
Interrogating CSCF

IM
IP Multimedia

IMS
IP Multimedia Core Network Subsystem

IMSI
International Mobile Subscriber Identity


OFCS
Offline Charging System

OCS
Online Charging System

P‑CSCF
Proxy‑CSCF

PDG
Packet Data Gateway

PLMN
Public Land Mobile Network

QoS
Quality of Service

SAI
Service Area Identity

S-CDR
SGSN generated CDR

S‑CSCF
Serving‑CSCF
SBLP
Service Based Local Policy

SDF
Service Data Flow
SGSN
Serving GPRS Support Node

SIP
Session Initiation Protocol

TPF
Traffic Plane Function

UE
User Equipment

WAP
Wireless Application Protocol

WLAN
Wireless LAN

**** 2nd modified section ****

5.2
Charging rules

Charging rules contain information that allow for filtering of traffic to identify the packets belonging to a particular service data flow, and allow for defining how the service data flow is to be charged. The following apply to charging rules:
-
The operator defines the charging rules for bearer charging. A predefined charging rule is defined at the TPF only, but may be known at the CRF by reference.

-
Charging rules are installed at the TPF for both offline and online charging.

-
Multiple charging rules are supported simultaneously per user and bearer.

-
Filtering information within an installed charging rule is applied through filtering functionality at the TPF to identify the packets belonging to a particular service data flow.

-
The CRF may dynamically generate and install charging rules in order to cover IP service scenarios where the filtering information is dynamically negotiated (e.g. negotiated on the application level as for IMS).

-
Predefined charging rules stored in the TPF are supported. The charging rule identifiers of the predefined charging rules shall be different from the charging rule identifiers allocated by the CRF.
-
Predefined charging rules may include filters, which support extended capabilities, including enhanced capabilities to identify packets associated with application protocols.

-
For GPRS an operator may optionally define predefined charging rules that operate only on MBMS bearer contexts, see TS 23.246 [13]. Pre-defined charging rules that operate on MBMS bearer contexts are not applicable to any PDP contexts. Pre-defined charging rules for MBMS Bearer contexts are not available to a CRF and hence they cannot be dynamically activated over the Gx reference point. For MBMS a GGSN may collect charging data records on a per MBMS bearer context basis. The report may depending on the configuration of the charging rule include volume- and/or time-usage for a certain MBMS service. The purpose of the reporting may include the collection of charging data records that can be used as a basis for charging a 3rd party supplier. Further since multiple users share an MBMS bearer context it is not possible to report on a per user basis.

-
There may be overlap between the service data flow filter information of charging rules that are applicable. Overlap can occur between:

-
multiple predefined charging rules in the TPF;

-
multiple charging rules from the CRF;

-
charging rules predefined in the TPF and rules from the CRF, which can overlay the predefined rules in the TPF.

The precedence identified with each charging rule shall resolve all overlap between the charging rules. When overlap occurs between a dynamically allocated charging rule and a predefined charging rule at the TPF, and they both share the same precedence, then the dynamically allocated charging rule shall be used.
NOTE 1:
The operator shall ensure that overlap between the predefined charging rules can be resolved based on precedence of each predefined charging rule in the TPF. The CRF shall ensure that overlap between the dynamically allocated charging rules can be resolved based on precedence of each dynamically allocated charging rule.
-
Charging rules contain information on:

-
How a particular service data flow is to be charged: online, offline or neither;

-
Indication of charging unit, in case of offline charging whether to record volume- or time-based charging information or both;

NOTE 2:
In case of online charging, the indication of charging unit is passed as a part of credit control.

-
Charging key;

-
Service data flow filter(s);

-
Service identifier;

-
Precedence (used at the TPF to determine the order in which charging rules shall be applied to a service data flow);

-
Charging rule identifier (used between CRF and TPF for referencing charging rules);

-
Application Function Record Information;

-
Service identifier level reporting: mandated or not required.

-
Event triggers may be used and are associated with all the charging rules of an IP network connection.
-
An OFCS and/or OCS address may be associated with an IP network connection.
-
The charging rule identifiers allocated by the CRF shall be unique within a TPF/CRF dialogue.
-
If it is provided by the AF and the rule filters are based on the AF provided information, the Application Function Record information is included in the charging rule, and in subsequently generated charging information generated as a result of the rule. It should be noted that, in order to associate a single Application Function Record with specific counts/credits, it is necessary that new counts/credits be generated for the user by the TPF each time the AF generates new Application Function Record information.
-
Once the charging rule is installed at the TPF, the TPF applies the rule to detect the service data flow and counts the packets, categorised per the rule set in the charging rule.

-
Separate charging rules can be provided for downlink and uplink.

-
Charging rules can be configured for both user initiated and network initiated flows.

-
The charging key value and, optionally, the service identifier value of the charging rule identifies the service data flow.

-
Charging rules that were provided by the CRF and installed for a bearer can be modified by the CRF, e.g. for a previously established PDP context in the GPRS case, based on specific events (e.g. IM domain events or GPRS domain events, credit control events). Apart from the charging rule identifier and the charging method (online, offline, neither) all parts of a charging rule may be modified. Modification of a charging rule shall triggerequivalent TPF behaviour as the CRF simultaneously removing the old and installing the new (modified) charging rule.

-
Different charging rules can be installed for different users.
-
The same charging rule can be installed for multiple users.
-
Different charging rules can be installed based on the location of the user (e.g. based on identity of the roamed to network).

-
Installation of the charging rules can occur at bearer service establishment, modification and termination. For GPRS, charging rule installation can occur at PDP context activation, modification and deactivation.

-
For GPRS at PDP context activation, modification and deactivation a CRF may decide to align the set of charging rules for any other active PDP context. The CRF considers in such a case this as an Internal Trigger Event as described in clause 7.3 for the interaction with the TPF.

-
For GPRS, the charging rules can be dependent on the APN used.

**** 3rd modified section ****

5.8.2
Charging correlation
SBLP provides means to correlate bearer charging and application level charging by passing Charging Identifiers on the Go interface.
The FBC architecture passes the charging key applicable for the AF media flow to the OCS/OFCS, which is the input to the rating logic. Hence, AF media flows will be rated accordingly, but this provides no direct charging correlation between an AF session and the IP-CAN bearer its media flows use.
FBC provides the capability for charging correlation through the usage of Application Function Record information.

**** 4th modified section ****

6.1.2
Offline service data flow based bearer charging architecture

Figure 6.2 below presents the overall architecture for service data flow based offline bearer charging.
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Figure 6.2: Overall architecture for service data flow based offline bearer charging

NOTE:
The Offline Charging System (OFCS) for Flow Based Charging is further detailed in TS 32.240 [3].

**** 5th modified section ****

6.2.3
Offline Charging System
The Offline Charging System is specified in TS 32.240 [3].

There may be several OFCSs in a PLMN. To allow for this case, OFCS addresses (i.e. the primary address and secondary address) may be passed once per IP network connection from the CRF to the TPF. This information shall be locally pre-configured within the TPF for all users. The addresses provided by the CRF have higher priority than the pre-configured ones.
6.2.4
Traffic Plane Function

The TPF shall be capable of differentiating user data traffic belonging to different service data flows for the purpose of collecting offline charging data and performing online credit control.
The TPF shall support predefined charging rules, and predefined filters. See subclause 5.3 for further filtering and counting requirements.

In the case of online charging, the TPF shall not allow traffic unless network resource usage has been granted by the OCS.

For online charging, the TPF shall be capable of managing a pool of credit used for some or all of the service data flows of a user. The TPF shall also be capable of managing the credit of each individual service data flow of the user.

A TPF may be served by one or more CRF nodes. For GPRS, the TPF shall contact the appropriate CRF based on the APN , which is the primary mechanism. Optionally, the IMSI or MSISDN may in addition to the APN be used as input for selection of the appropriate CRF. For other IP-CANs the TPF shall contact the appropriate CRF based on the access point connected to and, optionally, a UE identity information that is applicable in that kind of IP-CAN.
NOTE 1:
For GPRS the CRF address(es) are configured in the TPF (GGSN) per APN.

For GPRS, it shall be possible to provide flow based charging functions for different service data flows even if they are carried in the same PDP Context. For GPRS, the TPF is a logical function allocated to the GGSN.
For GPRS, the TPF/GGSN applies charging rules on a per PDP context basis.
For each PDP context, the TPF shall accept information during bearer establishment and modification relating to:

-
The user and terminal (e.g. MSISDN, IMEISV)

-
Bearer characteristics (e.g. QoS negotiated, APN, IM CN Subsystem signaling flag)

-
Network related information (e.g. MCC and MNC)

The operator may apply different charging rules and rates depending on different PLMN. The TPF shall be able to provide MCC and MNC of the serving network (i.e. SGSN) to the CRF, which may be used by the CRF in order to select the charging rule to be applied.
The operator may configure whether Flow Based Charging is to be applied.

NOTE 2:
For GPRS, PDP Contexts for specific APNs may not be applicable to Flow Based Charging, hence regular GPRS charging would apply for these PDP Contexts, and the TPF function would not be invoked (i.e. no CRF interaction would occur).

The TPF may use this information in the OCS request/reporting or request for charging rules.

For each PDP context, there shall be a separate OCS request/OFCS reporting, so this allows the OCS and offline charging system to apply different rating depending on the PDP context.

The TPF shall identify packets that are charged according to service data flow based charging. The TPF shall report the data volume(s) charged according to service data flow based charging. In case of GPRS, the TPF shall report the service data flow based charging data for each charging rule on a per PDP context basis.

At initial bearer establishment the TPF shall request charging rules applicable for this bearer from the CRF. As part of the request, the TPF provides the relevant information to the CRF. The TPF shall use the charging rules received in the response from the CRF. In addition, the TPF shall use any applicable predefined charging rules. Predefined charging rules may apply for all bearers of all users or may be dynamically activated (or deactivated) by the CRF for a specific bearer.

If the bearer is modified, by changing the bearer characteristics, the TPF shall first use the event triggers to determine whether to request the charging rules for the new bearer characteristics from the CRF. Afterwards, the TPF shall use the re-authorisation triggers in order to determine whether to require re-authorisation for the charging rules that were either unaffected or modified. 
If the TPF receives an unsolicited update of the charging rules from the CRF, the new charging rules shall be used.

If another bearer is established by the same user (e.g. for GPRS the Secondary PDP Context Activation procedure), the same procedures shall be applied by the TPF as described for the initial bearer. For a bearer, the TPF shall only apply the charging rules that are activated/associated with this bearer. Hence a charging rule is installed, modified and removed on a per PDP context basis. If multiple PDP contexts are active for a UE the CRF may decide that a charging rule is to be activated/associated with more than one PDP context.
The TPF shall evaluate received packets against the service data flow filters in the order according to the precedence for the charging rules. When a packet is matched against a SDF filter, the packet matching process for that packet is complete, and the charging rule for that SDF filter shall be applied. If there is no match against any SDF filter established for that bearer the packet shall be discarded.
**** 6th modified section ****

7.2.1
Bearer Service Establishment
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Figure 7.1: Bearer Service Establishment in case of offline charging

1
The TPF receives a request to establish a bearer service. For GPRS, it is the GGSN that receives a Create PDP context request from the SGSN.

2
The TPF requests the applicable charging rules, and provides relevant input information for the charging rule selection.

3
The CRF determines the charging rules to be provisioned, based on information available to the CRF (e.g. information may be available from the AF as described in 7.1 and the new information received from the TPF). Charging rules may need to be installed. In addition, the CRF also determines which event triggers shall be monitored by the TPF.

4
The CRF provides the charging rules to the TPF. For the first bearer service of an IP network connection the CRF may additionally provide event triggers, OFCS and OCS addresses to the TPF. This message is flagged as the response to the TPF request.

5
The TPF performs charging rule actions as indicated, i.e. installing charging rules. During establishment of the bearer service the TPF also installs any predefined charging rules.

6
The TPF continues with the bearer service establishment procedure.

The TPF shall wait for the charging rules installation before accepting the Bearer establishment as shown in figure 7.1.

In case of online charging, in order to allow for Bearer establishment control upon credit check, the TPF shall wait for the credit control information before accepting the Bearer establishment as shown in figure 7.2.
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Figure 7.2: Bearer Service Establishment in case of online charging

1.
The TPF receives a request to establish a bearer service. For GPRS, it is the GGSN that receives a Create PDP context request from the SGSN.

2.
The TPF requests the applicable charging rules, and provides relevant input information for the charging rule decision.

3.
The CRF determines the charging rules to be provisioned, based on information available to the CRF (e.g. information may be available from the AF as described in 7.1 and the new information received from the TPF). Charging rules may need to be installed. In addition, the CRF also determines which event triggers shall be monitored by the TPF.

4.
The CRF provides the charging rules to the TPF. For the first bearer service of an IP network connection the CRF may additionally provide event triggers, OFCS and OCS addresses to the TPF. This message is flagged as the response to the TPF request.

5.
The TPF performs charging rule actions as indicated, i.e. installing charging rules. During establishment of the bearer service the TPF also installs any predefined charging rules.

6.
The TPF requests credit for any charging key of the established charging rules (either predefined or newly installed) from the OCS, and provides relevant input information for the OCS decision.

7.
The OCS provides the credit information to the TPF and may provide re-authorisation triggers for each of the credits.

8.
If credit is available at least for one charging key, the TPF accepts the bearer service establishment. If no credit is available, the TPF rejects the bearer service establishment.

NOTE:
Further details of the credit control mechanism are expected to be specified by Stage 3.

**** 7th modified section ****

D.2.1
Charging correlation
The FBC architecture provides an alternative bearer charging mechanism. The charging key passed to the OCS/OFCS is the only input to the rating logic (along with any AF/CSCF input about type of sessions, start/stop time of session etc. that may have come from Ro/Rf).

FBC provides the capability for charging correlation through the usage of Application Function Record information. In case of IMS the Application Function Record information should include the ICID and the flow ID(s).

Since the charging systems may need to be upgraded in this release to support FBC, we could use the FBC model and logic based on the charging key, instead of adding any correlation identifier (ICID) to Gx/Gy.
This function is part of this release.
**** End of document ****
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