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****** First Change *******

4.3.3.2
Public user identities

Every IM CN subsystem user shall have one or more public user identities [8]. The public user identity/identities are used by any user for requesting communications to other users. For example, this might be included on a business card.

-
Both telecom numbering and Internet naming schemes can be used to address users depending on the Public User identities that the users have.

-
The public user identity/identities shall take the form of SIP URI (as defined in RFC 3261 [12] and RFC2396 [13]) or the "tel:"-URL format [15].

-
An ISIM application shall securely store at least one Public User Identity (it shall not be possible for the UE to modify the Public User Identity), but it is not required that all additional Public User Identities be stored on the ISIM application.

· A Public User Identity shall be registered either explicitly or implicitly before the identity can be used to originate IMS sessions and IMS session unrelated procedures.

· A Public User Identity shall be registered either explicitly or implicitly before terminating IMS sessions and terminating IMS session unrelated procedures can be delivered to the UE of the user that the Public User Identity belongs to. Subscriber-specific services for unregistered users may nevertheless be executed as described in chapter 5.12.

-
It shall be possible to register globally (i.e. through one single UE request) a user that has more than one public identity via a mechanism within the IP multimedia CN subsystem (e.g. by using an Implicit Registration Set). This shall not preclude the user from registering individually some of his/her public identities if needed.

-
Public User Identities are not authenticated by the network during registration.

-
Public User Identities may be used to identify the user’s information within the HSS (for example during mobile terminated session set-up).

4.3.3.3
Routing of SIP signalling within the IP multimedia subsystem

Routing of SIP signalling within the IMS shall use SIP URIs or other (non SIP) AbsoluteURIs. AbsoluteURIs are defined in RFC 2396 [13]. Routing of SIP signalling within the IMS using AbsoluteURI (non SIP) shall only be supported for IMS signalling from IMS user to external networks. E.164 [2] format public user identities shall not be used for routing within the IMS, and session requests based upon E.164 format public user identities will require conversion into SIP URI format for internal IMS usage.

4.3.3.3a
Handling of dialled number formats

When using a phone number as the dialled address, the UE can provide this number in the form of a SIP URI or a TEL URL. This phone number can be in the form of E.164 format (prefixed with a '+' sign), or a local format using local dialling plan and prefix. The IMS will interpret the phone number with a leading ‘+’ to be a fully defined international number.

4.3.3.4
Relationship of private and public user identities

The home network operator is responsible for the assignment of the private user identities, and public useridentities; other identities that are not defined by the operator may also exist.
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Figure 4.5:
Relationship of the private user identity and public user identities

The IMS Service Profile is a collection of service and user related data as defined in 3GPP TS 29.228 [30]. The Service Profile is independent from the Implicit Registration Set, e.g. IMPUs with different Service Profiles may belong to the same Implicit Registration Set. Initial filter criteria in the service profile provide a simple service logic comprising of user / operator preferences that are of static nature i.e. they do not get changed on a frequent basis.

Application servers will provide more complex and dynamic service logic that can potentially make use of additional information not available directly via SIP messages (e.g. location, time, day etc.).

The IMS service profile is defined and maintained in the HSS and its scope is limited to IM CN Subsystem. A public user identity shall be registered at a single S-CSCF at one time. All public user identities of an IMS subscription shall be registered at the same S-CSCF.  The service profile is downloaded from the HSS to the S-CSCF. Only one service profile shall be associated with a public user identity at the S-CSCF at a giventime. Multiple service profiles may be defined in the HSS for a subscription. Each public user identity is associated with one and only one service profile. Each service profile is associated with one or more public user identities.

An ISIM application shall securely store the home domain name of the subscriber. It shall not be possible for the UE to modify the information from which the home domain name is derived.

It is not a requirement for a user to be able to register on behalf of another user which is third party registration specified in [12] or for a device to be able to register on behalf of another device or for combinations of the above for the IM CN subsystem for this release.
Public user identities may be shared across multiple private user identities within the same IMS subscription. Hence, a particular public user identity may be simultaneously registered from multiple UEs that use different Private User Identities and different contact addresses. . If a Public User Identity is shared among the Private User Identities of a subscription, then it is assumed that all Private User Identities in the IMS subscription share the Public User Identity.

The relationship for a shared public user identity with private user identities, and the resulting relationship with service profiles and IMS subscription, is depicted in Figure 4.6.
An IMS subscription may support multiple IMS users.

NOTE: 
The public user identity sharing mechanism described above is not intended to support sharing of identities across large numbers of private user identities, since this would result in all these users being forced to be associated with the same IMS subscription and hence the same S-CSCF.

NOTE:
Subscription data is assumed to indicate which public user identities within a subscription are shared and which are not.
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Figure 4.6 – The relation of a shared Public User Identity (Public-ID-2) and Private User Identities
All Service Profiles of a user shall be stored in the same HSS, even if the user has one or more shared public user identities.
4.3.4
Identification of network nodes

The CSCF, BGCF and MGCF nodes shall be identifiable using a valid SIP URI (Host Domain Name or Network Address) on those interfaces supporting the SIP protocol, (e.g. Gm, Mw, Mm, and Mg). These SIP URIs would be used when identifying these nodes in header fields of SIP messages. However this does not require that these URIs will be globally published in DNS.

4.3.5
E.164 address to SIP-URI resolution in an IM CN subsystem

The S-CSCF shall support the ability to translate the E.164 address contained in a Request-URI in the non-SIP URI “tel:” format [15] to a SIP routable SIP URI using an ENUM DNS translation mechanism with the format as specified in RFC 2916 [16], (E.164 number and DNS). If this translation fails, then the session may be routed to the PSTN or appropriate notification shall be sent to the mobile.

The databases used to perform the ENUM DNS address translation mechanisms are a matter for the IM operator and this does not require that Universal ENUM service be used. Database aspects of ENUM are outside the scope of 3GPP.
4.3.6
Public Service Identities

With the introduction of standardized presence, messaging, conferencing, and group service capabilities in IM CN subsystem, there is a need for Public Service Identities (PSIs). These identities are different from the Public User Identities in the respect that they identify services, which are hosted by application servers. In particular, Public Service Identities are used to identify groups, see clause 4.10. For example a chat-type service may use a Public Service Identity (e.g. sip:chatlist_X@example.com) to which the users establish a session to be able to send and receive messages from other session participants. 
Public Service Identities shall take the form of SIP URI as defined in RFC 3261 [12] and RFC 2396 [13] or the "tel:"-URL format as defined in RFC 2806 [15].

The IM CN subsystem shall provide the capability for users to create, manage, and use Public Service Identities under control of AS. It shall be possible to create statically and dynamically a Public Service Identity.
Each Public Service Identity is hosted by an application server, which executes the service specific logic as identified by the Public Service Identity.
The IM CN Subsystem shall provide capability of routing IMS messages using Public Service Identity.

****** Next Change *******

4.6.3
Serving-CSCF

The Serving-CSCF (S-CSCF) performs the session control services for the UE. It maintains a session state as needed by the network operator for support of the services. Within an operator’s network, different S-CSCFs may have different functionalities. The functions performed by the S-CSCF during a session are:

Registration

-
May behave as a Registrar as defined in RFC 3261 [12] or subsequent versions, i.e. it accepts registration requests and makes its information available through the location server (eg. HSS).

Session-related and session-unrelated flows

-
Session control for the registered endpoint's sessions. It shall reject IMS communication to/from public user identity(s) that are barred for IMS communications after completion of registration, as described in subclause 5.2.1.

-
May behave as a Proxy Server as defined in RFC 3261 [12] or subsequent versions, i.e. it accepts requests and services them internally or forwards them on, possibly after translation.

-
May behave as a User Agent as defined in RFC 3261 [12] or subsequent versions, i.e. it may terminate and independently generate SIP transactions.

-
Interaction with Services Platforms for the support of Services

-
Provide endpoints with service event related information (e.g. notification of tones/announcement together with location of additional media resources, billing notification)

-
For an originating endpoint (i.e. the originating user/UE, or originating AS)

-
Obtain from a database the Address of the I-CSCF for the network operator serving the destination user from the destination name (e.g. dialled phone number or SIP URI), when the destination user is a customer of a different network operator, and forward the SIP request or response to that I-CSCF.

-
When the destination name of the destination user (e.g. dialled phone number or SIP URI), and the originating user is a customer of the same network operator, forward the SIP request or response to an I-CSCF within the operator’s network.

-
Depending on operator policy, forward the SIP request or response to another SIP server located within an ISP domain outside of the IM CN subsystem.

-
Forward the SIP request or response to a BGCF for call routing to the PSTN or CS Domain.
-
In case the request is an originating request from an Application Server:

-
Verify that the request coming from the AS is an originating request, and apply procedures accordingly (e.g. invoke interaction with Service Platforms for originating services, etc…);

-
Process and proceed with the request even if the user on whose behalf the AS had generated the request is unregistered.

-
Process and proceed with other requests to and from the user on whose behalf the AS had generated the request.

-
Reflect in the charging information that an AS has initiated the session on behalf of a user.
-
For a destination endpoint (i.e. the terminating user/UE)

-
Forward the SIP request or response to a P-CSCF for a MT procedure to a home user within the home network, or for a user roaming within a visited network where the home network operator has chosen not to have an I-CSCF in the path

-
Forward the SIP request or response to an I-CSCF for a MT procedure for a roaming user within a visited network where the home network operator has chosen to have an I-CSCF in the path.

-
Modify the SIP request for routing an incoming session to CS domain according to HSS and service control interactions, in case the user is to receive the incoming session via the CS domain.

-
Forward the SIP request or response to a BGCF for call routing to the PSTN or the CS domain.
-
If the SIP request contains preferences for characteristics of the destination endpoint, perform preference and capability matching as specified in “draft-ietf-sip-callerprefs-10” [41].
Charging and resource utilisation:

-
Generation of CDRs

****** Next Change *******

5.11.4.1
Procedures for providing the authenticated identity of the originating party

Authentication of the subscriber is performed during the registration procedures, as described in section 5.2.2.3. As a result of the registration procedures, one or several public user identity(ies) of the originating party is/are stored in P-CSCF#1. This is shown in the sub-procedure represented in the following information flow in step 1.

When UE#1 attempts to initiate a new session, it includes a public user identity in the INVITE request. P-CSCF#1 verifies that it is present and correct before passing the request to S-CSCF#1. 

In the following call flow, it is assumed that no privacy has been required by UE#1.If the public user identity supplied by UE#1 in the INVITE request is incorrect, the P-CSCF may reject the request, or may overwrite with the correct URI.
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Figure 5.34: Providing the authenticated Identity of the originating party

The detailed procedure is as follows:

1.
Registration and authentication of UE#1 is performed.

2.
UE#1 initiates a new multi-media session, by sending an INVITE request to P-CSCF#1. This INVITE request includes a public user identity, and may include a display name that may identify the specific person using the UE.

3.
P-CSCF#1 checks the public user identity of the originating party, and replaces it (or rejects the request) if it is incorrect.

4.
P-CSCF#1 forwards the INVITE request, with the verified public user identity , to S-CSCF#1.

5.
S-CSCF#1 invokes whatever service logic is appropriate for this session set up attempt to check in particular that no identity restriction is active.

6.
S-CSCF#1 forwards the INVITE request, with verified public user identity and display name of the originating party if present, to S-CSCF#2.

8.
S-CSCF#2 forwards the INVITE request to P-CSCF#2.

9.
P-CSCF#2 forwards the INVITE request to UE#2.

10.
UE#2 displays the public user identity and the display name information (i.e. user-name if available, indication of privacy or unavailability otherwise) to the terminating party.

5.11.4.2
Procedures for blocking the identity of the originating party

Regulatory agencies, as well as subscribers, may require the ability of an originating party to block the display of their identity either permanently or on a session by session basis. This is a function performed by the destination P-CSCF. In this way, the terminating party is still able to do a session-return, session-trace, transfer, or any other supplementary service.

In this call flow, it is assumed that privacy has been required by UE#1 on public user identity (i.e. ‘id’ privacy) .
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Figure 5.35: Blocking the identity of the originating party

The detailed procedure is as follows:

1.
UE#1 initiates a new multi-media session, by sending an INVITE request to P-CSCF#1. This INVITE request includes public user identity, and may include a display name that may identify the specific person using the UE. Also included in this INVITE message is an indication that the identity of the originating party shall not be revealed to the destination.

2.
P-CSCF#1 checks the public user identity of the originating party, and replaces it (or rejects the request) if it is incorrect.

3.
P-CSCF#1 forwards the INVITE request, with the verified public user identity , to S-CSCF#1.

4.
S-CSCF#1 invokes whatever service logic is appropriate for this session set up attempt.  Based on the subscriber’s profile, S-CSCF#1 may insert an indication in the INVITE message that the identity of the originating party shall not be revealed to the terminating party. S-CSCF#1 may insert an indication to block the IP address of UE#1 too and may remove other information from the messaging which may identify the caller to the terminating party.5. 
S-CSCF#1 forwards the INVITE request, with verified public user identity, and with user-name of the originating party if present, to S-CSCF#2.

6.
If the terminating party has an override functionality in S-CSCF#2/Application Server in the terminating network removes the indication of privacy from the message.

7.
S-CSCF#2 forwards the INVITE request to P-CSCF#2.

8.
If privacy of the user identity is required, P-CSCF#2 removes the public user identity from the message before forwarding the INVITE request to UE#2.

5.11.5

Session Redirection Procedures
5.11.5.0
General

This section gives information flows for the procedures for performing session redirection. The decision to redirect a session to a different destination may be made for different reasons by a number of different functional elements, and at different points in the establishment of the session.
Three cases of session redirection prior to bearer establishment are presented, and one case of session redirection after bearer establishment.
These cases enable the typical services of “Session Forward Unconditional”, “Session Forward Busy”, “Session Forward Variable”, “Selective Session Forwarding”, and “Session Forward No Answer”, though it is important to recognise that the implementation is significantly different from the counterparts in the CS domain.

5.11.5.1
Session Redirection initiated by S-CSCF to IMS

One of the functional elements in a basic session flow that may initiate a redirection is the S-CSCF of the destination user. The user profile information obtained from the HSS by the ‘Cx-pull’ during registration may contain complex logic and triggers causing session redirection. S-CSCF#2 sends the SIP INVITE request to the I-CSCF for the new destination (I-CSCF#F in the diagram), who forwards it to S-CSCF#F, who forwards it to the new destination.

In cases when the destination user is not currently registered in the IM CN subsystem, the I-CSCF may assign a temporary S-CSCF to invoke the service logic on behalf of the intended destination. This temporary S-CSCF takes the role of S-CSCF#2 in the following information flow.

The service implemented by this information flow is typically “Session Forward Unconditional”, “Session Forward Variable” or “Selective Session Forwarding”. S-CSCF#2 may also make use of knowledge of current sessions in progress at the UE, and implement “Session Forwarding Busy” in this way.

This is shown in the following information flow:
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Figure 5.36: Session redirection initiated by S-CSCF to IMS

Step-by-step processing is as follows:

1.
The SIP INVITE request is sent from the UE to S-CSCF#1 by the procedures of the originating flow.

2.
S-CSCF#1 invokes whatever service logic is appropriate for this session setup attempt.

3.
S-CSCF#1 performs an analysis of the destination address, and determines the network operator to whom the destination subscriber belongs. The INVITE message is sent to an I-CSCF for that operator, and may optionally go through an I-CSCF(THIG) if S-CSCF#1 is in a different operator’s network than I-CSCF.

4.
I-CSCF queries the HSS for current location information of the destination user.

5.
HSS responds with the address of the current Serving CSCF (S-CSCF#2) for the terminating user.

6.
I-CSCF forwards the INVITE request to S-CSCF#2, who will handle the session termination.

7.
S-CSCF#2 invokes whatever service logic is appropriate for this session setup attempt. As a result of this service control logic, S-CSCF#2 determines that the session should be redirected to a new destination URI within the IP Multimedia Subsystem. Based on operator policy and the user profile, S-CSCF#2 may restrict the media streams allowed in the redirected session.

8.
S-CSCF#2 sends a SIP INVITE request to an I-CSCF (I-CSCF#F) for the network operator to whom the forwarded destination subscribes. This INVITE request may optionally go through an I-CSCF(THIG) if S-CSCF#2 is in a different operator’s network than I-CSCF#F. 

9.
I-CSCF#F queries the HSS (HSS#F) for current location information of the destination user.

10.
HSS#F responds with the address of the current Serving CSCF (S-CSCF#F) for the terminating user.

11.
I-CSCF forwards the INVITE request to S-CSCF#F, who will handle the session termination.

12.
S-CSCF#F invokes whatever service logic is appropriate for this session setup attempt

13.
S-CSCF#F forwards the INVITE toward the destination UE, according to the procedures of the terminating flow.

14.
The destination UE responds with the SDP message, and the session establishment proceeds normally.

5.11.5.2
Session Redirection to PSTN Termination (S-CSCF #2 forwards INVITE)

The S-CSCF of the destination user (S-CSCF#2) may determine that the session is to be redirected to a PSTN Termination; e.g. CS-domain endpoint, or to the PSTN. For session redirection to PSTN termination where the S-CSCF of the called party (S-CSCF#2) wishes to remain in the path of SIP signalling, the S-CSCF forwards the INVITE to a BGCF. Then the BGCF (in the local network or in another network) will forward the INVITE to a MGCF, which will forward towards the destination according to the termination flow.

In cases when the destination user is not currently registered in the IM CN subsystem, the I-CSCF may assign a temporary S-CSCF to invoke the service logic on behalf of the intended destination. This temporary S-CSCF takes the role of S-CSCF#2 in the following information flow.

Handling of redirection to a PSTN Termination where the S-CSCF#2 forwards the INVITE is shown in the figure 5.37:
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Figure 5.37: Session redirection to PSTN Termination (S-CSCF #2 forwards INVITE)

Step-by-step processing is as follows:

1.
The SIP INVITE request is sent from the UE #1 to S-CSCF#1 by the procedures of the originating flow.

2.
S-CSCF#1 performs whatever service control logic is appropriate for this session setup attempt.

3.
S-CSCF#1 performs an analysis of the destination address, and determines the network operator to whom the subscriber belongs. The INVITE message is sent to an I-CSCF for that operator, and may optionally go through an I-CSCF(THIG) if S-CSCF#1 is in a different operator’s network than I-CSCF.

4.
I-CSCF queries the HSS for current location information of the destination user.

5.
HSS responds with the address of the current Serving CSCF (S-CSCF#2) for the terminating user.

6.
I-CSCF forwards the INVITE request to S-CSCF#2, who will handle the session termination.

7.
S-CSCF#2 invokes whatever service logic is appropriate for this session setup attempt. As a result of this service control logic, S-CSCF#2 determines that the session should be redirected to a PSTN termination. . S-CSCF#2 determines that it wishes to remain in the path of the SIP signalling.

8.
S-CSCF#2 forwards the INVITE using the Serving to Serving procedures S-S#3 or S-S#4. The PSTN terminating flows are then followed.

9.
The destination responds with the SDP message, and the session establishment proceeds normally.

5.11.5.2a
Session Redirection to PSTN Termination (REDIRECT to originating UE#1)

The S-CSCF of the destination user (S-CSCF#2) may determine that the session is to be redirected to a PSTN Termination; e.g. CS-domain endpoint, or to the PSTN. For session redirection to PSTN termination where the S-CSCF of the called party (S-CSCF#2) wishes to use the SIP REDIRECT method, the S-CSCF#2 will pass the new destination information (the PSTN Termination information) to the originator (UE#1). The originator (UE#1) can then initiate a new session to the redirected to destination denoted by S-CSCF#2. 

Handling of redirection to a PSTN Termination where the S-CSCF#2 REDIRECTS to the originating UE#1 is shown in the figure 5.37a:
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Figure 5.37a: Session redirection to PSTN Termination (REDIRECT to originating UE#1)

Step-by-step processing is as follows:

1.
The SIP INVITE request is sent from the UE#1 to S-CSCF#1 by the procedures of the originating flow.

2.
S-CSCF#1 invokes whatever service logic is appropriate for this session setup attempt.

3.
S-CSCF#1 performs an analysis of the destination address, and determines the network operator to whom the subscriber belongs. The INVITE message is sent to an I-CSCF for that operator, and may optionally go through an I-CSCF(THIG) if S-CSCF#1 is in a different operator’s network than I-CSCF.

4.
I-CSCF queries the HSS for current location information of the destination user.

5.
HSS responds with the address of the current Serving CSCF (S-CSCF#2) for the terminating user.

6.
I-CSCF forwards the INVITE request to S-CSCF#2, who will handle the session termination.

7.
S-CSCF#2 invokes whatever service logic is appropriate for this session setup attempt. As a result of this service control logic, S-CSCF#2 determines that the session should be redirected to a PSTN termination. 
S-CSCF#2 determines that it wishes to use the SIP REDIRECT method to pass the redirection destination information (the ‘redirected-to PSTN Termination’ information) to the originator (UE#1).

8.
S-CSCF#2 sends a SIP Redirect response to I-CSCF with the redirection destination.

9.
I-CSCF sends a Redirect response to S-CSCF#1, containing the redirection destination.

10.
S-CSCF#2 forwards the Redirect response to UE#1, containing the redirection destination 

UE#1 initiates a session to the ‘redirected-to PSTN Termination’ according to the mobile origination procedures supported in the UE (e.g. CS, IMS).

5.11.5.3
Session Redirection initiated by S-CSCF to general endpoint (REDIRECT to originating UE#1)

The S-CSCF in the scenario above may determine that the session is to be redirected to an endpoint outside the IP MultiMedia System and outside the CS-domain. Examples of these destinations include web pages, email addresses, etc. It recognizes this situation by the redirected URI being other than a sip: URI or tel: URL. 

In cases when the destination subscriber is not currently registered in the IM CN subsystem, the I-CSCF may assign a temporary S-CSCF to invoke the service logic on behalf of the intended destination. This temporary S-CSCF takes the role of S-CSCF#2 in the following information flow.

Handling of redirection to a general URI is shown in the following information flow:
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Figure 5.38: Session redirection initiated by S-CSCF to general endpoint

Step-by-step processing is as follows:

1.
The SIP INVITE request is sent from the UE to S-CSCF#1 by the procedures of the originating flow.

2.
S-CSCF#1 invokes whatever service logic is appropriate for this session setup attempt.

3.
S-CSCF#1 performs an analysis of the destination address, and determines the network operator to whom the subscriber belongs. The INVITE message is sent to an I-CSCF for that operator, and may optionally go through an I-CSCF(THIG) if S-CSCF#1 is in a different operator’s network than I-CSCF.

4.
I-CSCF queries the HSS for current location information of the destination user.

5.
HSS responds with the address of the current Serving CSCF (S-CSCF#2) for the terminating user.

6.
I-CSCF forwards the INVITE request to S-CSCF#2, who will handle the session termination.

7.
S-CSCF#2 invokes whatever service logic is appropriate for this session setup attempt. As a result of this service control logic, S-CSCF#2 determines that the session should be redirected to a new destination URI outside the IMS and outside the CS domain, i.e. other than a sip: URI or tel: URL. 

8.
S-CSCF#2 sends a SIP Redirect response back to I-CSCF, with redirection destination being the general URI.

9.
I-CSCF sends a Redirect response back to S-CSCF#1, containing the redirection destination. 

10.
S-CSCF#1 forwards the Redirect response back to UE#1.

11.
UE#1 initiates the session to the indicated destination.

5.11.5.4
Session Redirection initiated by P-CSCF

One of the functional elements in a basic session flow that may initiate a redirection is the P-CSCF of the destination user. In handling of an incoming session setup attempt, the P-CSCF normally sends the INVITE request to the destination UE, and retransmits it as necessary until obtaining an acknowledgement indicating reception by the UE.

In cases when the destination user is not currently reachable in the IM CN subsystem (due to such factors as roaming outside the service area or loss of battery, but the registration has not yet expired), the P-CSCF may initiate a redirection of the session. The P-CSCF informs the S-CSCF of this redirection, without specifying the new location; S-CSCF determines the new destination and performs according to sections 1, 2, or 3 above, based on the type of destination.

This is shown in the following information flow:

[image: image9.wmf]3. INVITE

S-CSCF#1

S-CSCF#2

I-CSCF

HSS

4. Location Query

5. Response

1. INVITE

2. Service Control

6. INVITE

P-CSCF#2

UE#2

7. Service Control

8. INVITE

9. INVITE

11. Unreachable

12. Service Control

10. Timeout


Figure 5.39: Session redirection initiated by P-CSCF

Step-by-step processing is as follows:

1.
The SIP INVITE request is sent from the UE to S-CSCF#1 by the procedures of the originating flow.

2.
S-CSCF#1 invokes whatever service logic is appropriate for this session setup attempt.

3.
S-CSCF#1 performs an analysis of the destination address, and determines the network operator to whom the subscriber belongs. The INVITE message is sent to an I-CSCF for that operator, and may optionally go through an I-CSCF(THIG) if S-CSCF#1 is in a different operator’s network than I-CSCF.

4.
I-CSCF queries the HSS for current location information of the destination user.

5.
HSS responds with the address of the current Serving CSCF (S-CSCF#2) for the terminating user.

6.
I-CSCF forwards the INVITE request to S-CSCF#2, who will handle the session termination.

7.
S-CSCF#2 invokes whatever service logic is appropriate for this session setup attempt. 

8.
S-CSCF#2 forwards the INVITE request to P-CSCF#2

9.
P-CSCF#2 forwards the INVITE request to UE#2

10.
Timeout expires in P-CSCF waiting for a response from UE#2. P-CSCF therefore assumes UE#2 is unreachable.

11.
P-CSCF#2 generates an Unavailable response, without including a new destination, and sends the message to S-CSCF#2.

12.
S-CSCF#2 invokes whatever service logic is appropriate for this session redirection. If the user does not subscribe to session redirection service, or did not supply a forwarding destination, S-CSCF#2 may terminate the session setup attempt with a failure response. Otherwise, S-CSCF#2 supplies a new destination URI, which may be a phone number, an email address, a web page, or anything else that can be expressed as a URI. Processing continues according to subsections 1, 2, or 3 above, based on the type of destination URI.

5.11.5.5
Session Redirection initiated by UE

The next functional element in a basic session flow that may initiate a redirection is the UE of the destination user. The UE may implement customer-specific feature processing, and base its decision to redirect this session on such things as identity of caller, current sessions in progress, other applications currently being accessed, etc. UE sends the SIP Redirect response to its P-CSCF, who forwards back along the signalling path to S-CSCF#1, who initiates a session to the new destination.

The service implemented by this information flow is typically “Session Forward Busy”, “Session Forward Variable” or “Selective Session Forwarding”. 

This is shown in the following information flow:
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Figure 5.40: Session redirection initiated by UE

Step-by-step processing is as follows:

1.
The SIP INVITE request is sent from the UE to S-CSCF#1 by the procedures of the originating flow.

2.
S-CSCF#1 invokes whatever service logic is appropriate for this session setup attempt.

3.
S-CSCF#1 performs an analysis of the destination address, and determines the network operator to whom the subscriber belongs. The INVITE message is sent to an I-CSCF for that operator, and may optionally go through an I-CSCF(THIG) if S-CSCF#1 is in a different operator’s network than I-CSCF.

4.
I-CSCF queries the HSS for current location information of the destination user.

5.
HSS responds with the address of the current Serving CSCF (S-CSCF#2) for the terminating user.

6.
I-CSCF forwards the INVITE request to S-CSCF#2, who will handle the session termination.

7.
S-CSCF#2 invokes whatever service logic is appropriate for this session setup attempt. 

8.
S-CSCF#2 forwards the INVITE request to P-CSCF#2

9.
P-CSCF#2 forwards the INVITE request to UE#2

10.
UE#2 determines that this session should be redirected, and optionally supplies the new destination URI. This new destination URI may be a phone number, an email address, a web page, or anything else that can be expressed as a URI. The Redirect response is sent to P-CSCF#2

11.
P-CSCF#2 forwards the Redirect response to S-CSCF#2.

12.
S-CSCF#2 invokes whatever service logic is appropriate for this session redirection. If UE#2 does not subscribe to session redirection service, or did not supply a new destination URI, S-CSCF#2 may supply one or may terminate the session setup attempt with a failure response. The new destination URI may be a phone number, an email address, a web page, or anything else that can be expressed as a URI. The procedures of subsection 1, 2, or 3 given above are followed, based on the type of URI.

5.11.5.6
Session Redirection initiated by originating UE#1 after Bearer Establishment (REDIRECT to originating UE#1)

The UE of the destination user may request the session be redirected after a customer-specified ringing interval. The UE may also implement customer-specific feature processing, and base its decision to redirect this session on such things as identity of caller, current sessions in progress, other applications currently being accessed, etc. UE sends the SIP Redirect response to its P-CSCF, who forwards back along the signaling path to the originating endpoint, who initiates a session to the new destination.

The service implemented by this information flow is typically “Session Forward No Answer”. 

Redirect to another IMS endpoint (e.g. a sip: URI) is shown in the following information flow: 
The flow presented here assumes that service-based local policy is in use.
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Figure 5.41: Session redirection after bearer establishment

Step-by-step processing is as follows:

1-10.
Normal handling of a basic session establishment, up through establishment of the bearer channel and 
alerting of the destination user or by a previous session redirection after bearer establishment procedure.

11.
Based on a timeout or other indications, UE#2 decides the current session should be redirected to a new destination URI. This new destination URI may be a phone number, an email address, a web page, or anything else that can be expressed as a URI. The Redirect response is sent to P-CSCF#2.

12.
P-CSCF#2 shall revoke any authorisation for QoS for the current session.

13.
P-CSCF#2 forwards the Redirect response to S-CSCF#2.

14.
S-CSCF#2 invokes whatever service logic is appropriate for this session redirection. If UE#2 does not subscribe to session redirection service, or did not supply a new destination URI, S-CSCF#2 may supply one or may terminate the session setup attempt with a failure response. The new destination URI may be a phone number, an email address, a web page, or anything else that can be expressed as a URI. S-CSCF#2 generates a private URI, addressed to itself, containing the new destination.

15.
S-CSCF#2 sends a SIP Redirect response back to I-CSCF, containing the private URI addressed to S-CSCF#2. 

16.
I-CSCF sends a Redirect response back to S-CSCF#1, containing the redirection destination. 

17.
S-CSCF#1 checks the number of redirections that have occurred for this session setup attempt, and if excessive, aborts the session. S-CSCF#1 stores the new destination information, generates a private URI addressed to itself pointing to the stored information, and generates a modified Redirect response with the private URI.

18.
S-CSCF#1 sends the modified Redirect response to P-CSCF#1

19.
P-CSCF#1 shall revoke any authorisation for QoS for the current session and sends the Redirect response to UE#1.

20.
UE#1 initiates a new INVITE request to the address provided in the Redirect response. The new INVITE request is sent to P-CSCF#1

21.
P-CSCF#1 forwards the INVITE request to S-CSCF#1

22.
S-CSCF#1 retrieves the destination information saved in step #17, and invokes whatever other service logic is appropriate for this new session setup attempt.

23.
S-CSCF#1 determines the network operator of the new destination address. The INVITE message is sent to I-CSCF#2, the I-CSCF for S-CSCF#2.

24.
I-CSCF forwards the INVITE to S-CSCF#2

25.
S-CSCF#2 decodes the private URI, determines the network operator of the new destination, and sends the INVITE request to the I-CSCF for that network operator.

26.
The remainder of this session completes as normal.

5.11.6

Session Transfer Procedures
5.11.6.0
General

This section gives information flows for the procedures for performing session transfers. This is presented in two steps: first a basic primitive that can be used by endpoints to cause a multi-media session to be transferred, and second the procedures by which this primitive can be used to implement some well-known session-transfer services.

5.11.6.1
Refer operation

The refer primitive is an information flow indicating a “Refer” operation, which includes a component element “Refer-To” and a component element “Referred-By”. An information flow illustrating this is as follows:
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Figure 5.42: Refer operation

Step-by-step description of the information flow:

1.
A multi-media session is assumed to already exist between UE#1 and UE#2, established either as a basic session or by one of the supplemental services described in this section.

2.
UE#2 sends the Refer command to P-CSCF#2, containing “Refer-To” UE#F and “Referred-By” UE#2.

3.
P-CSCF#2 forwards the message to S-CSCF#2

4.
S-CSCF#2 invokes whatever service logic is appropriate for this request. If UE#2 does not subscribe to a transfer service, the request is rejected. S-CSCF#2 generates a private URI, addressed to itself, with the new destination information and the billing information that will be needed for the new session. It replaces the “Refer-To” value in the request with the private URI.

5.
S-CSCF#2 forwards the updated message to S-CSCF#1

6.
S-CSCF#1 invokes whatever service logic is appropriate for this request. It stores the “Refer-To” and “Referred-By” information and replaces it with private URIs, so that UE#1 will not know the identity of UE#2 or UE#F.

7.
S-CSCF#1 forwards the updated message to P-CSCF#1

8.
P-CSCF#1 forwards the message to UE#1

9.
UE#1 initiates a new multi-media session to the destination given by the “Refer-To”, which is a private URI pointing to S-CSCF#1.

10.
P-CSCF#1 forwards the INVITE request to S-CSCF#1

11.
S-CSCF#1 retrieves the destination information for the new session, and invokes whatever service logic is appropriate for this new session.

12.
S-CSCF#1 determines the network operator addressed by the destination URI, and forwards the INVITE to S-CSCF#2 (or I-CSCF#2, the public entry point for S-CSCF#2). 

13.
S-CSCF#2 decodes the private URI destination, and determines the final destination of the new session. It determines the network operator addressed by the destination URI. The request is then forwarded onward to S-CSCF#F as in a normal session establishment

14.
S-CSCF#F invokes whatever service logic is appropriate for this new session, and forwards the request to P-CSCF#F

15.
P-CSCF#F forwards the request to UE#F

16-21.
The normal session establishment continues through bearer establishment, optional alerting, and reaches the point when the new session is accepted by UE#F. UE#F then sends the 200-OK final response to P-CSCF#F, which is forwarded through S-CSCF#F, S-CSCF#2, S-CSCF#1, P-CSCF#1, to UE#1. At this point a new session is successfully established between UE#1 and UE#F.

22-26.
The Refer request was successful, and UE#1 sends a 200-OK final response to UE#2. This response is sent through P-CSCF#1, S-CSCF#1, S-CSCF#2, P-CSCF#2, and to UE#2.

27-31.
UE#1 clears the original session with UE#2 by sending the BYE message. This message is routed through P-CSCF#1, S-CSCF#1, S-CSCF#2, P-CSCF#2, to UE#2.

32-36.
UE#2 acknowledges the BYE and terminates the original session. It responds with the 200-OK response, routed through P-CSCF#2, S-CSCF#2, S-CSCF#1, P-CSCF#1, to UE#1.

****** Next Change *******

E.3
Address and identity management concepts

E.3.1
Deriving IMS identifiers from the USIM

If the UICC does not contain an ISIM application, then the private user identity shall be derived from the USIM’s IMSI, which allows for uniquely identifying the user within the 3GPP operator’s network. The format of the private user identity derived from the IMSI is specified in 3GPP TS 23.003 [24].

If the UICC does not contain an ISIM application, then:

· A Temporary Public User identity shall be derived from the USIM’s IMSI, and shall be used during initial SIP registration procedures.  The Temporary public user identity shall take the form of a SIP URI (as defined in RFC 3261 [12] and RFC 2396 [13]).  The format of the Temporary public user identity is specified in 3GPP TS 23.003 [24].

It is strongly recommended that the Temporary Public User Identity is set to barred for IMS non-registration procedures. The following applies if the Temporary Public User Identity is barred:

· A Temporary public user identity shall not be displayed to the user and shall not be used for public usage such as displaying on a business card. 

· The Temporary Public User Identity shall only be used during the registration to obtain implicitly registered Public User Identities.

· The implicitly registered public user identities shall be used for session handling, in other SIP messages and at subsequent registration processes.

· After the initial registration, the UE shall only use the implicitly registered Public User Identity(s).

-
A Temporary public user identity shall only be available to the CSCF and HSS nodes.
Note that in case of Temporary Public Identity is used, the user can not initiate any sessions until the implicitly registered public identities are available in the UE.

If the UICC does not have an ISIM application, then, the home domain name shall be derived from the Mobile Country Code and Mobile Network Code fields of the USIM’s IMSI. The format of the home domain name is specified in 3GPP TS 23.003 [24].

In order to support pre-Rel 5 UICC accessing IMS services, a Temporary public user identity is generated using appropriate identity related to subscriber’s subscription (e.g. in 3GPP it shall use IMSI)

When a Temporary Public Identity has been used to register an IMS user, the implicit registration will ensure that the UE, P-CSCF & S-CSCF have public user Identity(s) for all IMS procedures after the initial registration has been completed.

****** End of Change *******
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