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7.6
General Network Positioning Procedures

The generic network positioning procedure of providing the location information of an MS subscriber can be partitioned into the following procedures:

Location Preparation Procedure 

This generic procedure is concerned with verifying the privacy restrictions of the MS subscriber, reserving network resources, communicating with the MS to be located and determining the positioning method to be used for locating the MS subscriber based on the requested QoS and the MS and network capabilities.

Positioning Measurement Establishment Procedure
This procedure is concerned with performing measurements by involving the necessary network and/or MS resources. Depending on the positioning method to be used for locating the MS the internals of this procedure can be positioning method dependent. The procedure is completed with the end of the positioning measurements.

Location Calculation and Release Procedure
This generic procedure is initiated after the measurements are completed and is concerned with calculating the location of the MS and releasing all network and/or MS resources involved in the positioning.

7.6.1
Mobile Terminating Location Request (MT-LR)

Figure 29 illustrates general network positioning for LCS clients external to the PLMN. In this scenario, it is assumed that the target MS is identified using either an MSISDN or IMSI.
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Figure 29: General Network Positioning for a MT-LR

7.6.1.1
Location Preparation Procedure 

1)
An external LCS client requests the current location of a target MS from a GMLC. The GMLC verifies the identity of the LCS client and its subscription to the LCS service requested and derives the MSISDN or IMSI of the target MS to be located and the LCS QoS from either subscription data or data supplied by the LCS client.  For a call related location request, the GMLC obtains and authenticates the called party number of the LCS client (refer to Annex A for further details). If location is required for more than one MS, or if periodic location is requested, steps 2 to 12 below may be repeated.

2)
If the GMLC already knows both the VMSC location and IMSI for the particular MSISDN (e.g. from a previous location request), this step and step 3 may be skipped. Otherwise, the GMLC sends a MAP_SEND_ROUTING_INFO_FOR_LCS message to the home HLR of the target MS to be located with either the IMSI or MSISDN of this MS. 

3)
The HLR verifies that the SCCP calling party address of the GMLC, corresponds to a known GSM network element that is authorized to request MS location information. The HLR then returns the current VMSC address and whichever of the IMSI and MSISDN was not provided in step 2 for the particular MS.

4)
The GMLC sends a MAP_PROVIDE_SUBSCRIBER_LOCATION message to the VMSC indicated by the HLR. This message carries the type of location information requested (e.g. current location), the MS subscriber's IMSI, LCS QoS information (e.g. accuracy, response time) and an indication of whether the LCS client has the override capability.  For a call related location request, the message also carries the LCS client's called party number.   For a value added LCS client, the message shall carry the client name if available and, for a call unrelated location request, the identity of the LCS client. In other cases, inclusion of the client name and/or identity is optional.
5)
If the GMLC is located in another PLMN or another country, the VMSC first authenticates that a location request is allowed from this PLMN or from this country. If not, an error response is returned. If the target MS has an established circuit call other than speech, the location request may be denied and an error response is then returned to the GMLC. If the location request is allowed for a non-speech circuit call, it shall be up to the SMLC to decide, on the basis of the applicable position methods and requested QoS, whether positioning is possible. The VMSC then verifies LCS barring restrictions in the MS user's subscription profile in the VLR. In verifying the barring restrictions, barring of the whole location request is assumed if any part of it is barred or any requisite condition is not satisfied. If LCS is to be barred without notifying the target MS and a LCS client accessing a GMLC in the same country does not have the override capability, an error response is returned to the GMLC. Otherwise, if the MS is in idle mode, the VLR performs paging, authentication and ciphering. This procedure will provide the MS user's current cell ID and certain location information that includes the TA value in the BSSMAP Complete layer 3 Information used to convey the Paging Response. If the target MS supports any MS based or MS assisted positioning method(s), the MS will also provide the BSC and MSC with the positioning method(s) it supports via controlled early classmark sending (see GSM 04.08 and 08.08). If the MS is instead in dedicated mode, the VMSC will already have any early classmark information and will have been supplied with the current cell ID from either the serving BSC or serving MSC in the case of an established call with MSC-MSC handover.
6)
If the location request comes from a value added LCS client and the MS subscription profile indicates that the MS must either be notified or notified with privacy verification and the MS supports notification of LCS (according to the MS Classmark 2), a DTAP LCS Location Notification Invoke message is sent to the target MS indicating the type of location request (e.g. current location), the identity of the LCS client and whether privacy verification is required. For a call related location request, the LCS client identity shall be set to the LCS client's called party number if no separate LCS client identity was received from the GMLC. Optionally, the VMSC may after sending the DTAP LCS Location Notification Invoke message continue in parallel the location process, i.e. continue to step 8 without waiting for a DTAP LCS Location Notification Return Result message in step 7.

7)
The target MS notifies the MS user of the location request and, if privacy verification was requested, the target MS indicates to the MS user whether the location request will be allowed or not allowed in the absence of a response and waits for the user to grant or withhold permission. The MS then returns a DTAP LCS Location Notification Return Result to the VMSC indicating, if privacy verification was requested, whether permission is granted or denied. Optionally, the DTAP LCS Location Notification Return Result message can be returned some time after step 6, but before step 15. If the MS user does not respond after a predetermined time period, the VMSC shall infer a "no response" condition. The VMSC shall return an error response to the GMLC if privacy verification was requested and either the MS user denies permission or there is no response with the MS subscription profile indicating barring of the location request in the absence of a response.

8)
The VMSC sends a MAP_PERFORM_LOCATION message to the SMLC associated with the MS's current cell location. The BSSMAP-LE message includes the type of location information requested, the MS's location capabilities and currently assigned radio channel type (SDCCH, TCH-FR or TCH-HR), the requested QoS and the current Cell ID and, if available, any location information including the TA value received in step 5.
9)
If the SMLC is BSS based, the VMSC instead sends the BSSMAP PERFORM LOCATION message to the serving BSC for the target MS.

10)
In the case of a BSS based SMLC, the BSC forwards the BSSMAP-LE PERFORM LOCATION request received in step 9 to the SMLC. The BSC may add additional measurement data to the message to assist with positioning. The message is transported inside an SCCP connection request.

7.6.1.2
Positioning Measurement Establishment Procedure

11)
If the requested location information and the location accuracy within the QoS can be satisfied by the reported cell ID and, if available, TA value, the SMLC may send a MAP_PERFORM_LOCATION ack. immediately. Otherwise, the SMLC determines the positioning method and instigates the particular message sequence for this method defined in subsequent sections. If the position method returns position measurements, the SMLC uses them to compute a location estimate. If there has been a failure to obtain position measurements, the SMLC may use the current cell ID and, if available, TA value to derive an approximate location estimate. If an already computed location estimate is returned for an MS based position method, the SMLC may verify consistency with the current cell ID and, if available, TA value. If the location estimate so obtained does not satisfy the requested accuracy or the location attempt failed, e.g. due to missing data,and sufficient response time still remains, the SMLC may instigate a further location attempt using the same (e.g. providing more assistance data to MS) or a different position method. If a vertical location coordinate is requested but the SMLC can only obtain horizontal coordinates, these may be returned.
7.6.1.3
Location Calculation and Release Procedure

12)
When location information best satisfying the requested location type and QoS has been obtained, the SMLC returns it to the VMSC in a Perform Location response if the SMLC is NSS based. If a location estimate could not be obtained, the SMLC returns a Perform Location response containing a failure cause and no location estimate.
13)
For a BSS based SMLC, the location information is instead returned to the serving BSC.

14)
In the case of a BSS based SMLC, the BSC forwards the BSSMAP PERFORM LOCATION response received in step 13 to the VMSC.

15)
The VMSC returns the location information and its age to the GMLC, if the VMSC has not initiated the Privacy Verification process in step 6. If step 6 has been performed for privacy verification, the VMSC returns the location information only, if it has received a DTAP LCS Location Notification Return Result indicating that permission is granted. If a DTAP LCS Location Notification Return Result message indicating that permission is not granted is received, or there is no response with the MS subscription profile indicating barring of location in the absence of a response, the VMSC shall return an error response to the GMLC. If the SMLC did not return a successful location estimate, but the privacy checks in steps 5-7 were successfully executed, the VMSC may return the last known location of the target MS if this is known and the LCS client is requesting the current or last known location. The VLR may then release the Mobility Management connection to the MS, if the MS was previously idle, and the VMSC may record billing information.

16)
The GMLC returns the MS location information to the requesting LCS client. If the LCS client requires it, the GMLC may first transform the universal location coordinates provided by the VMSC into some local geographic system. The GMLC may record billing for both the LCS client and inter-network revenue charges from the VMSC's network.
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