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9.3
BSSMAP-LE PERFORM LOCATION ABORT message

This message is sent by the instigator of a location request to abort the positioning attempt or the request for assistance data or deciphering keys. This message can be sent from the BSS to the SMLC.

Table 9.3: BSSMAP-LE PERFORM LOCATION ABORT message content

	Information element
	Type/Reference
	Presence
	Format
	Length in octets

	Message type
	Message Type
	M
	V
	1

	LCS Cause
	LCS Cause
	M
	TLV
	3-4


After triggering the MTA (Multilateration Timing Advance) procedure by sending BSS BSSMAP-LE PERFORM LOCATION REQUEST message to the SMLC (see sub-claue 9.1) the BSS may abort the procedure by sending the SMLC this message and releasing the corresponding SCCP connection between the BSS and the SMLC. When the MTA procedure is performed with enhanced security provided according to the BSS Duplication Detection Method (see 3GPP TS 44.060 and 3GPP TS 43.059) the BSS shall abort the MTA procedure upon detecting any of the following conditions for a given MS and MTA procedure:
· Detecting a duplicate RLC data block (i.e. a RLC data block having the same value for the “MTA Instance” field and the same value for the “Final MTA Access” field as a previously received RLC data block.

· Detecting a RLC data block with the “MTA Instance” field having a value that is greater than the value of the “MTA Instance” field received in a RLC data block for which the “Final MTA Access” = TRUE.

-
Detecting a RLC data block with “Final MTA Access” = TRUE for which the corresponding “MTA Instance” field has the same value as a RLC data block for which “Final MTA Access” = FALSE.
