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5.4.2.1
FTP Settings

It is recommended that the FTP server used for testing meet the following requirements:

-
The TCP send/receive buffer sizes at the FTP server should be set to values sufficiently large to ensure they do not limit the maximum throughput achievable at the UE

-
The tx queue length should be set to a value sufficiently large value to ensure flow control between the network interface (ppp) and TCP is not triggered

It is recommended that the FTP application used on the tethered PC for tethered testing meet the following requirements:

-
The tethered FTP application should allow the user to transfer files of any format supported by the tethered PC, in binary mode, in both the Downlink and the Uplink

-
The tethered FTP application should provide the means to compute the throughput T as defined in subclause 5.1.2 at the end of each file transfer

-
The tethered FTP application should provide an interface allowing automation of testing

-
The tethered FTP application t should not implement hidden optimizations that might impact the throughput

An example of an FTP application meeting these requirements is the Windows FTP command line application. This example is cited for information only and does not in any way preclude the use of other applications meeting the recommended requirements.

For embedded testing, the FTP client will reside in the UE under test. This will require an FTP application to be installed on the UE. It is recommended that this application meet the following requirements:

-
The embedded FTP application should allow the user to transfer files of formats supported by the UE, in binary mode, both in the Downlink and the Uplink.

-
The embedded FTP application should provide the means to compute the throughput T as defined in subclause 5.1.2 at the end of each file transfer.

-
The embedded FTP application should provide an interface allowing automation of testing. If an interface for automation of testing is implemented, it is recommended to use the embedded data client automation recommendations in Annex E.
-
The embedded FTP application should not implement hidden optimizations that might impact the throughput.

The following settings are to be used.

-
The TCPWindowSize is derived based on the bandwidth-delay product (BDP) for the particular radio access bearer used in the test. Refer to clause 5.4.2.1.1 for guidance concerning the TCP advertised receiver window size setting.

-
The TCPWindowSize is adjusted to near even-multiple of TCP MTU. The Windows Scaling is enabled for all FTP transfers.

-
The socket buffer sizes are set to even-multiples of TCP MTU in use and set to values equal or greater than the BDP.

-
The TCP MTU size is set to a value comprised between 1280 and 1500 bytes as recommended by the manufacturer.

-
The FTP transfers are always carried out in Binary mode.

-
The contents of the files to be transferred over FTP are chosen in such a way that they are statistically random, with least compressibility.

-
No application level compression protocols are used to compress the FTP files. 

-
Either IPv4 or IPv6 can be used, but only results obtained with the same IP address type can be compared, since the IP address type will affect the measured throughput.

5.4.2.1.1
TCP advertised receiver window size setting

In order to achieve maximum throughput during FTP testing, the TCP advertised receiver window size must be equal to or greater than the BDP (Bandwidth Delay Product), which can be expressed as follows:


BDP = TCP data rate * RTT

Where:


TCP data rate is the portion of the radio bearer used to send TCP data


RTT is the unloaded Round Trip Time between TCP end-points (FTP server and tethered laptop/embedded FTP app) as seen by the TCP sender.

Note that the TCP data rate and the RTT may be different for different test procedures.

5.4.2.2
UDP Settings

It is recommended that the UDP server used for testing meet the following requirements:

-
UDP blast duration shall be selected to meet the minimum test times using a sufficient rate to prevent physical layer DTX based upon the UE Category.

It is recommended that the UDP application used on the tethered PC for tethered testing meet the following requirements:

-
The tethered UDP application should allow the user to transfer files of any format supported by the tethered PC, in binary mode, in both the Downlink and the Uplink.

-
The tethered UDP application should provide the means to compute the throughput T as defined in subclause 5.1.2.

-
The tethered UDP application should provide an interface allowing automation of testing.

-
The tethered UDP application should not implement hidden optimizations that might impact the throughput.

For embedded testing, the UDP client will reside in the UE under test. This will require an UDP application to be installed on the UE. It is recommended that this application meet the following requirements:

-
The embedded UDP application should allow the user to transfer files of formats supported by the UE, in binary mode, both in the Downlink and the Uplink.

-
The embedded UDP application should provide the means to compute the throughput T as defined in subclause 5.1.2.

-
The embedded UDP application should provide an interface allowing automation of testing. If an interface for automation of testing is implemented, it is recommended to use the embedded data client automation recommendations in Annex E.
-
The embedded UDP application should not implement hidden optimizations that might impact the throughput.

The following settings are to be used.

-
The UDP MTU size is set to a value comprised between 1280 and 1500 bytes as recommended by the manufacturer.

-
The UDP transfers are always carried out in Binary mode.

-
The contents of the files to be transferred over UDP are chosen in such a way that they are statistically random, with least compressibility.

-
No application level compression protocols are used to compress the UDP files..

-
Either IPv4 or IPv6 can be used, but only results obtained with the same IP address type can be compared, since the IP address type will affect the measured throughput.

<< Unchanged content omitted >>
B.2.3.1
FTP Reference System Configuration

The FTP server should be configured to meet the following requirements:

-
The TCP send/receive buffer sizes at the FTP server should be set to values sufficiently large to ensure they do not limit the maximum throughput achievable at the UE

-
The tx queue length should be set to a value sufficiently large value to ensure flow control between the network interface (ppp) and TCP is not triggered

The FTP application used on the tethered PC for tethered testing should meet the following requirements:

-
The tethered FTP application should allow the user to transfer files of any format supported by the tethered PC, in binary mode, in both the Downlink and the Uplink

-
The tethered FTP application should provide the means to compute the throughput T as defined in subclause 5.1.2 at the end of each file transfer

-
The tethered FTP application should provide an interface allowing automation of testing. If an interface for automation of testing is implemented, it is recommended to use the embedded data client automation recommendations in Annex E.
-
The tethered FTP application t should not implement hidden optimizations that might impact the throughput

At both the FTP client and the FTP server, the following settings should be used:

-
The TCPWindowSize is set to a value greater than the BDP (bandwidth-delay product), with BDP computed as (max TCP data rate * RTT upper bound). Refer to clause 5.4.2.1.1 for guidance concerning the TCP advertised receiver window size setting.

-
The TCPWindowSize is adjusted to near even-multiple of TCP MTU. The Windows Scaling is enabled for all FTP transfers.

-
The socket buffer sizes are set to even-multiples of TCP MTU in use and set to values close to the BDP.

-
The TCP MTU size is set to a value comprised between 1280 and 1500 bytes as recommended by the manufacturer.

-
The FTP transfers are always carried out in Binary mode.

-
The contents of the files to be transferred over FTP are chosen in such a way that they are statistically random, with least compressibility.

-
No application level compression protocols are used to compress the FTP files.

-
Either IPv4 or IPv6 can be used, but only results obtained with the same IP address type can be compared, since the IP address type will affect the measured throughput.

B.2.3.2
UDP Reference System Configuration

The UDP server should be configured to meet the following requirements:

-
UDP blast duration shall be selected to meet the minimum test times using a sufficient rate to prevent physical layer DTX based upon the UE Category.

The UDP application used on the tethered PC for tethered testing should meet the following requirements:

-
The tethered UDP application should allow the user to transfer files of any format supported by the tethered PC, in binary mode, in both the Downlink and the Uplink.

-
The tethered UDP application should provide the means to compute the throughput T as defined in subclause 5.1.2.

-
The tethered UDP application should provide an interface allowing automation of testing.

-
The tethered UDP application should not implement hidden optimizations that might impact the throughput.

For embedded testing, the UDP client will reside in the UE under test. This will require an UDP application to be installed on the UE. The UDP application used for embedded testing should meet the following requirements:

-
The embedded UDP application should allow the user to transfer files of formats supported by the UE, in binary mode, both in the Downlink and the Uplink.

-
The embedded UDP application should provide the means to compute the throughput T as defined in subclause 5.1.2.

-
The embedded UDP application should provide an interface allowing automation of testing. If an interface for automation of testing is implemented, it is recommended to use the embedded data client automation recommendations in Annex E.
-
The embedded UDP application should not implement hidden optimizations that might impact the throughput.

The following settings are to be used.

-
The UDP MTU size is set to a value comprised between 1280 and 1500 bytes as recommended by the manufacturer.

-
The UDP transfers are always carried out in Binary mode.

-
The contents of the files to be transferred over UDP are chosen in such a way that they are statistically random, with least compressibility.

-
No application level compression protocols are used to compress the UDP files.

-
It is recommended that no control characters be used in the files as this may cause unexpected behaviour.

-
Either IPv4 or IPv6 can be used, but only results obtained with the same IP address type can be compared, since the IP address type will affect the measured throughput.
<< Unchanged content omitted >>

Annex E:
Embedded Data Client Automation Recommendations
E.1
Purpose of annex

This annex identifies the recommendations and details concerning a common application interface to allow for automation of testing for the UE Application Layer Data Throughput Performance test procedures that utilize an embedded data client.

E.2
Embedded Data Client Automation
E.2.1
Embedded Data Client Functionality
The following functionality is recommended for the embedded data client to support automation.
-
The application may start automatically on device power-up or reset. If the application does not support this feature, the operator will have to manually start the application at the beginning of the test campaign.

-
The application automatically sets up a data call using the expected radio bearer that will be used for test and establishes a connection to the test server.

-
The application shall periodically poll the test server with the Poll for Task command when not actively performing a task to determine if the test server has a new task.

-
The application shall not send commands or status during a measurement unless the time-out period has expired so that the UE application layer data throughput results are not impacted.

-
The application should listen for commands at all times so that the test server can interrupt the measurement.

E.2.2
Embedded Data Client Provisioning
The embedded data client may provide a mechanism to provision common parameters required for interfacing with test systems. The following captures aspects that should be considered if the application provides for such provisioning.

-
Provisioning of the data client would not need to be automated.

-
A manual interface or parameter file approach could be used. Instructions for operation would be provided.

-
The items expected to be provisioned are as follows:

-
IP address provisioning for the test server

-
Hostname and Path for derivation of Poll for Task URL and for HTTP POST

-
Root file pathnames for FTP and UDP test files (if the data client requires). UDP test files may be considered optional if the test application randomly generates the data for UDP.

-
Username and password to be used for accessing the FTP server

-
Poll for Task Command Polling Period (this may be a configurable item or a hardcoded value)

If certain parameters are hard-coded, these parameters should be documented to allow for the test systems to be properly configured.

E.2.3
Embedded Data Client Command Set and Operation
The embedded data client should use the specified command set and follow the operational structure defined in this clause.

E.2.3.1 Poll for Task Command

The Poll for Task command shall be substantiated with an HTTP(S) request to a URL that is formed with a pre-defined hostname and path. The URL is further expanded as shown below by concatenating the command to the path.

/%Path%/%Command%"

The minimum command set for the %Command% string is as follows:

-
“checkForJob”

If there is no task for the application to perform, an HTTP 404 error is returned. The application shall start its Waiting forTask Polling Period timer. When the timer expires, another Poll for Task command shall be sent.

E.2.3.2 Task List

If there is a task for the application to perform, the test server may return an HTTP 200 OK and the test server will deliver a task list to the application. The task list will be delivered over HTTP(S) using an XML format. The TaskList can contain multiple tasks that are listed sequentially for the application to execute or can also contain a single task to allow for a pseudo server-based control mechanism. The XML format for the task list is as shown below in an example.

<TaskList name="TR 37.901">

<Task name="FTP_DOWNLOAD 37.901" type="FTP_DOWNLOAD" timeout="100000" remotepath="\%path%\%filename%" localpath="\%path%\%filename%" transferDuration="60000"/>

<Task name="FTP_UPLOAD 37.901" type="FTP_UPLOAD" timeout="100000" remotepath="\%path%\%filename%" localpath="\%path%\%filename%" transferDuration="60000"/>

</TaskList>

For TaskList, the only valid parameter is name and the only valid string is “TR 37.901”.

For Task, the following lists the valid parameters and valid strings for each parameter. The instructions for the application should provide the recommended usage for each particular test type.

-
name

-
“FTP_DOWNLINK 37.901”

-
“FTP_UPLINK 37.901”

-
“UDP_DOWNLINK 37.901”

-
“UDP_UPLINK 37.901”

-
“HSPA_FTP_STRESS_TEST 37.901”

-
“HSPA_UDP_STRESS_TEST 37.901”

-
“HSPA_FTP_MULTI-RAB_STRESS_TEST 37.901”

-
“HSPA_UDP_MULTI-RAB_STRESS_TEST 37.901”

-
“LTE_FTP_STRESS_TEST 37.901”

-
“LTE_UDP_STRESS_TEST 37.901”

-
type

-
“FTP_DOWNLOAD”

-
“FTP_UPLOAD”

-
“UDP_DOWNLOAD”

-
“UDP_UPLOAD”

-
“HSPA_FTP_STRESS_TEST”

-
“HSPA_UDP_STRESS_TEST”

-
“HSPA_FTP_MULTI-RAB_STRESS_TEST”

-
“HSPA_UDP_MULTI-RAB_STRESS_TEST”

-
“LTE_FTP_STRESS_TEST”

-
“LTE_UDP_STRESS_TEST”

-
timeout

-
timeout value in milliseconds to be used by the application to abort the test case if not completed due to an unexpected error

-
remotepath

-
"\%path%\%filename%" which is the pathname and filename to be used by the application for the location of the file on the test server. If a root file pathname is being used by the application, this information will be concatenated to the root file pathname.

-
localpath

-
"\%path%\%filename%" which is the pathname and filename to be used by the application for the location of the file on the local client. If a root file pathname is being used by the application, this information will be concatenated to the root file pathname.

-
transferDuration

-
minimum transfer duration in milliseconds to be used by the application for the throughput calculation for the test case. This parameter is not required for the stress test cases since the duration and number of iterations for the test case is already defined.

E.2.3.3 Result Reporting

Upon completion of the specified test sequence, the application shall upload the test results to the test server using HTTP(S) POST.

The result files shall be CSV formatted files. The first few lines in the file may contain “header” lines with meta-data about the results. These lines shall be preceded with “#” marks. The remainder of the lines are in a comma delimited format. The following fields shall be used in index order. Additional fields may precede these but once MessageType is used, the other fields shall come in index order.

-
MessageType

-
TaskResult

-
AverageThroughput1

-
AverageThroughput2

The description of the fields above and the valid entries for each are listed below.

-
MessageType: Defines the type of data being sent in the result. The valid entries are as follows.

-
FTP DOWNLINK

-
UDP DOWNLINK

-
FTP UPLINK

-
UDP UPLINK

-
HSPA FTP STRESS TEST

-
HSPA UDP STRESS TEST

-
HSPA FTP MULTI-RAB STRESS TEST

-
HSPA UDP MULTI-RAB STRESS TEST

-
LTE FTP STRESS TEST

-
LTE UDP STRESS TEST

-
TaskResult: Provides a result code for the task. The valid entries are as follows. The numeric value shall be the item sent. The parenthetical data is provided to describe the error code. The test system shall be capable of acknowledging that an error has occurred if any value other than 0 has been returned but will not need to know the reason.

-
0 (No error)

-
1 to 9999 (Reserved error code numbers)

-
AverageThroughput1: Average throughput, T, as defined in clause 5.1.2 expressed in kbps. AverageThoughput1 will contain the downlink throughput for message types related to downlink testing. AverageThoughput1 will contain the uplink throughput for message types related to uplink testing and stress testing.

-
AverageThroughput2: Average throughput, T, as defined in clause 5.1.2 expressed in kbps. AverageThoughput2 will contain downlink throughput for message types related to stress testing. Otherwise, it is not included or ignored.
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