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A.4.2
503 Service Unavailable

	Header/param
	Value/remark
	Rel
	Reference

	Status-Line
	
	
	RFC 3261 [15]

	
SIP-Version
	SIP/2.0
	
	

	
Status-Code
	503
	
	

	
Reason-Phrase
	Service Unavailable
	
	

	Via
	
	
	RFC 3261 [15]

	
via-parm
	same value as received in request
	
	

	From
	
	
	RFC 3261 [15]

	
addr-spec
	same value as received in request
	
	

	
tag
	same value as received in request
	
	

	To
	
	
	RFC 3261 [15]

	
addr-spec
	same value as received in request
	
	

	
tag

	any arbitrary tag value added
	
	

	Call-ID
	
	
	RFC 3261 [15]

	
callid
	same value as received in request
	
	

	CSeq
	
	
	RFC 3261 [15]

	
value
	same value as received in request
	
	

	Content-Length
	
	
	RFC 3261 [15]

	
value
	0
	
	

	Retry-after
	
	
	RFC 3261 [15],
TS 24.229 [10], 5.1.2.2

	
period
	60 (referred to as T in the test procedure and test requirement)
	
	

	
duration 
	Not present
	
	

	
comment
	Not present
	
	


A.4.3
PUBLISH
	Header/param
	Cond
	Value/remark
	Rel
	Reference

	Request-Line
	
	
	
	RFC 3903 [60]

	
Method
	
	PUBLISH
	
	

	
Request-URI
	
	 px_PublicUserIdentity
	
	

	
SIP-Version
	
	 SIP/2.0
	
	

	Route
	
	order of the parameters in this header must be like in this table
	
	RFC 3261 [15]
RFC 3903 [60]

	
route-param
	A1
	<sip:px_pcscf:protected server port of P-CSCF;lr>, <sip:px_scscf;lr>
	
	

	      route-param
	A2
	<sip:px_pcscf: unprotected server port of P-CSCF (optional);lr>, <sip:px_scscf;lr>
	
	

	Via
	
	
	
	RFC 3261 [15]

	
sent-protocol
	
	SIP/2.0/UDP  when using UDP or SIP/2.0/TCP  when using TCP
	
	

	
sent-by
	A1
	IP address or FQDN and protected server port of the UE
	
	

	
sent-by
	A2
	IP address or FQDN and unprotected server port of the UE
	
	

	
via-branch

	
	value starting with ‘z9hG4bk’
	
	

	From
	
	
	
	RFC 3261 [15]

	
addr-spec
	
	px_PublicUserIdentity
	
	

	
tag
	
	must be present, value not checked but stored for later reference
	
	

	To
	
	
	
	RFC 3261 [15]

	
addr-spec

	
	px_PublicUserIdentity
	
	

	
tag

	
	must not be present
	
	

	Expires
	
	Optional
	
	RFC 3261 [15]


	
delta-seconds
	
	same as registration timer
	
	

	Security-Verify
	A1
	
	
	RFC 3329 [21]

	
sec-mechanism
	
	same value as SecurityServer header sent by SS
	
	

	Require
	A1
	Optional
	
	RFC 3261 [15]
RFC 3329 [21]

	
option-tag
	
	Not checked
	
	

	Proxy-Require
	A1
	Optional
	
	RFC 3261 [15]
RFC 3329 [21]

	
option-tag
	
	Not checked
	
	

	CSeq
	
	
	
	RFC 3261 [15]

	
value
	
	must be present, value not checked
	
	

	
method
	
	PUBLISH
	
	

	Call-ID
	
	
	
	RFC 3261 [15]

	
callid
	
	value not checked, but stored for later reference
	
	

	Max-Forwards
	
	
	
	RFC 3261 [15]

	
value
	
	non-zero value
	
	

	P-Access-Network-Info
	A1
	(header optional when A2)
	
	RFC 3455 [18]

	
access-net-spec
	
	access network technology and, if applicable, the cell ID
	
	

	Event
	
	
	
	RFC 3265 [34]
RFC 3680 [22]
RFC 3903 [60]


	
event-type
	
	value not checked
	
	

	SIP-ETag
	
	optional
	
	RFC 3903 [60]

	
entry-tag
	
	
	
	

	Content-Length
	
	
	
	RFC 3261 [15]

	
value
	
	length of request body, if such is present
	
	

	Message-body
	
	optional
	
	


	Condition
	Explanation

	A1
	IMS security (A.6a/2)

	A2
	early IMS security (A.6a/1)


Note1:
All choices for applicable conditions are described for each header.

A.4.4
200 OK for PUBLISH
	Header/param
	Value/remark
	Rel
	Reference

	Status-Line
	
	
	RFC 3261 [15]

	
SIP-Version
	SIP/2.0
	
	

	
Status-Code
	200
	
	

	
Reason-Phrase
	OK
	
	

	Via
	
	
	RFC 3261 [15]

	
via-parm
	same value as received in PUBLISH message
	
	

	To
	
	
	RFC 3261 [15]

	
addr-spec
	px_PublicUserIdentity
	
	

	
tag
	px_ToTagSubscribeDialog
	
	

	From
	
	
	RFC 3261 [15]

	
addr-spec
	same value as received in PUBLISH message
	
	

	
tag
	same value as received in PUBLISH message
	
	

	Call-ID
	
	
	RFC 3261 [15]

	
callid
	same value as received in PUBLISH message
	
	

	CSeq
	
	
	RFC 3261 [15]

	
value
	same value as received in PUBLISH message
	
	

	Contact
	
	
	RFC 3261 [15]

	
addr-spec
	<sip:px_scscf>
	
	

	Expires
	
	
	RFC 3261 [15]
RFC 3903 [60]

	
delta-seconds
	600000
	
	

	SIP-ETag
	
	
	RFC 3903 [60]

	
entry-tag
	unique generated tag for every request  
	
	

	Content-Length
	
	
	RFC 3261 [15]

	
value
	0
	
	


<End of second modified section>
<Start of third modified section>
C.1
Introduction

This annex specifies the general test procedure required to get the UE to activate PDP context, discover P-CSCF and register to IMS services. Since 3GPP TS 24.229[10] specifies two options for both PDP context activation and P-CSCF discovery, the UE specific general test procedure depends on the option selected by the UE. The generic registration procedure has also been specified for two cases: for UE supporting full IMS security according to [14] TS 33.203 then the generic registration procedure in , see section C2 is run; and for UE supporting early IMS security according to [59] TR 33.978 then the generic registration procedure in , see section C2a is run.
Section C.5 defines a procedure to handle PUBLISH requests that may be send from UEs with IMS applications e.g. OMA PoC.
C.2
Generic Registration Test Procedure – IMS support

The generic test procedure:

1
The UE sends an Activate PDP Context Request message. In the Protocol Configuration Options IE the IM CN Subsystem Signalling Flag may be set or not set, a request for P-CSCF Address or a request for DNS Server Address may be included or not. 
2
The SS responds with an Activate PDP Context Accept message. In the Protocol Configuration Options IE the IM CN Subsystem Signalling Flag shall not be set, a list of P-CSCF addresses or DNS Server addresses shall only be included if a corresponding request was included in step 1.

Note:
The required radio bearer(s) are established. For UMTS FDD they are established using RADIO BEARER SETUP (according to 3GPP TS 25.331 [58]).

3
Optional P-CSCF address discovery using the DHCP procedure according to Annex C.3 for IPv6 or Annex C.4 for IPv4.
4
The UE initiates IMS registration. SS waits for the UE to send an initial REGISTER request.

5
The SS responds to the initial REGISTER request with a valid 401 Unauthorized response.
6
The SS waits for the UE to set up a temporary set of security associations and to send another REGISTER request, over those security associations.
7
The SS responds to the second REGISTER request with valid 200 OK response, sent over the same temporary set of security associations that the UE used for sending the REGISTER request.
8
The SS waits for the UE to send a SUBSCRIBE request over the newly established security associations.

9
The SS responds to the SUBSCRIBE request with a valid 200 OK response.
10
The SS sends a valid NOTIFY request for the subscribed registration event package. 

11
The SS waits for the UE to respond to the NOTIFY with a 200 OK response.

Expected sequence

	Step
	Direction
	Message
	Comment

	
	UE
	SS
	
	

	1
	(
	Activate PDP Context Request
	In the Protocol Configuration Options IE the IM CN Subsystem Signalling Flag may be set or not set, a request for P-CSCF Address or a request for DNS Server Address may be included or not.

	2
	(
	Activate PDP Context Accept
	In the Protocol Configuration Options IE the IM CN Subsystem Signalling Flag shall not be set, 

a list of P-CSCF IP addresses or DNS Server addresses shall only be included if a corresponding request was included in step 1.

	3
	
	
	Optional P-CSCF address discovery using the DHCP procedure according to Annex C.3 for IPv6 or Annex C.4 for IPv4.

	4
	(
	REGISTER
	The UE sends initial registration for IMS services.

	5
	(
	401 Unauthorized
	The SS responds with a valid AKAv1-MD5 authentication challenge and security mechanisms supported by the network.

	6
	(
	REGISTER
	The UE completes the security negotiation procedures, sets up a temporary set of SAs and uses those for sending another REGISTER with AKAv1-MD5 credentials.

	7
	(
	200 OK
	The SS responds with 200 OK.

	8
	(
	SUBSCRIBE
	The UE subscribes to its registration event package. 

	9
	(
	200 OK
	The SS responds with 200 OK.

	10
	(
	NOTIFY
	The SS sends initial NOTIFY for registration event package, containing full registration state information for the registered public user identity in the XML body 

	11
	(
	200 OK
	The UE responds with 200 OK.


NOTE:
The default message contents in annex A are used.

C.2a
Generic Registration Test Procedure – early IMS security

The generic test procedure:

1
The UE sends an Activate PDP Context Request message. In the Protocol Configuration Options IE the IM CN Subsystem Signalling Flag may be set or not set, a request for P-CSCF Address or a request for DNS Server Address may be included or not. 
2
The SS responds with an Activate PDP Context Accept message. In the Protocol Configuration Options IE the IM CN Subsystem Signalling Flag shall not be set, a list of P-CSCF addresses or DNS Server addresses shall only be included if a corresponding request was included in step 1.

Note: 
The required radio bearer(s) are established. For UMTS FDD they are established using RADIO BEARER SETUP (according to 3GPP TS 25.331 [58]).

3
Optional P-CSCF address discovery using the DHCP procedure according to Annex C.3 for IPv6 or Annex C.4 for IPv4.

4
The UE initiates IMS registration indicating support of early IMS security. SS waits for the UE to send an initial REGISTER request.

7
The SS responds to the REGISTER request with valid 200 OK response,

8
The SS waits for the UE to send a SUBSCRIBE request.

9
The SS responds to the SUBSCRIBE request with a valid 200 OK response.

10
The SS sends a valid NOTIFY request for the subscribed registration event package. 

11
The SS waits for the UE to respond to the NOTIFY with a 200 OK response.

Expected sequence

	Step
	Direction
	Message
	Comment

	
	UE
	SS
	
	

	1
	(
	Activate PDP Context Request
	In the Protocol Configuration Options IE the IM CN Subsystem Signalling Flag may be set or not set, a request for P-CSCF Address or a request for DNS Server Address may be included or not.

	2
	(
	Activate PDP Context Accept 
	Including allocated IP address.

In the Protocol Configuration Options IE the IM CN Subsystem Signalling Flag shall not be set, 

a list of P-CSCF IP addresses or DNS Server addresses shall only be included if a corresponding request was included in step 1.

	3
	
	
	Optional P-CSCF address discovery using the DHCP procedure according to Annex C.3 for IPv6 or Annex C.4 for IPv4.

	4
	(
	REGISTER
	The UE sends initial registration for IMS services indicating support for early IMS security procedure by not including an Authorization header field.

	5
	(
	200 OK
	The SS responds with 200 OK.

	6
	(
	SUBSCRIBE
	The UE subscribes to its registration event package. 

	7
	(
	200 OK
	The SS responds with 200 OK.

	8
	(
	NOTIFY
	The SS sends initial NOTIFY for registration event package, containing full registration state information for the registered public user identity in the XML body 

	9
	(
	200 OK
	The UE responds with 200 OK.


NOTE:
The default message contents in annex A are used.

C.3
Generic DHCP test procedure for IPv6

The generic test procedure (according to RFC 3315[23]):

1
The UE may send a DHCP SOLICIT message requesting to resolve P-CSCF Domain Name(s).

2
The SS responds with a DHCPADVERTISE message containing the IP address of the SS as P-CSCF address, if the UE requested the SIP Servers option within the DHCPSOLICIT message. 

3
The UE may send a DHCP INFORMATION-REQUEST message if it has sent a DHCP SOLICIT message before. The UE shall send a DHCP INFORMATION-REQUEST if it has not sent a DHCP SOLICIT message before.

4
The SS responds  with a DHCPREPLY message containing the IP address of the SS as P-CSCF address. 

Expected sequence

	Step
	Direction
	Message
	Comment

	
	UE
	SS
	
	

	1
	(
	DHCP SOLICIT
	Optionally requesting to locate a DHCP server.

	2
	(
	DHCPADVERTISE
	Sent if the UE requested the SIP Servers option within the DHCPSOLICIT message.

	3
	(
	DHCPINFORMATION-REQUEST
	Optional message if DHCP SOLICIT was sent before, otherwise mandatory..

	4
	(
	DHCPREPLY
	Sent if DHCPINFORMATION-REQUEST is received.


NOTE:
The default message contents in annex B are used.

C.4
Generic DHCP test procedure for IPv4

The generic test procedure (according to RFC 2131[55]):

1
If the UE already knows a DHCP server address, it goes to step 3. Otherwise, the UE sends a DHCPDISCOVER message locating a server.

2
The SS responds with a DHCPOFFER message. 

3
The UE sends a DHCPINFORM message requesting P-CSCF address(es) in the options field.

4
The SS responds with a DHCPACK message providing the IP address of the SS as P-CSCF address.

Expected sequence

	Step
	Direction
	Message
	Comment

	
	UE
	SS
	
	

	1
	(
	DHCPDISCOVER
	Optionally sent if UE does not have DHCP server address.

	2
	(
	DHCPOFFER
	Sent if DHCP Discover message is received.

	3
	(
	DHCPINFORM
	Requesting P-CSCF Address(es).

	4
	(
	DHCPACK
	Including P-CSCF IP Address.


NOTE:
The default message contents in annex B are used.

C.5
Default handling of PUBLISH requests
This procedure may occure at any time after a successful IMS registration.

The generic test procedure:

1
SS receives from the UE a PUBLISH request.

2
The SS responds to the PUBLISH request with a valid 200 OK response.
Expected sequence

	Step
	Direction
	Message
	Comment

	
	UE
	SS
	
	

	1
	(
	PUBLISH
	The UE sends a PUBLISH request (A.4.3).

	2
	(
	200 OK
	The SS responds with 200 OK (A.4.4).


NOTE:
The default message contents in annex A are used.
<End of third modified section>
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