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Introduction
This contribution contains proposals for the important unresolved issues in the LAA – Wi-Fi coexistence tests.  It specifically discusses the following:
1. Device selection and configuration
2. Test Cases
3. Test Signal Levels
4. Signal-to-Interference (SIR) at the victim receiver
5. Test metrics
6. Test pass criteria

Discussion
This is an umbrella contribution and many of the proposals contained in this contribution have been discussed and motivated in more detail in accompanying sister contributions noted as references. 

Device selection and configuration
In the Way Forward [1] approved in RAN1#80BIS it was agreed that:
· All 802.11 devices should be commercially available and not reference design
· IEEE 802.11 APs and STAs, should be selected from multiple vendors and multiple generations of the 802.11 standard. 
· Devices shall be selected from 802.11n and 802.11ac. 
In this document, we propose additional details as below to build upon the above agreement. The proposals are described in more detail in the companion contribution [2].
Proposal 1: Select three 802.11 APs for the multi-node tests, which meet the following requirements. Vendors and model numbers are TBD:
· The three APs shall be from different vendors, as much as possible from vendors that are participatory to the development of the multi-node tests
· Two APs shall be enterprise models, and one AP shall be a low-cost consumer model
· One of the APs shall operate in 11a/n-only mode (i.e. shall either not support 11ac, or shall be configured such that 11ac operation is disabled)
· The APs shall be anticipated to be commercially available and supported during the expected time period in which the tests will be conducted
· The APs shall support MIMO, and preferably have two antenna ports
· The APs shall be capable of CLI-based configuration/diagnostics
· The APs shall support 1 Gbps Ethernet interfaces, and be capable of sustaining the necessary data rates used in the tests

Proposal 2: Select two 802.11 STAs for the multi-node tests, which meet the following requirements. Vendors and model numbers are TBD:
· The two STAs shall be from different vendors
· The STAs shall be anticipated to be commercially available and supported during the expected time period in which the tests will be conducted
· The STAs shall support MIMO, and have two antenna ports
· The STAs shall support running the necessary test tools, and be capable of sustaining the necessary data rates used in the tests

Proposal 3: All 802.11 devices in the tests shall be configured to use the same maximum COT as LAA devices. Specifically, 802.11 APs shall be configured with:
· TXOP Limit = 8000 us for BE Access Category (for both AP and STA EDCA parameters)
· Frame-burst / packet-burst (or similar), if supported by the device, shall be disabled 

Proposal 4: It should preferably be confirmed that all test bed devices (LAA and 802.11) actually use the maximum COT when full buffer UDP traffic is available for transmission. If this is not the case, the average COT used by each device should be measured and its KPIs should be normalized according to the average observed COT during the test. Note this proposal does not apply to DUTs.
Proposal 5: LAA DUT vendors shall document all pertinent configuration parameters used in the test which relate to COT. This includes especially, but is not limited to, configuration parameters that may be set differently in the tests compared to expected configuration in real-world deployment.
Proposal 6: All test bed and DUT devices (both LAA and 802.11) shall be configured to disable off-channel behavior (e.g. LAA DRX, 802.11 Power Save, background scanning).
Proposal 7: As a general rule, the most published version of software/firmware (at the time the test is run) shall be used for all test bed devices.
Proposal 8: The test plan shall include sanity-check runs for test bed devices where clear “expected results” are defined.
Proposal 9: In such case that the results of the sanity-check runs deviate from the expected results, best efforts shall be made to liaise with the vendor to identify and resolve the issue. Such resolution may potentially include software/firmware update, if the vendor intends to publish such update to its customers.
Proposal 10: RAN4 should consider means by which to facilitate communication channels with the vendors of devices in the test bed to assist resolution of such issues.
Proposal 11: RAN4 should consider making changes to its selected devices in the event that issues are identified that cannot be expediently resolved.
Test Cases
We propose coexistence tests for the following traffic categories. There are a total of 6 classes of tests.
1. Traffic on victim network: Best Effort
Traffic on aggressor network:
a. Best Effort
b. Voice
c. Best Effort + Voice
· Tests that carry lower priority data on the victim and a mix of higher and lower priority data on the aggressor are needed to confirm if the aggressor adheres to the regulations that specify the channel access rules for carrying a mix of higher and lower priority traffic. Specifically they are needed to test that the aggressor does not piggyback lower priority data with higher priority data in a COT that is obtained using the access parameters of the higher priority data. 
2. Traffic on victim network: Voice
Traffic on aggressor network:
a. Best Effort
b. Voice
c. Best Effort + Voice

Proposal 12: The set of tests for ascertaining fair coexistence of Downlink LAA with Wi-Fi are specified in the table below.  
The same set of tests, with victim and aggressor switched, can be used to evaluate the performance of Downlink LAA in the presence of Wi-Fi.

	Test Case #
	Victim network
	Aggressor network

	
	Victim device
	Victim companion  device
	Traffic Type for victim
	Aggressor device in baseline
	Aggressor companion device
	Aggressor device to be tested
	Aggressor companion device
	Traffic Type for aggressor

	1
	Wi-Fi AP
	Wi-Fi STA
	Best Effort Full Buffer UDP2
	Wi-Fi AP
	Wi-Fi STA
	LAA BS
	LAA UE
	Best Effort Full Buffer UDP

	21
	Wi-Fi AP
	Wi-Fi STA
	Best Effort Full Buffer UDP
	Wi-Fi AP
	Wi-Fi STA
	LAA BS
	LAA UE
	Voice

	3
	Wi-Fi AP
	Wi-Fi STA
	Voice
	Wi-Fi AP
	Wi-Fi STA
	LAA BS
	LAA UE
	Best Effort Full Buffer UDP

	41
	Wi-Fi AP
	Wi-Fi STA
	Voice
	Wi-Fi AP
	Wi-Fi STA
	LAA BS
	LAA UE
	Voice

	51
	Wi-Fi AP
	Wi-Fi STA
	Best Effort Full Buffer UDP
	Wi-Fi AP
	Wi-Fi STA
	LAA BS
	LAA UE
	Best Effort Full Buffer UDP + Voice

	61
	Wi-Fi AP
	Wi-Fi STA
	Voice
	Wi-Fi AP
	Wi-Fi STA
	LAA BS
	LAA UE
	Best Effort Full Buffer UDP + Voice

	Note:
1. Tests that specify voice traffic over the LAA link are relevant only for LAA BSs and UEs that support voice transmission over the unlicensed spectrum.
2. A full buffer model for Best Effort traffic has also been specified in the ETSI tests for channel access specified in section 5.4 of [4]. 



Test Signal Levels
In the previous RAN4 meeting (RAN4#80-BIS), consensus could not be reached on the test level to be chosen for the configuration where the link between the Wi-Fi AP and the LAA BS is below the LAA ED threshold of -72dBm. 
· Some companies proposed the test level to be set at or below -82dBm. Their argument was that -82dBm is the Wi-Fi Preamble Detection (PD) threshold and is hence the only interesting test level below -72dBm.
· Others, including ourselves, proposed that the test level be set at -77dBm, for the following reasons: 
· To test coexistence between LAA and Wi-Fi at a test level that is strictly between the LAA ED threshold (= - 72dBm) and the Wi-Fi PD threshold (= -82dBm). 
· A test level at -77dBm ensures that the test is between the LAA ED and the Wi-Fi PD thresholds even after accounting for the test tolerance of  4dB for LAA devices (Table 9.1.5-1 of [3])
As a compromise, we now propose that the test level be set at -80dBm which is midway between -77dBm and -82dBm. 
Note the following: Given typical test tolerance margins and measurement uncertainties, a test level of -80dBm would mean that the Wi-Fi devices are sometimes exercised at or below their PD threshold of -82dBm. So, this would partly satisfy the motivation for some companies in RAN4 to have a test level around the Wi-Fi PD threshold. 
· For example, the ETSI regulations [4] account for +/-3dB measurement uncertainty in the Power Spectral Density and a +/-1.5dB measurement uncertainty for conducted tests. Given this, a test level of -80dBm overlaps with a test level of -82dBm.

Proposal 13: Select -80dBm as the test level below the LAA Energy Detection threshold and select -57dBm and -67dBm as the remaining test levels.
SIR at victim receiver
The choice of the appropriate value of the received Signal-to-interference (SIR) at the victim receiver is described in detail in the companion contributions [5] and [6]. We have listed below the salient observations and proposals:
Observation 1: The coexistence tests infer channel access behavior indirectly via an observation of higher level system metrics such as throughput, outage, delay, jitter etc. For example, increase in collisions due to improper implementations of or differences in channel access mechanisms are sought to be detected indirectly via a drop in throughput or increase in outage. 
Observation 2: An SIR of 0dB in the presence of simultaneous transmissions will ensure that any increase in the collision rate causes a proportional increase in errors which are then detected via a corresponding degradation in system performance.
Observation 3: On the contrary, if the SIR in the presence of simultaneous transmissions is set as high as 15dB (as is being proposed by some companies): 
· Increase in collisions due to improper channel access may not cause higher errors and there may not be any detectable drop in throughput or increase in outage. 
· It would also not exercise important channel access mechanisms such as Contention Window adaptation that are triggered by errors due to collisions.  
So, a high SIR of 15dB even in the presence of interference would make the coexistence tests completely ineffective.

Observation 4: The 3GPP Indoor network model that has been used in all coexistence evaluations in 3GPP RAN1 for both Release 13 and Release 14 LAA has a median SIR near 0dB. 
Observation 5: An SIR of 15dB is greater than the 98th or 99th percentile SIR of the 3GPP network model and is hence unrealistic.
Observation 6: The SIR under discussion for the coexistence tests is the SIR obtained under the assumption that the interfering link transmits at the same time as the signal link. In a realistic scenario, the interfering link is expected to defer to the transmitting link and hence the actual operating SIR will be much higher.
Observation 7: The 3GPP Indoor network model has an operating SINR of 22dB for a high load scenario, the SINR being the post-processed SINR combined over the two receive antennas of the UE/STA.
Observation 8: An SIR of 0dB is also used in the LTE-U Wi-Fi coexistence test plan developed by the Wi-Fi Alliance.
Proposal 14: The SIR at the victim receiver shall be set to 0dB. 
Proposal 15: The details of the SIR measurement protocol are FFS.

Test metrics

Best Effort traffic on victim network
Proposal 16: The normalized throughput of the victim Wi-Fi network shall be used as the test metric in case the victim network carries Best Effort traffic.  
The normalized throughput is defined as the throughput of the victim network in presence of the aggressor network divided by the throughput of the victim network in a clear channel free of any aggressor. Use of the normalized throughput is described in more detail in the contribution [7].
Voice on victim network
Proposal 17: The average delay, jitter, packet loss and outage of the voice flow of the victim Wi-Fi network shall be used as the test metric in case the victim network carrier Voice traffic.
· Delay, jitter and packet loss count are measured using the Received Packet Time Stamp (RPTS) method.
· A voice flow is defined to be in outage if max {98 percentile latency of DL, 98 percentile latency of UL} is greater than 50ms. The definition is the same as the corresponding definition of outage in the LAA TR [8].

Test Pass Criteria
Proposal 18: 
a. The test shall generate the Cumulative Distribution Function (CDF) of the test metrics of the victim Wi-Fi network over a number of iterations N (N=25) over the each device combination in the set of devices specified in Proposal 1 and Proposal 2. 
b. The CDF of the victim Wi-Fi network shall be generated in the presence of an aggressor Wi-Fi network and in the presence of an aggressor LAA network. 
c. The 25th percentile, 50th percentile and 75th percentile values of the CDF of the victim Wi-Fi network in the presence of the aggressor LAA network shall be equal to or better than the corresponding CDF percentiles of the victim Wi-Fi network in the presence of the aggressor Wi-Fi network.
References
[1] [bookmark: _Ref465928157][bookmark: _Ref465891601][bookmark: _Ref465680063][bookmark: _Ref462217066][bookmark: _Ref447233855][bookmark: _Ref416453523][bookmark: _Ref442383060]R4-168893, Way Forward on additional issues related to multi-node tests for LAA (RAN4#80-BIS)
[2] [bookmark: _Ref465928372][bookmark: _GoBack]R4-1609973, Device selection and configuration for LAA multi node test (RAN4#81)
[3] [bookmark: _Ref465962347]3GPP TS 36.141 V14.1.0, Base Station (BS) conformance testing
[4] [bookmark: _Ref465962723]ETSI EN 301 893 v2.0
[5] [bookmark: _Ref465966909]R4-1609983, Received SIR in multi-node tests for LAA Wi-Fi coexistence (RAN4#81)
[6] [bookmark: _Ref465985486]R4-1609039, Implications of Wi-Fi Field Measurements for Multi-Node Testing (RAN4#81)
[7] [bookmark: _Ref465972839]R4-167941, Multi-node tests for LAA Wi-Fi coexistence (RAN480BIS)
[8] [bookmark: _Ref465968875]3GPP TR 36.889, Study on Licensed-Assisted Access to Unlicensed Spectrum

