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1. Introduction
In the RAN4#77 meeting, the way forward on coexistence simulation assumptions [1] was agreed to conduct coexistence study between NB-IOT and legacy system. In this contribution, some updated coexistence simulation results for in-band scenarios are provided for initial analysis. 
2. Simulation assumptions
The simulation assumptions are referred to the way forward in [1] and simulation cases are listed in Table 1. For the uplink power for NB-IOT UE, the specific parameters are based on the Tables in [4], which are the same as the agreeable value during the email discussion. 
Table 1 Coexistence cases [2]
	Cases
	Scenario
	Aggressor
	Victim

	1
	Guard-band
	NB-IOT DL
	LTE DL

	2
	Guard-band
	LTE DL
	NB-IOT DL

	3
	Guard-band
	NB-IOT UL
	LTE UL

	4
	Guard-band
	LTE UL
	NB-IOT UL


3. Simulation results
Downlink:
As subcarrier spacing 15KHz is adopted for NB-IOT downlink, therefore orthogonality with LTE is still kept. NB-IOT PRB will behave just like any other LTE PRBs which will not generate any interference to adjacent PRBs. In other words, there’s no need to conduct the simulation for coexistence case 1,2 in Table 1.   
Uplink:
Case 3 Aggressor: NB-IOT UL, Victim: LTE UL (guard-band scenario)
In the Figure 1, we demonstrated PSD of NB-IoT with QPSK modulation and subcarrier spacing of NB-IoT is 15KHz. Frequency domain granularity in this Figure 1 is 2.5KHz. In the guard band scenario, power leakage from NB-IoT to LTE is the same as that in the in-band scenario [6]. Therefore the coexistence simulation results and observations of in-band scenario can be reused for guard band scenario.
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Figure 1. Leakage from NB-IoT to LTE with LTE PRB punctured

Table 2. NB-IOT leakage to adjacent LTE PRB 
	LTE PRB
	Leakage (dB)

	1st adjacent PRB
	-16.9

	2nd adjacent PRB
	-29.0

	3rd adjacent PRB
	-32.9


Case 4: Aggressor: LTE UL, Victim: NB-IOT UL (guard-band scenario)
For the NB-IOT guard band scenario, power leakage from LTE PRBs to adjacent NB-IoT PRB is shown in Figure 2. Based on the PSD of LTE in the Figure 2, the average power leakage on from LTE PRB to NB-IoT PRB is derived  as in Table 3. According to the leakage value listed in Table 3, the coexistence simulations between LTE and NB-IoT under guard band scenario are conducted to show the impact of LTE PRBs on NB-IoT. The coexistence simulation results are shown from Figure 3 to Figure 8.
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Figure 2. Leakage from LTE to NB-IOT for guard-band scenario

Table 3. LTE leakage to NB-IOT subcarrier
	Frequency domain
	Leakage (dB)

	No guard band, NB-IoT close to last LTE PRB.
	-17.2


Multiple tone:  129 for 3 UEs / 60 kHz per UE
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Fiure 3. NB-IOT SINR – LTE aggressor -2GHz
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Fiure 4. NB-IOT SINR – LTE aggressor -900MHz
Single tone:  135 for 12 UEs / 15 kHz per UE
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Fiure 5. NB-IOT SINR – LTE aggressor -2GHz
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Fiure 6. NB-IOT SINR – LTE aggressor- 900MHz

Single tone:  141 for 48UEs / 3.75 kHz per UE
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Fiure 7. NB-IOT SINR – LTE aggressor -2GHz
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Fiure 8. NB-IOT SINR – LTE aggressor-900MHz

Based on the simulation results in Figure 3/4/5/6/7/8, LTE PRBs still have some impacts on the NB-IoT especially in the high SINR region, however SINR Loss of NB-IoT caused by LTE PRBs is limited.  
Observation 1: LTE PRBs still have some impacts on the NB-IoT especially in the high SINR region, however SINR Loss of NB-IoT caused by LTE PRBs is limited.
4. Conclusions
In this proposal, the updated coexistence simulation results for NB-IOT guard band scenarios are provided for further analysis. The observations can be made as following:

Observation 1: LTE PRBs still have some impacts on the NB-IoT especially in the high SINR region, however SINR Loss of NB-IoT caused by LTE PRBs is limited.
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