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1 Introduction
The approach of protecting the downlinks of eNBs based on determining whether victim UEs are in the neighbourhood of the HeNB was discussed in [1-9]. A text proposal for the draft TR36.921 to capture this approach is proposed in this contribution.
2 Text Proposal
7.1
HeNB Measurements

:

:
7.1.1 Measurements from all cells

Table 7.1.1-1: HeNB measurements from surrounding cells
	Measurement Type
	Purpose
	Measurement Source(s)

	Detection of UL RS
	Detection of victim UE
	HeNB UL Receiver


HeNB could detect the presence of a dominant UL interferer in order to determine if there is a nearby victim UE requiring protection on the DL.
7.2
Control of HeNB Downlink Interference
:
7.2.X Victim UE Aware Downlink Interference Management
For closed access HeNBs, protection of the downlinks of other cells is an important consideration and can be done on the basis of managing the usage of power and/or resource blocks. This may restrict the operation of the HeNB such that the HeNB performance may be degraded. To avoid restricting the HeNBs unnecessarily, it could be useful to detect whether there are victim UEs in the vicinity of the HeNB. If so then full protection could be  provided. If not then a reduced level of protection can be provided. 
Two basic approaches to determining whether there are victim UEs in the vicinity of a HeNB are:

A) Determination at the macro or HeNB on the basis of reported UE measurements.

B) Determination at the HeNB on the basis of detection of uplink transmissions from victim UEs.

7.2.X.1 Determination based on reported UE measurements
There are multiple approaches to use UE DL measurements. In one case, the macro could share the information in a standardized interface (e.g. X2, S1 in future releases) or over a non-standardized interface in Rel 9. In another scenario, the HeNB could be a hybrid HeNB that knows it is the strongest cell and hence a dominant interferer either when the UE accesses it, or when the macro attempts to handover its UE to the HeNB. No new signaling is needed to support the latter.  
7.2.X.2 Determination based on detected uplink transmissions
Active mode victim UEs in the vicinity of a HeNB will be transmitting data and/or control information on the uplink (using PUSCH, PUCCH, SRS and PRACH) and these uplink transmissions may be detected by the HeNB. In the case of interference management by controlling HeNB downlink power, such an approach has the potential to provide the same level of protection to the macro UEs, while improving HeNB performance when there are no victim UEs nearby.
The victim UEs will be most vulnerable when they are at or near the edge of their own cells and relatively close to the HeNB. In this case the victim UEs will likely be transmitting with a relatively high power and the pathloss to the HeNB will be relatively low. Therefore the SINR of the received reference signals at the HeNB for the most vulnerable UEs is likely to be high, and the detection at the HeNB will be reliable. In [6] it was shown that the SINR would typically be well in excess of 20dB

Two approaches for the detection of uplink transmissions can be considered. These are:

Detection based on IoT

If there are one or more victim UEs in the vicinity of the HeNB, then the IoT will be high. If the uplink transmission from the victim UE(s) only occupies a portion of the frequency or time resource, then the resulting IoT variations in time and/or frequency may be used to distinguish the case of a small number of such UEs close to the HeNB from the case of a higher number of MUEs further away. 
Detection of UL RS 

In order to better detect if there is a nearby UE requiring protection on the downlink, the properties of the uplink reference signals can be used. The reference signals have markedly different characteristics to the data bearing signals or to noise. The differences are exhibited in the frequency domain (and equivalently autocorrelation function), and time domain (e.g. peak to average ratio) [6].  This applies to reference signals used for PRACH, SRS and demodulation reference signals. Note however that in future releases including LTE-A, for which clustered SC-FDMA and NxSC-FDMA have been agreed, the reference signal properties may change and it is possible that a HeNB may fail to detect a LTE-A macro UE (e.g. because it has higher PAPR) 
Combined Scheme 

The two approaches above may be combined e.g. such a scheme could operate as follows:

· If IoT on all RBs in a subframe is below a threshold assume no protection is required

· If IoT is above a threshold (in any RB) trigger a set of RS detection attempts. If a RS detection attempt is made when the IoT is high and no MUE is detected, assume protection is not required, otherwise assume detection is required. Note that such detection would require the HeNB to not schedule its own HUEs in some subframes.  
For this kind of scheme it is important to consider the false alarm and missed detection probabilities, taking into account the case where the uplink transmissions from victim MUEs are intermittent, the duration for which protection is provided in response to a detection (or false alarm), and the need to only provide protection when there are MUEs nearby to the HeNB (rather than a higher number of further away UEs). The performance of the detection schemes depends on the environment and the number of UEs nearby, their relative powers and channel fades. System-level investigation of the benefit of the combined IoT + RS/PAPR scheme in such a scenario is for further study. 
7.2.X.3 Protection of idle mode UEs
For both approaches A and B defined above, if the HeNB is closed (CSG), an issue arises as to how to protect idle mode UEs. In the case of approach A, such UEs will not be reporting measurements to the macro eNBs. For approach B, idle mode UEs will not be transmitting in the uplink and therefore there is no opportunity to detect them at the HeNB.

The same methods used to protect macro eNB downlink control channels (PBCH, SCH, PCFICH, PDCCH, PHICH) from HeNBs can also be used to protect these channels for idle mode UEs when employing the victim aware protection schemes. These methods rely on introducing orthogonality in the time or frequency dimension between HeNB transmissions and the eNB control channel transmissions. Furthermore similar approaches could be used for the protection of paging and system information messages. For example the same (e.g. 1 or 2) DL RBs could always be used to send paging and system information mapped to PDSCH from on the macro eNB, and these could always be protected by the HeNB. The RBs to protect at the HeNB could, for example, be configured via S1 signalling or OAM. However, some of these schemes may require UE changes and hence are not applicable to Rel 8/9 UEs. Depending on the schemes employed a closed HeNB may therefore have to always reduce its power if wants to protect idle mode macro UEs.   

Alternatively if paging-only Hybrid cell is supported, then protection during idle mode is not an issue. In this case while a HeNB can infer the presence of a victim UE which has recently become active immediately after hand-out from the HeNB, detection of the active mode UE is still desirable in order to determine when protection on the downlink is no longer required (due to the victim UE moving away from the HeNB). This could be used as an alternative to the options in 7.2.X.1.
3 Conclusions

A TP for the TR 36.921 is proposed for the approach of protecting the downlinks of eNBs based on determining whether victim UEs are in the neighbourhood of the HeNB. 
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