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3.3
Abbreviations

Applicable abbreviations can be found in TR 21.905 [35]. For the purposes of the present document, the following abbreviations apply:

AAL2
ATM Adaptation Layer type 2

ALCAP
Access Link Control Application Part

APN
Access Point Name

AS
Access Stratum

ASN.1
Abstract Syntax Notation One

ATM
Asynchronous Transfer Mode

BDS
BeiDou Navigation Satellite System

BBF
Broadband Forum

BSC
Base Station Controller

CC
Call Control

CN
Core Network

CRNC
Controlling RNC

CS
Circuit Switched

CSG
Closed Subscriber Group
DCH
Dedicated Channel

DCN
Dedicated Core Network

DL
Downlink
DRNC
Drift RNC

DRNS
Drift RNS

DSCH
Downlink Shared Channel

eNB
E-UTRA NodeB

EP
Elementary Procedure

E-UTRA
Evolved UTRA

E-UTRAN
Evolved UTRAN

GANSS
Galileo and Additional Navigation Satellite Systems

GERAN
GSM/EDGE Radio Access Network

GPRS
General Packet Radio System

GSM
Global System for Mobile communications

GTP
GPRS Tunnelling Protocol

GWCN
GateWay Core Network 

HNB
Home Node B

IE
Information Element

IMEI
International Mobile Equipment Identity

IMSI
International Mobile Subscriber Identity

IPv4
Internet Protocol (version 4)

IPv6
Internet Protocol (version 6) 
IRAT
Inter-RAT

L-GW
Local GateWay

LIPA
Local IP Access

LHN
Local Home Network

LHN ID
Local Home Network ID

MBMS
Multimedia Broadcast Multicast Service

MBS
Metropolitan Beacon System

MDT
Minimization of Drive Tests

MM
Mobility Management

MOCN
Multi Operator Core Network

MSC
Mobile services Switching Center 
MSISDN
MS International PSTN/ISDN Number

NACC
Network Assisted Cell Change

NAS
Non Access Stratum

NNSF
NAS Node Selection Function

NRT
Non-Real Time

N-PDU
Network – Protocol Data Unit

OSP:IHOSS
Octet Stream Protocol: Internet-Hosted Octet Stream Service

P-TMSI
Packet TMSI

PDCP
Packet Data Convergence Protocol

PDP
Packet Data Protocol

PDU
Protocol Data Unit

PLMN
Public Land Mobile Network

PPP
Point-to-Point Protocol
PS
Packet Switched

PSI
Packet System Information

PTP
Point To Point

PUESBINE
Provision of UE Specific Behaviour Information to Network Entities
QoE
Quality of Experience
QoS
Quality of Service
RAB
Radio Access Bearer

RANAP
Radio Access Network Application Part 
RAT
Radio Access Technology

RIM
RAN Information Management

RNC
Radio Network Controller

RNS
Radio Network Subsystem

RRC
Radio Resource Control

rSRVCC
reverse Single Radio Voice Call Continuity

RT
Real Time

SAI
Service Area Identifier

SAP
Service Access Point

SDU
Service Data Unit

SGSN
Serving GPRS Support Node

S-GW
Serving GateWay

SI
System Information in GERAN

SIPTO
Selected IP Traffic Offload

SIPTO@LN
Selected IP Traffic Offload at the Local Network

SNA
Shared Network Area

SNAC
Shared Network Area Code

SRNC
Serving RNC

SRNS
Serving RNS

SRVCC
Single Radio Voice Call Continuity

TEID
Tunnel Endpoint Identifier

TMGI
Temporary Mobile Group Identity

TMSI
Temporary Mobile Subscriber Identity

UE
User Equipment

UEA
UMTS Encryption Algorithm

UESBI-Iu
UE Specific Behaviour Information - Iu

UIA
UMTS Integrity Algorithm

UL
Uplink

UMTS
Universal Mobile Telecommunications System
USCH
Uplink Shared Channel
UTRA
UMTS Terrestrial Radio Access

UTRAN
UMTS Terrestrial Radio Access Network
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7
Functions of RANAP

RANAP protocol has the following functions:

-
Relocating serving RNC. This function enables to change the serving RNC functionality as well as the related Iu resources (RAB(s) and Signalling connection) from one RNC to another.

-
Overall RAB management. This function is responsible for setting up, modifying and releasing RABs.

-
Queuing the setup of RAB. The purpose of this function is to allow placing some requested RABs into a queue, and indicate the peer entity about the queuing.

-
Requesting RAB release. While the overall RAB management is a function of the CN, the RNC has the capability to request the release of RAB.

-
Release of all Iu connection resources. This function is used to explicitly release all resources related to one Iu connection.

-
Requesting the release of all Iu connection resources. While the Iu release is managed from the CN, the RNC has the capability to request the release of all Iu connection resources from the corresponding Iu connection.

-
SRNS context forwarding function. This function is responsible for transferring SRNS context from the RNC to the CN for intersystem change in case of packet forwarding.

-
Controlling overload in the Iu interface. This function allows adjusting the load in the control plane of the Iu interface.

-
Resetting the Iu. This function is used for resetting an Iu interface.

-
Sending the UE Common ID (permanent NAS UE identity) to the RNC. This function makes the RNC aware of the UE's Common ID.

-
Paging the user. This function provides the CN for capability to page the UE.

-
Controlling the tracing of the subscriber or user equipment activity. This function allows setting the trace mode for a given subscriber or user equipment. This function also allows the deactivation of a previously established trace.

-
MDT function. This function is to enable the transfer of MDT measurements collected by the UE.

-
Transport of NAS information between UE and CN (see TS 24.008 [8]). This function has two sub-classes:

1.
Transport of the initial NAS signalling message from the UE to CN. This function transfers transparently the NAS information. As a consequence also the Iu signalling connection is set up.

2.
Transport of NAS signalling messages between UE and CN, This function transfers transparently the NAS signalling messages on the existing Iu signalling connection. It also includes a specific service to handle signalling messages differently.

-
Controlling the security mode in the UTRAN. This function is used to send the security keys (ciphering and integrity protection) to the UTRAN, and setting the operation mode for security functions.

-
Controlling location reporting. This function allows the CN to operate the mode in which the UTRAN reports the location of the UE.

-
Location reporting. This function is used for transferring the actual location information from RNC to the CN.

-
Data volume reporting function. This function is responsible for reporting unsuccessfully transmitted DL data volume over UTRAN for specific RABs.

-
Reporting general error situations. This function allows reporting of general error situations, for which function specific error messages have not been defined.

-
Location related data. This function allows the CN to either retrieve from the RNC deciphering keys (to be forwarded to the UE) for the broadcast assistance data, or request the RNC to deliver dedicated assistance data to the UE.

-
Information Transfer. This function allows the CN to transfer information to the RNC.
-
Uplink Information Exchange. This function allows the RNC to transfer or request information to the CN. For instance the RNC has the capability to request MBMS specific information to the CN e.g. the Multicast Service lists for a given UE or the IP Multicast Address and APN for one or several MBMS Bearer Services.
-
MBMS RANAP overall function. This function allows the following different sub-functions:

-
MBMS RAB management. This function is responsible for setting up, updating and releasing the MBMS RAB as well as the MBMS Iu signalling connection corresponding to one MBMS Session. The MBMS RAB is defined for the CN PS domain only.

-
MBMS CN (PS domain) de-registration. This function makes the RNC aware that a given Multicast Service is no longer available.

-
MBMS UE linking/de-linking. This function makes the RNC aware that a given UE, with existing Iu-ps signalling connection, has joined/left some Multicast Service(s).

-
Requesting MBMS Service registration/de-registration. While the overall MBMS CN de-registration is a function of the CN (PS domain), the RNC has the capability to register/de-register to a specific Multicast Service.

-
QoE function. This function is to enable the transfer of QoE measurements collected by the UE.

These functions are implemented by one or several RANAP elementary procedures described in the following clause.
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8.6
Relocation Preparation

8.6.1
General

The purpose of the Relocation Preparation procedure is to prepare relocation of SRNS either with involving the UE or without involving the UE. The relocation procedure shall be co-ordinated over all Iu signalling connections existing for the UE in order to allow Relocation co-ordination in the target RNC. The procedure uses connection oriented signalling.

The source RNC shall not initiate the Relocation Preparation procedure for an Iu signalling connection if a Prepared Relocation exists in the RNC for that Iu signalling connection or if a Relocation Preparation procedure is ongoing for that Iu signalling connection or in the case of a MOCN configuration if the Rerouting Function is ongoing.

8.6.2
Successful Operation
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Figure 5: Relocation Preparation procedure. Successful operation.

The source RNC initiates the procedure by sending a RELOCATION REQUIRED message. The source RNC shall decide whether to initiate an intra-system Relocation or an inter-system handover.

The source RNC shall indicate the appropriate cause value for the Relocation in the Cause IE. Typical cause values are "Time critical Relocation", "Resource optimisation relocation", "Relocation desirable for radio reasons" , "Directed Retry", "Reduce Load in Serving Cell", "Access Restricted Due to Shared Networks", "No Iu CS UP relocation".

The source RNC shall determine whether the relocation of SRNS shall be executed with or without involvement of the UE. The source RNC shall set accordingly the Relocation Type IE to "UE involved in relocation of SRNS" or "UE not involved in relocation of SRNS".

In case of intra-system Relocation, the source RNC:

-
shall indicate in the Source ID IE the RNC-ID of the source RNC and in the Target ID IE the RNC-ID of the target RNC only including the RAC if the message is sent towards the PS domain;

-
shall in case SRVCC is performed include the SRVCC HO Indication IE in the RELOCATION REQUIRED message. The value of SRVCC HO Indication IE shall be set by the source RNC. In case the source RNC decides to involve at the target side only CS domain, the SRVCC HO Indication IE shall be set to "CS only", to "PS and CS" in case CS and PS domain at the target side shall be involved;

NOTE:
The Number of Iu Instances IE within the Source RNC to Target RNC Transparent Container IE shall be set according to the SRVCC HO Indication IE.

-
shall include in the RELOCATION REQUIRED message the Source to Target Transparent Container IE. This container shall be encoded according to the Source RNC to Target RNC Transparent Container IE definition. The Source RNC to Target RNC Transparent Container IE shall include:

-
the Relocation Type IE and the Number of Iu Instances IE containing the number of Iu signalling connections existing for the UE.

-
the Integrity Protection Key IE from the last received domain on which the Security Mode Control procedure has been successfully performed, and the associated Chosen Integrity Protection Algorithm IE that has been selected for this domain.

-
the Ciphering Key IE for the signalling data from the last received domain on which the Security Mode Control procedure has been successfully performed if the ciphering has been started, together with the associated Chosen Encryption Algorithm IE that has been selected for this domain. If the ciphering has not been started, the RNC may include the Ciphering Key IE and the Chosen Encryption Algorithm IE if they are available.

-
for each domain where the Security Mode Control procedure has been successfully performed in the source RNC, the Chosen Encryption Algorithm IE of CS (PS respectively) user data corresponding to the ciphering alternative that has been selected for this domain. If the Security Mode Control procedure had not been successful or performed for one domain or had proposed no ciphering alternative, the Chosen Encryption Algorithm IE for the user data of this domain shall not be included. When both the CS and the PS user data Chosen Encryption Algorithm IEs are provided, they shall be the same.

-
the RRC Container IE. If the Relocation Type IE is set to "UE not involved in relocation of SRNS" and the UE is using DCH(s), DSCH(s), USCH(s), HS-DSCH and/or E-DCH, the Source RNC to Target RNC Transparent Container IE shall:

-
for each RAB include the RAB ID, the CN Domain Indicator IE and the mapping between each RAB subflow and transport channel identifier(s) over Iur, i.e. if the RAB is carried on a DCH(s), the DCH ID(s) shall be included, and when it is carried on DSCH(s), USCH(s), HS-DSCH and/or E-DCH, the DSCH ID(s), USCH ID(s), HS-DSCH MAC-d Flow ID and/or E-DCH MAC-d Flow ID respectively shall be included.

-
only in the case the active SRBs in SRNC are not all mapped onto the same DCH, include the SRB TrCH Mapping IE containing for each SRB the SRB ID and the associated transport channel identifier over Iur, i.e. if the SRB is carried on a DCH, the DCH ID shall be included, and when it is carried on DSCH, USCH, HS-DSCH and/or E-DCH, the DSCH ID, USCH ID,HS-DSCH MAC-d Flow ID and/or E-DCH MAC-d Flow ID respectively shall be included.

-
the d-RNTI IE, if the Relocation Type IE is set to "UE not involved in relocation of SRNS".

-
the Target Cell ID IE, if the Relocation Type IE is set to "UE involved in relocation of SRNS".

-
in the PS RAB To Be Replaced IE the RAB ID of the voice RAB which is relocated from the PS to the CS CN domain, in case SRVCC is performed.

-
the d-RNTI for No IuCS UP IE, if the source RNC doesn't have an Iu-CS user plane connection, the Relocation Type IE is set to "UE involved in relocation of SRNS" and the reason for the relocation is the source RNC cannot support CS service. The Cause IE shall be set as "No Iu CS UP relocation" in the RELOCATION REQUIRED message.
-
the MBMS Linking Information IE, if available, in case the UE has been linked to at least one Multicast Service.

-
the UE History Information IE and the source RNC shall add the stored information to the Last Visited Cell List IE, in case the source RNC is configured to collect UE history information.

-
the Subscriber Profile ID for RAT/Frequency priority IE if available in the source RNC.

-
the Management Based MDT Allowed IE only or the Management Based MDT Allowed IE and the Management Based MDT PLMN List IE, if this has been provided to the RNC and the serving PLMN of the relocation target is included in the Management Based MDT PLMN List.

-
the Last E-UTRAN PLMN Identity IE if available in the source RNC.

-
may in case a Trace Recording Session is active in the Source RNC due to a Signalling Based Activation (see TS 32.421 [37]), include the Trace Recording Session Information IE containing information identifying the Trace Record being generated in the Source RNC to Target RNC Transparent Container IE.
-
may in case a QoE function is active in the Source RNC (see TS 25.300 [xx]), include the UE Application layer measurement configuration for relocation IE.
In case of inter-system handover to GSM CS domain, the RNC:

-
the source RNC shall indicate in the Source ID IE the Service Area Identifier and in the Target ID IE the cell global identity of the cell in the target system;
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8.7
Relocation Resource Allocation

8.7.1
General

The purpose of the Relocation Resource Allocation procedure is to allocate resources from a target RNS for a relocation of SRNS. The procedure shall be co-ordinated over all Iu signalling connections existing for the UE. The procedure uses connection oriented signalling.

NOTE:
In case of SRVCC operation, the procedure shall be co-ordinated in the domains which the source RNC decides to involve in the SRVCC operation.

8.7.2
Successful Operation
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Figure 7: Relocation Resource Allocation procedure. Successful operation.

The CN initiates the procedure by generating a RELOCATION REQUEST message. In a UTRAN to UTRAN relocation, the message shall contain the information (if any) required by the UTRAN to build at least the same set of RABs as existing for the UE before the relocation, except the relocation due to SRVCC operation. The CN may indicate that RAB QoS negotiation is allowed for certain RAB parameters and in some cases also which alternative values to be used in the negotiation.

The RELOCATION REQUEST message may also include an alternative RAB configuration for a RAB specified in the Alternative RAB configuration IE in the Alternative RAB Parameter Values IE. If Alternative RAB configuration IE for a RAB is included in the RELOCATION REQUEST message, the target RNC is allowed after the successful relocation to request the CN to trigger the execution of this alternative RAB configuration. No negotiation is allowed during the Relocation Resource Allocation procedure between the requested RAB configuration and this alternative RAB configuration.

When the CN transmits the RELOCATION REQUEST message, it shall start the timer TRELOCalloc.

When a RELOCATION REQUEST message is sent from a CN node towards an RNC for which the sending CN node is not the default CN node, the Global CN-ID IE shall be included.

Upon reception of the RELOCATION REQUEST message, the target RNC shall initiate allocation of requested resources.

The RELOCATION REQUEST message shall contain the following IEs:

-
Permanent NAS UE Identity IE (if available);

-
Cause IE;

-
CN Domain Indicator IE;

-
Source RNC To Target RNC Transparent Container IE;

-
Iu Signalling Connection Identifier IE;

-
Integrity Protection Information IE (if available);
-
SNA Access Information IE (if available);
-
UESBI-Iu IE (if available);

-
Selected PLMN identity IE if in MOCN or GWCN configuration;

-
CN MBMS Linking Information IE (if available);

-
UE Aggregate Maximum Bit Rate IE (if available);

-
Anchor PLMN Identity IE (if available).
For each RAB requested to relocate (or to be created e.g. in the case of inter-system handover), the message shall contain the following IEs:

-
RAB-ID IE;

-
NAS Synchronisation Indicator IE (if the relevant NAS information is provided by the CN);
-
RAB parameters IE;

-
User Plane Information IE;

-
Transport Layer Address IE;

-
Iu Transport Association IE;

-
Data Volume Reporting Indication IE (only for PS);
-
PDP Type Information IE (only for PS).

The RELOCATION REQUEST message may include the following IE:

-
Encryption Information IE (shall not be included if the Integrity Protection Information IE is not included);

-
CSG Membership Status IE (shall be included in cases of relocation of CSG capable UEs to hybrid cells);

PDP Type Information extension IE (may be included if PDP Type Information IE is included).
For each RAB requested to relocate the message may include the following IEs:

-
Service Handover IE;
-
Alternative RAB Parameter Values IE;

-
E-UTRAN Service Handover IE.

The following information elements received in RELOCATION REQUEST message require the same special actions in the RNC as specified for the same IEs in the RAB Assignment procedure:

-
RAB-ID IE;

-
User plane Information IE (i.e. required User Plane Mode and required User Plane Versions);

-
Priority level IE, Pre-emption Capability IE and Pre-emption Vulnerability IE;

-
Service Handover IE;

-
E-UTRAN Service Handover IE.

The SDU Format Information Parameter IE in the RAB Parameters IE shall be present only if the User Plane Mode IE is set to "support mode for pre-defined SDU sizes" and the Traffic Class IE is set to either "Conversational" or "Streaming".

For a RAB setup, the RAB Parameters IE may contain the Signalling Indication IE. The Signalling Indication IE shall not be present if the Traffic Class IE is not set to "Interactive" or if the CN Domain Indicator IE is not set to "PS domain".

If the RELOCATION REQUEST message includes the Permanent NAS UE identity (i.e. IMSI), the RNC shall associate the permanent identity to the RRC Connection of that user and shall save it for the duration of the RRC connection.

If the RELOCATION REQUEST message includes the PDP Type Information IE or PDP Type Information extension IE, the UTRAN may use this IE to configure any compression algorithms.

If the CSG Id IE is received in the RELOCATION REQUEST message, the UTRAN shall validate it by comparing it with the CSG ID broadcast by the target cell. If it is valid and if the CSG Membership Status IE is received set to "member", the target RNC may apply appropriate handling to the UE. 

If the CSG Membership Status IE and the CSG Id IE are received in the RELOCATION REQUEST message and the CSG Id does not correspond to the CSG Id broadcast by the target cell, the RNC may provide the QoS to the UE as for a non member and shall send back in the RELOCATION REQUEST ACKNOWLEDGE message the actual CSG Id broadcast by the target cell.

If the target RNC receives the CSG Id IE and the CSG Membership Status IE is set to "non-member" in the RELOCATION REQUEST message and the target cell is a CSG cell and at least one of the RABs has some particular ARP values (see TS 23.060 [21]) the RNC shall send back the RELOCATION REQUEST ACKNOWLEDGE to the CN accepting those RABs and failing the other RABs,

The Cause IE shall contain the same value as the one received in the related RELOCATION REQUIRED message.
The Iu Signalling Connection Identifier IE contains an Iu signalling connection identifier which is allocated by the CN. The value for the Iu Signalling Connection Identifier IE shall be allocated so as to uniquely identify an Iu signalling connection for the involved CN node. The RNC shall store and remember this identifier for the duration of the Iu connection.

The RNC shall, if supported, use the UESBI-Iu IE when included in the RELOCATION REQUEST message. If UESBI-Iu IE contains an IMEISV the RNC may use this information to determine the characteristics of the UE for subsequent handling.

If the CN MBMS Linking Information IE is included in the RELOCATION REQUEST message, the RNC shall, if supported, use the CN MBMS Linking Information IE to perform suitable UE linking as described in TS 25.346 [42].

The algorithms within the Integrity Protection Information IE and the Encryption Information IE shall be ordered in preferred order with the most preferred first in the list.
The Permitted Encryption Algorithms IE within the Encryption Information IE may contain "no encryption" within an element of its list in order to allow the RNC not to cipher the respective connection. This can be done either by not starting ciphering or by using the UEA0 algorithm. In the absence of the Encryption Information IE, the RNC shall not start ciphering.

The Source To Target Transparent Container IE is encoded as the Source RNC To Target RNC Transparent Container IE. The following applies for the Source RNC To Target RNC Transparent Container IE:

-
In case of intra-system relocation, if no Integrity Protection Key IE (Ciphering Key IE respectively) is provided within the Source RNC to Target RNC Transparent Container IE, the target RNC shall not start integrity protection (ciphering respectively).

-
In case of intra-system relocation, when an Ciphering Key IE is provided within the Source RNC to Target RNC Transparent Container IE, the target RNC may select to use a ciphering alternative where an algorithm is used. It shall in this case make use of this key to cipher its signalling data whatever the selected algorithm. The Encryption Key IE that is contained within the Encryption Information IE of the RELOCATION REQUEST message shall never be considered for ciphering of signalling data.

-
In case of intra-system relocation, when an Integrity Protection Key IE is provided within the Source RNC to Target RNC Transparent Container IE, the target RNC shall select one integrity algorithm to start integrity and shall in this case make use of this key whatever the selected algorithm. The integrity protection key that is contained within the Integrity Protection Information IE of the RELOCATION REQUEST message shall never be considered.

-
In case of intra-system relocation, when a Trace Recording Session Information IE is provided within the Source RNC to Target RNC Transparent Container IE, the Target RNC should store that information to include it in a potential future Trace Record for that UE.

-
If the Subscriber Profile ID for RAT/Frequency priority IE is contained in the Source RNC to Target RNC Transparent Container IE, the target RNC shall store the received Subscriber Profile ID for RAT/Frequency priority and use it as defined in TS 36.300 [52]. 

-
If the CSFB Information IE is contained in the Source RNC to Target RNC Transparent Container IE, the target RNC may apply special treatment.

-
The RELOCATION REQUEST message may contain the Cell Load Group Information IE in the Source RNC to Target RNC Transparent Container IE.

-
If the Management Based MDT Allowed IE only or the Management Based MDT Allowed IE and the Management Based MDT PLMN List IE, is contained in the Source RNC to Target RNC Transparent Container IE, the target RNC shall use it, if supported, to allow subsequent selection of the UE for management based MDT as defined in TS 32.422 [38].

-
If the Last E-UTRAN PLMN Identity IE is contained in the Source RNC to Target RNC Transparent Container IE, the target RNC may store the received last E-UTRAN PLMN Identity and use it as defined in TS 23.272 [67].

In case of inter-system relocation, the integrity protection and ciphering information to be considered shall be the ones received in the Integrity Protection Information IE and Encryption Information IE of the RELOCATION REQUEST message.

The Global CN-ID IE contains the identity of the CN node that sent the RELOCATION REQUEST message, and it shall, if included, be stored together with the Iu signalling connection identifier. If the Global CN-ID IE is not included, the RELOCATION REQUEST message shall be considered as coming from the default CN node for the indicated CN domain.

The following additional actions shall be executed in the target RNC during the Relocation Resource Allocation procedure:

If included in the RELOCATION REQUEST ACKNOWLEDGE message, the Target to Source Transparent Container IE shall be encoded as the Target RNC to Source RNC Transparent Container IE.

If the Relocation Type IE is set to "UE involved in relocation of SRNS":

-
except the relocation due to SRVCC operation, the target RNC should not accept a requested RAB if the RAB did not exist in the source RNC before the relocation. In case of SRVCC operation, the target RNC may accept CS RAB even if it did not exist in the source RNC before the relocation.

-
The target RNC may accept a requested RAB only if the RAB can be supported by the target RNC.

-
Other RABs shall be rejected by the target RNC in the RELOCATION REQUEST ACKNOWLEDGE message with an appropriate value in the Cause IE, e.g. "Unable to Establish During Relocation".

-
The target RNC shall include information adapted to the resulting RAB configuration in the target to source RNC transparent container to be included in the RELOCATION REQUEST ACKNOWLEDGE message sent to the CN. If the target RNC supports triggering of the Relocation Detect procedure via the Iur interface, the RNC shall assign a d-RNTI for the context of the relocation and include it in the container. If two CNs are involved in the relocation of SRNS, the target RNC may, however, decide to send the container to only one CN.

-
If any alternative RAB parameter values have been used when allocating the resources, these RAB parameter values shall be included in the RELOCATION REQUEST ACKNOWLEDGE message within the Assigned RAB Parameter Values IE.

-
If d-RNTI for No IuCS UP IE is contained in the RELOCATION REQUEST message, the target RNC shall use this information to configure the resource for the UE over Iur during the relocation.

If the Relocation Type IE is set to "UE not involved in relocation of SRNS":

-
The target RNC shall not accept a requested RAB if the RAB did not exist in the source RNC before the relocation.

-
The target RNC may accept a RAB only if the radio bearer(s) for the RAB either exist(s) already and can be used for the RAB by the target RNC, or do(es) not exist before the relocation but can be established in order to support the RAB in the target RNC.

-
If existing radio bearers are not related to any RAB that is accepted by the target RNC, the radio bearers shall be ignored during the relocation of SRNS and the radio bearers shall be released by the radio interface protocols after completion of relocation of SRNS.

-
If any alternative RAB parameter values have been used when allocating the resources, these RAB parameter values shall be included in the RELOCATION REQUEST ACKNOWLEDGE message within the Assigned RAB Parameter Values IE. It should be noted that the usage of alternative RAB parameter values is not applicable to the UTRAN initiated relocation of type "UE not involved in relocation of SRNS".

If the UE History Information IE is included in the RELOCATION REQUEST message and the target RNC is configured to collect the information, the target RNC shall, if supported, collect information defined in the UE History Information IE.

After all necessary resources for accepted RABs including the initialised Iu user plane, are successfully allocated, the target RNC shall send a RELOCATION REQUEST ACKNOWLEDGE message to the CN.

For each RAB successfully setup the RNC shall include the following IEs:

-
RAB ID
-
Transport Layer Address (when no ALCAP has been used)

-
Iu Transport Association (when no ALCAP has been used)

Two pairs of Transport Layer Address IE and Iu Transport Association IE may be included for RABs established towards the PS domain.

For each RAB the RNC is not able to setup during the Relocation Resource Allocation procedure, the RNC shall include the RAB ID IE and the Cause IE within the RABs Failed To Setup IE. The resources associated with the RABs indicated as failed to set up shall not be released in the CN until the relocation is completed. This is in order to make a return to the old configuration possible in case of a failed or cancelled relocation.

The RELOCATION REQUEST ACKNOWLEDGE message sent to the CN shall, if applicable and if not sent via the other CN domain, include the Target RNC To Source RNC Transparent Container IE. This container shall be transferred by the CN to the source RNC or the external relocation source while completing the Relocation Preparation procedure.

If the target RNC supports cell load-based inter-system handover, then in the case of inter-system handover, the New BSS to Old BSS Information IE may be included in the RELOCATION REQUEST ACKNOWLEDGE message. This information shall include, if available, the current traffic load in the target cell assuming a successful completion of the handover in progress.

In case of inter-system relocation, the RNC shall include the Chosen Integrity Protection Algorithm IE (Chosen Encryption Algorithm IE respectively) within the RELOCATION REQUEST ACKNOWLEDGE message, if, and only if the Integrity Protection Information IE (Encryption Information IE respectively) was included in the RELOCATION REQUEST message.

In case of intra-system relocation, the RNC shall include the Chosen Integrity Protection Algorithm IE (Chosen Encryption Algorithm IE respectively) within the RELOCATION REQUEST ACKNOWLEDGE message, if, and only if the Integrity Protection Key IE (Ciphering Key IE respectively) was included within the Source RNC-to-Target RNC transparent container IE.

If one or more of the RABs that the target RNC has decided to support cannot be supported by the CN, then these failed RABs shall not be released towards the target RNC until the relocation is completed.

If the NAS Synchronisation Indicator IE is contained in the RELOCATION REQUEST message, the target RNC shall pass it to the UE.

If the SNA Access Information IE is contained in the RELOCATION REQUEST message, the target RNC shall store this information and use it to determine whether the UE has access to radio resources in the UTRAN. The target RNC shall consider that the UE is authorised to access only the PLMNs identified by the PLMN identity IE in the SNA Access Information IE. If the Authorised SNAs IE is included for a given PLMN (identified by the PLMN identity IE), then the target RNC shall consider that the access to radio resources for the concerned UE is restricted to the LAs contained in the SNAs identified by the SNAC IEs.

If the SNA Access Information IE is not contained in the RELOCATION REQUEST message, the target RNC shall consider that no access restriction applies to the UE in the UTRAN.

Transmission and reception of a RELOCATION REQUEST ACKNOWLEDGE message terminate the procedure in the UTRAN and in the CN respectively.
Before reporting the successful outcome of the Relocation Resource allocation procedure, the RNC shall have executed the initialisation of the user plane mode as requested by the CN in the User Plane Mode IE. If the RNC cannot initialise the requested user plane mode for any of the user plane mode versions in the UP Mode Versions IE according to the rules for initialisation of the respective user plane mode versions, as described in TS 25.415 [6], the RAB Relocation shall fail with the cause value "RNC unable to establish all RFCs".

If the Selected PLMN identity IE is contained in the RELOCATION REQUEST message, the target RNC shall use this information to send it to the UE.

If the UE Aggregate Maximum Bit Rate IE is included in the RELOCATION REQUEST message, the UTRAN shall, if supported, store the received UE Aggregate Maximum Bit Rate parameters to control the aggregate data rate of non-GBR traffic for this UE.

In case SIPTO at Iu-PS functionality is supported by the UTRAN, the following applies in addition for the successful operation of the Relocation Resource Allocation procedure:

-
If the MSISDN IE is present in the RELOCATION REQUEST message, then the UTRAN may offload the RAB(s) where the Offload RAB Parameters IE is present in the RABs To Be Setup Item IEs IE. The Access Point Name IE and the Charging Characteristics IE within the Offload RAB Parameters IE and the MSISDN IE may only be used for the SIPTO at Iu-PS function and according to the description in TS 23.060 [21].

If the Power Saving Indicator IE is included in the RELOCATION REQUEST message the RNC shall if supported, store this information and use it when determining to send the UE back to the PSM mode if the value is "PSM Configured" or to send the UE back to the eDRX mode in Idle if the value is "eDRX Configured", as defined in TS 23.682 [68].
If the UE Application layer measurement configuration for relocation IE is included in the RELOCATION REQUEST message the RNC shall if supported, store this information and use it for QoE function (see TS 25.300 [xx]).
Interactions with Uplink Information Exchange procedure:
In case of UTRAN to UTRAN CS only relocation, if the RELOCATION REQUEST message includes the MBMS Linking Information IE in the Source RNC To Target RNC Transparent Container IE, the RNC shall, if supported, initiate the Uplink Information Exchange procedure to retrieve the Multicast Service list for the UE, create relevant MBMS Service Context, store this information and perform the relevant UE linking as defined in TS 25.346 [42].

8.7.2.1
Successful Operation for GERAN Iu-mode

The relocation between UTRAN and GERAN Iu-mode shall be considered in the Relocation Resource Allocation procedure as intra-system relocation from RANAP point of view.

For GERAN Iu-mode and to support Relocation towards a GERAN BSC in Iu mode the following shall apply in addition for the successful operation of the Relocation Resource Allocation procedure:

-
In case of GERAN Iu-mode, for RAB requested to be relocated from the CS domain, the RELOCATION REQUEST message may contain the GERAN BSC Container IE in order to provide GERAN specific information to the target BSC (see TS 43.051 [27]).

8.7.3
Unsuccessful Operation
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Figure 8: Relocation Resource Allocation procedure: Unsuccessful operation.

If the target RNC cannot even partially accept the relocation of SRNS or a failure occurs during the Relocation Resource Allocation procedure in the target RNC, the target RNC shall send a RELOCATION FAILURE message to the CN. The RELOCATION FAILURE message shall contain the Cause IE with an appropriate value.

If the target RNC cannot support any of the integrity protection (ciphering respectively) alternatives provided in the Integrity Protection Information IE or Encryption Information IE, it shall return a RELOCATION FAILURE message with the cause "Requested Ciphering and/or Integrity Protection algorithms not supported".

If the target RNC cannot support the relocation due to PUESBINE feature, it shall return a RELOCATION FAILURE message with the cause "Incoming Relocation Not Supported Due To PUESBINE Feature".

If the target RNC does not receive the CSG Membership Status IE but does receive the CSG Id IE in the RELOCATION REQUEST message and the CSG Id IE is not valid, it shall send the RELOCATION FAILURE message to the CN with an appropriate cause value.
<Next modification>
8.17
CN Invoke Trace

8.17.1
General

When used for signalling based activation, the purpose of the CN Invoke Trace procedure is to inform the RNC that it should begin a trace session with the parameters indicated by the CN and related to the UE, the Iu connection is used for.

When used for management based activation, the purpose of the CN Invoke Trace procedure is to provide the RNC with the equipment identity of the UE for which the RNC should begin a trace recording session.

The procedure uses connection oriented signalling.

8.17.2
Successful Operation
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Figure 18: CN Invoke Trace procedure. Successful operation.

The CN Invoke Trace procedure is invoked by the CN by sending a CN INVOKE TRACE message to the RNC as defined in TS 32.422 [38].

The CN INVOKE TRACE message shall include the following IEs:

-
The Trace Reference IE, which uniquely identifies the trace session it refers to.

-
The UE Identity IE, which indicates the UE to which this trace session pertains.

-
The Trace Propagation Parameters IE, only in case of a signalling based activation.

If present, the Trace Propagation Parameters IE shall include the following IEs:

-
The Trace Recording Session Reference IE, which is allocated by the CN.

-
The Trace Depth IE, which defines how detailed information should be recorded for this trace session in the RNC.

The Trace Propagation Parameters IE may also include the List Of Interfaces To Trace IE, which defines which interfaces should be traced in the RNC. If the List Of Interfaces To Trace IE is not included, the RNC should trace all the following interfaces, if available: Iu-CS, Iu-PS, Uu, Iur and Iub.

Upon receiving the CN INVOKE TRACE message, which includes the Trace Propagation Parameters IE, the RNC should begin a trace recording session according to the parameters indicated in the CN INVOKE TRACE message. If the RNC does not support the requested value "Minimum" or "Medium" of the Trace Depth IE, the RNC should begin a trace recording session with maximum trace depth.

Upon receiving the CN INVOKE TRACE message, which does not include the Trace Propagation Parameters IE, the RNC should begin a trace recording session according to the parameters configured in the RNC for the indicated equipment identity in the CN INVOKE TRACE message.

The RNC may not start a trace recording session if there are insufficient resources available within the RNC.

The Trace Reference IE, UE identity IE and, if the Trace Propagation Parameters IE is present, the Trace Recording Session Reference IE are used to tag the trace record to allow simpler construction of the total record by the entity which combines trace records.

If the MDT Configuration IE is included in the CN INVOKE TRACE message and includes the MDT Activation IE set to “Immediate MDT and Trace” then the RNC shall, if supported, initiate the requested trace function and MDT function as described in TS 32.422 [38].

If the MDT Configuration IE is included in the CN INVOKE TRACE message and includes the MDT Activation IE set to “Immediate MDT Only” or “Logged MDT only”, then the RNC shall, if supported, initiate the requested MDT function as described in TS 32.422 [38] and shall ignore the List of Interfaces to Trace IE and the Trace Depth IE.

If Trace Collection Entity IP Address IE is included and if the MDT Configuration IE is also included then the RNC shall, if supported, store the Trace Collection Entity IP address and use it when transferring Trace records, otherwise if MDT Configuration IE is not included, the RNC may use the Trace Collection Entity IP address when transferring trace records.

If the MDT Configuration IE is included in the CN INVOKE TRACE message and includes the Signalling based MDT PLMN List IE, then the RNC may used it to propagate the trace function as described in TS 37.320 [64].
If the UE Application Layer measurement configuration IE is included in the CN INVOKE TRACE message then the RNC shall, if supported, initiate the requested trace function and QoE function as described in TS 25.300 [xx].
Interaction with Relocation and Enhanced Relocation:

In case of signalling based activation, the order to perform tracing is lost in UTRAN at successful Relocation of SRNS. If the tracing shall continue also after the relocation has been performed, the CN Invoke Trace procedure shall thus be re-initiated from the CN towards the future SRNC after the Relocation Resource Allocation or the Enhanced Relocation procedure has been executed successfully.

8.17.2.1
Successful Operation for GERAN Iu mode

The CN INVOKE TRACE message shall include the Trace Type IE to indicate the events and parameters to be recorded.

The message shall include a Trace Reference IE which is allocated by the entity which triggered the trace.

The message may include the OMC ID IE, which if present, indicates the OMC to which the record is destined.

The message may include the UE Identity IE, which if present, indicates the UE to which this record pertains to.

The message may include the Trigger ID IE, which if present, indicates the entity which triggered the trace.

The Trace Reference and Trigger ID IEs are used to tag the trace record to allow simpler construction of the total record by the entity which combines trace records.

<Next modification>
9.1.9
RELOCATION REQUIRED

This message is sent by the source RNC to inform the CN that a relocation is to be performed.

Direction: RNC ( CN.

Signalling bearer mode: Connection oriented.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.2.1.1
	
	YES
	reject

	Relocation Type
	M
	
	9.2.1.23
	
	YES
	reject

	Cause
	M
	
	9.2.1.4
	
	YES
	ignore

	Source ID
	M
	
	9.2.1.24
	
	YES
	ignore

	Target ID
	M
	
	9.2.1.25
	
	YES
	reject

	MS Classmark 2
	C – ifGSMCStarget
	
	9.2.1.26
	
	YES
	reject

	MS Classmark 3
	C – ifGSMCStarget
	
	9.2.1.27
	
	YES
	ignore

	Source To Target Transparent Container
	C – ifUMTStarget or ifEUTRAtarget
	
	9.2.1.30A
	
	YES
	reject

	Old BSS To New BSS Information
	O
	
	9.2.1.29
	Can optionally be used if GSM target but not used for UMTS target.
	YES
	ignore

	GERAN Classmark
	O
	
	9.2.1.57
	
	YES
	ignore

	Source BSS To Target BSS Transparent Container
	O
	
	9.2.1.79
	Shall be included if, and only if, GSM PS domain is target. 
	YES
	ignore

	SRVCC HO Indication
	O
	
	9.2.1.88
	
	YES
	reject

	CSG Id
	O
	
	9.2.1.85
	
	YES
	reject

	Cell Access Mode
	O
	
	9.2.1.93
	
	YES
	reject

	rSRVCC HO Indication
	O
	
	9.2.1.114
	
	YES
	reject

	UE Application layer measurement configuration for relocation
	O
	
	9.2.1.z
	
	YES
	ignore


	Condition
	Explanation

	ifGSMCStarget
	This IE shall be present if the Target ID IE contains a CGI IE and Source BSS To Target BSS Transparent Container is not included.

	ifUMTStarget
	This IE shall be present if the Target ID IE contains a Target RNC-ID IE.

	ifEUTRAtarget
	This IE shall be present if the Target ID IE contains a Target eNB-ID IE or if the Target ID IE contains a Target RNC-ID IE containing a Corresponding RNC-ID.


9.1.10
RELOCATION REQUEST

This message is sent by the CN to request the target RNC to allocate necessary resources for a relocation.

Direction: CN ( RNC.

Signalling bearer mode: Connection oriented.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.2.1.1
	
	YES
	reject

	Permanent NAS UE Identity
	O
	
	9.2.3.1
	
	YES
	ignore

	Cause
	M
	
	9.2.1.4
	
	YES
	ignore

	CN Domain Indicator
	M
	
	9.2.1.5
	
	YES
	reject

	Source To Target Transparent Container
	M
	
	9.2.1.30a
	Encoded as the Source RNC To Target RNC Transparent Container IE defined in subclause 9.2.1.28.
	YES
	reject

	RABs To Be Setup List
	O
	
	
	
	YES
	reject

	>RABs To Be Setup Item IEs
	
	1 to <maxnoofRABs>
	
	
	EACH
	reject

	>>RAB ID
	M
	
	9.2.1.2
	
	-
	

	>>NAS Synchronisation Indicator
	O
	
	9.2.3.18
	
	-
	

	>>RAB Parameters
	M
	
	9.2.1.3
	
	-
	

	>>Data Volume Reporting Indication
	C – ifPS
	
	9.2.1.17
	
	-
	

	>>PDP Type Information
	C – ifPS
	
	9.2.1.40
	
	-
	

	>>User Plane Information
	M
	
	
	
	-
	

	>>>User Plane Mode
	M
	
	9.2.1.18
	
	-
	

	>>>UP Mode Versions
	M
	
	9.2.1.19
	
	-
	

	>>Transport Layer Address
	M
	
	9.2.2.1
	
	-
	

	>>Iu Transport Association
	M
	
	9.2.2.2
	
	-
	

	>>Service Handover
	O
	
	9.2.1.41
	
	-
	

	>>Alternative RAB Parameter Values
	O
	
	9.2.1.43
	
	YES
	ignore

	>>GERAN BSC Container
	O
	
	9.2.1.58
	
	YES
	ignore

	>>E-UTRAN Service Handover
	O
	
	9.2.1.90
	
	YES
	ignore

	>>PDP Type Information extension
	O
	
	9.2.1.40a
	The PDP Type Information extension IE can only be included if PDP Type Information IE is present.
	YES
	ignore

	>>Offload RAB parameters
	O
	
	9.2.1.94
	Applicable only for SIPTO at Iu-PS
	YES
	ignore

	Integrity Protection Information
	O
	
	9.2.1.11
	Integrity Protection Information includes key and permitted algorithms.
	YES
	ignore

	Encryption Information
	O
	
	9.2.1.12
	Encryption Information includes key and permitted algorithms.
	YES
	ignore

	Iu Signalling Connection Identifier
	M
	
	9.2.1.38
	
	YES
	ignore

	Global CN-ID
	O
	
	9.2.1.46
	
	YES
	reject

	SNA Access Information
	O
	
	9.2.3.24
	
	YES
	ignore

	UESBI-Iu
	O
	
	9.2.1.59
	
	YES
	ignore

	Selected PLMN Identity
	O
	
	9.2.3.33
	
	YES
	ignore

	CN MBMS Linking Information
	O
	
	
	
	YES
	ignore

	>Joined MBMS Bearer Service IEs
	
	1 to <maxnoofMulticastServicesPerUE>
	
	
	EACH
	ignore

	>>TMGI
	M
	
	9.2.3.37
	The same TMGI must only be present in one group.
	-
	-

	>>PTP RAB ID
	M
	
	9.2.1.75
	
	-
	-

	UE Aggregate Maximum Bit Rate
	O
	
	9.2.1.91
	
	YES
	ignore

	CSG Id
	O
	
	9.2.1.85
	
	YES
	reject

	CSG Membership Status
	O
	
	9.2.1.92
	
	YES
	ignore

	MSISDN
	O
	
	9.2.1.95
	Applicable only for SIPTO at Iu-PS.
	YES
	ignore

	Anchor PLMN Identity
	O
	
	PLMN Identity

9.2.3.55
	Indicates the PS core network operator in case of SRVCC (see TS 23.251 [39])
	YES
	ignore

	Power Saving Indicator
	O
	
	9.2.1.126
	
	YES
	ignore

	UE Application layer measurement configuration for relocation
	O
	
	9.2.1.z
	
	YES
	ignore


	Condition
	Explanation

	IfPS
	This IE shall be present if the CN domain indicator IE is set to "PS domain".


	Range bound
	Explanation

	maxnoofRABs
	Maximum no. of RABs for one UE. Value is 256.

	maxnoofMulticastServicesPerUE
	Maximum no. of Multicast Services that a UE can join and leave respectively. Value is 128.


<Next modification>
9.1.25
CN INVOKE TRACE

This message is sent by the CN to request the RNC to start a trace recording session.

Direction: CN ( RNC.

Signalling bearer mode: Connection oriented.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.2.1.1
	
	YES
	ignore

	Trace Type
	O
	
	9.2.1.6
	Mandatory for GERAN Iu Mode. Not applicable to UTRAN.
	YES
	ignore

	Trace Reference
	M
	
	9.2.1.8
	
	YES
	ignore

	Trigger ID
	O
	
	9.2.1.7
	Mandatory for GERAN Iu Mode. Not applicable to UTRAN.
	YES
	ignore

	UE Identity
	O
	
	9.2.1.9
	Mandatory for UTRAN. Optional for GERAN Iu Mode.
	YES
	ignore

	OMC ID
	O
	
	9.2.1.10
	Mandatory for GERAN Iu Mode. Not applicable to UTRAN.
	YES
	ignore

	Trace Propagation Parameters
	O
	
	9.2.1.68
	Optional for UTRAN. Not applicable to GERAN Iu Mode.
	YES
	ignore

	MDT Configuration
	O
	
	9.2.1.97
	
	YES
	ignore

	Trace Collection Entity IP Address
	O
	
	9.2.2.1
	
	YES
	ignore

	UE Application layer measurement configuration
	O
	
	9.2.1.x
	
	YES
	ignore


<Next modification>
9.2.1.x
UE Application layer measurement configuration
The purpose of the UE Application layer measurement configuration IE is to provide configuration information for the QoE function.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Container for application layer measurement configuration
	M
	
	Octet string (1..1000)
	
	Yes
	ignore

	Area scope for UE application layer measurement configuration
	M
	
	Area scope for UE application layer measurement configuration 9.2.1.y
	
	Yes
	ignore


9.2.1.y
Area scope for UE application layer measurement configuration
The purpose of the Area scope for UE application layer measurement configuration IE is to provide area scope information for the QoE function.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	CHOICE Area Scope
	M
	
	
	
	-
	-

	>Cell Based
	
	
	
	
	-
	-

	>>Cell ID List
	
	1 to <maxnoofCellID>
	
	
	-
	-

	>>>Cell-ID
	M
	INTEGER (0..268435455)
	
	This information element identifies a cell uniquely within UTRAN and consists of RNC-ID and C-ID as defined in TS 25.401 [3].

The Cell is derived using the current serving PLMN.
	-
	-

	>LA Based
	
	
	
	
	-
	-

	>>LAI List
	
	1 to <maxnoofLAIs>
	
	
	-
	-

	>>>LAI
	M
	
	9.2.3.6
	
	-
	-

	>RA Based
	
	
	
	
	-
	-

	>>RAI List
	
	1 to <maxnoofRAIs>
	
	
	-
	-

	>>>RAI
	
	
	
	This element identifies an area in which the UE application layer measurement configuration applies.
	-
	-

	>>>>LAI
	M
	
	9.2.3.6
	
	-
	-

	>>>>RAC
	M
	
	9.2.3.7
	
	-
	-

	>PLMN Area Based
	
	
	
	
	-
	-

	>>PLMN List
	
	1..<maxnoofPLMNs>
	
	
	
	

	>>>PLMN Identity
	M
	
	9.2.3.55
	
	
	


	Range bound
	Explanation

	maxnoofCellID
	Maximum no. of Cell ID subject for UE application layer measurement configuration scope. Value is 32.

	maxnoofLAIs
	Maximum no. of LAI subject for UE application layer measurement configuration scope. Value is 8.

	maxnoofRAIs
	Maximum no of RAI subject for UE application layer measurement configuration scope. Value is 8.

	maxnoofPLMNs
	Maximum no. of PLMN subject for UE application layer measurement configuration scope. Value is 16.


9.2.1.z
UE Application layer measurement configuration for relocation
The purpose of the UE Application layer measurement configuration for relocation IE is to provide configuration information for the QoE function during relocation procedure.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Area scope for UE application layer measurement configuration
	M
	
	Area scope for UE application layer measurement configuration 9.2.1.y
	
	YES
	ignore

	Trace Reference
	M
	
	9.2.1.8
	
	YES
	ignore

	Trace Propagation Parameters
	O
	
	9.2.1.68
	Optional for UTRAN. Not applicable to GERAN Iu Mode.
	YES
	ignore

	Trace Collection Entity IP Address
	O
	
	9.2.2.1
	
	YES
	ignore


<Next modification>
9.3.3
PDU Definitions

-- **************************************************************

--

-- PDU definitions for RANAP.

--

-- **************************************************************

RANAP-PDU-Contents {

itu-t (0) identified-organization (4) etsi (0) mobileDomain (0)

umts-Access (20) modules (3) ranap (0) version1 (1) ranap-PDU-Contents (1) }

DEFINITIONS AUTOMATIC TAGS ::=

BEGIN

-- **************************************************************

--

-- IE parameter types from other modules.

--

-- **************************************************************

IMPORTS


AccuracyFulfilmentIndicator,

UE-Application-Layer-Measurement-Configuration,

UE-Application-Layer-Measurement-Configuration-For-Relocation,

APN,


BroadcastAssistanceDataDecipheringKeys,


LocationRelatedDataRequestType,


LocationRelatedDataRequestTypeSpecificToGERANIuMode,


DataVolumeReference,


CellLoadInformation,


AreaIdentity,


CN-DomainIndicator,


Cause,


Cell-Access-Mode,

ClientType,


CriticalityDiagnostics,


ChosenEncryptionAlgorithm,


ChosenIntegrityProtectionAlgorithm,


ClassmarkInformation2,


ClassmarkInformation3,


CSG-Id,


CSG-Id-List,


CSG-Membership-Status,

DL-GTP-PDU-SequenceNumber,


DL-N-PDU-SequenceNumber,


DataVolumeReportingIndication,


DeltaRAListofIdleModeUEs,


DRX-CycleLengthCoefficient,


EncryptionInformation,


EncryptionKey,


E-UTRAN-Service-Handover,


ExtendedRNC-ID,


FrequenceLayerConvergenceFlag,


GERAN-BSC-Container,


GERAN-Classmark,


GlobalCN-ID,


GlobalRNC-ID,


GTP-TEI,


IncludeVelocity,


InformationExchangeID,


InformationExchangeType,


InformationRequested,


InformationRequestType,


InformationTransferID,


InformationTransferType,


InterSystemInformationTransferType,


IntegrityProtectionInformation,


IntegrityProtectionKey,


InterSystemInformation-TransparentContainer,


IPMulticastAddress,


IuSignallingConnectionIdentifier,


IuTransportAssociation,


KeyStatus,


L3-Information,


LAI,


LastKnownServiceArea,


Correlation-ID,


MBMS-PTP-RAB-ID,


MBMSBearerServiceType,


MBMSCountingInformation,

MBMSCNDe-Registration,


MBMSHCIndicator,


MBMSRegistrationRequestType,


MBMSServiceArea,


MBMSSessionDuration,


MBMSSessionIdentity,

MBMSSessionRepetitionNumber,


MSISDN,


NAS-PDU,


NAS-SequenceNumber,


NAS-SynchronisationIndicator,


NewBSS-To-OldBSS-Information,

NonSearchingIndication,

NumberOfSteps,


Offload-RAB-Parameters,


Offload-RAB-Parameters-APN,


Offload-RAB-Parameters-ChargingCharacteristics,


OMC-ID,


OldBSS-ToNewBSS-Information,


PagingAreaID,


PagingCause,


PDP-TypeInformation, 


PDP-TypeInformation-extension,


PermanentNAS-UE-ID,


PLMNidentity,

PositionData,


PositionDataSpecificToGERANIuMode,


PositioningPriority,


ProvidedData,


PowerSavingIndicator,


RAB-ID,


RAB-Parameters,


RAC,


RAListofIdleModeUEs,

RAT-Type,

RedirectAttemptFlag,


RedirectionCompleted,


RejectCauseValue,

RelocationType,


RequestedGANSSAssistanceData,


RequestType,


Requested-RAB-Parameter-Values,


ResponseTime,


RRC-Container,


RSRVCC-Operation-Possible,


RSRQ-Type,


RSRQ-Extension,


SAI,


SAPI,

Service-Handover,


SessionUpdateID,


SNA-Access-Information,

SourceBSS-ToTargetBSS-TransparentContainer,


SourceID,


Source-ToTarget-TransparentContainer,


SourceRNC-ToTargetRNC-TransparentContainer,


SRVCC-HO-Indication,


SRVCC-Information,


SRVCC-Operation-Possible,


TargetBSS-ToSourceBSS-TransparentContainer,


TargetID,


Target-ToSource-TransparentContainer,


TargetRNC-ToSourceRNC-TransparentContainer,


TemporaryUE-ID,


TimeToMBMSDataTransfer,


TMGI,


TracePropagationParameters,


TraceReference,


TraceType,


UnsuccessfullyTransmittedDataVolume,


TransportLayerAddress,


TriggerID,


UE-AggregateMaximumBitRate,

UE-ID,


UESBI-Iu,


UL-GTP-PDU-SequenceNumber,


UL-N-PDU-SequenceNumber,


UP-ModeVersions,


UserPlaneMode,


VelocityEstimate,


VerticalAccuracyCode,

VoiceSupportMatchIndicator,


Alt-RAB-Parameters,


Ass-RAB-Parameters,


PeriodicLocationInfo,


SubscriberProfileIDforRFP,


RNSAPRelocationParameters,


RABParametersList,


MDT-Configuration,


Priority-Class-Indicator,


Management-Based-MDT-Allowed,


HigherBitratesThan16MbpsFlag,


End-Of-CSFB,


Out-Of-UTRAN,


RSRVCC-HO-Indication,


RSRVCC-Information,


MDT-PLMN-List,


TunnelInformation,


LHN-ID,


Session-Re-establishment-Indicator,


Additional-CSPS-coordination-information,


UERegistrationQueryResult,


SGSN-Group-Identity,


P-TMSI,


BarometricPressure,


CivicAddress,


UE-Usage-Type

FROM RANAP-IEs


PrivateIE-Container{},


ProtocolExtensionContainer{},


ProtocolIE-ContainerList{},


ProtocolIE-ContainerPair{},


ProtocolIE-ContainerPairList{},


ProtocolIE-Container{},


RANAP-PRIVATE-IES,


RANAP-PROTOCOL-EXTENSION,


RANAP-PROTOCOL-IES,


RANAP-PROTOCOL-IES-PAIR

FROM RANAP-Containers


maxNrOfDTs,


maxNrOfErrors,


maxNrOfIuSigConIds,


maxNrOfRABs,


maxNrOfVol,


maxnoofMulticastServicesPerUE,


id-AccuracyFulfilmentIndicator,

id-UE-Application-Layer-Measurement-Configuration,


id-UE-Application-Layer-Measurement-Configuration-For-Relocation,

id-APN,


id-AreaIdentity,


id-Alt-RAB-Parameters,


id-Ass-RAB-Parameters,


id-BroadcastAssistanceDataDecipheringKeys,


id-LocationRelatedDataRequestType,


id-CN-DomainIndicator,


id-Cause,


id-Cell-Access-Mode,

id-ChosenEncryptionAlgorithm,


id-ChosenIntegrityProtectionAlgorithm,


id-ClassmarkInformation2,


id-ClassmarkInformation3,


id-ClientType,


id-CNMBMSLinkingInformation,


id-CriticalityDiagnostics,


id-CSG-Id,


id-CSG-Id-List,


id-CSG-Membership-Status,

id-DeltaRAListofIdleModeUEs,


id-DRX-CycleLengthCoefficient,


id-DirectTransferInformationItem-RANAP-RelocInf,


id-DirectTransferInformationList-RANAP-RelocInf,


id-DL-GTP-PDU-SequenceNumber,


id-EncryptionInformation,


id-EncryptionKey,


id-ExtendedRNC-ID,


id-FrequenceLayerConvergenceFlag,


id-GERAN-BSC-Container,


id-GERAN-Classmark,

id-GERAN-Iumode-RAB-Failed-RABAssgntResponse-Item,


id-GERAN-Iumode-RAB-FailedList-RABAssgntResponse,


id-GlobalCN-ID,


id-GlobalCN-IDCS,


id-GlobalCN-IDPS,


id-GlobalRNC-ID,


id-IncludeVelocity,


id-InformationExchangeID,


id-InformationExchangeType,


id-InformationRequested,


id-InformationRequestType,


id-InformationTransferID,


id-InformationTransferType,


id-IntegrityProtectionInformation,


id-IntegrityProtectionKey,


id-InterSystemInformationTransferType,


id-InterSystemInformation-TransparentContainer,


id-IPMulticastAddress,


id-IuSigConId,

id-OldIuSigConId,

id-OldIuSigConIdCS,


id-OldIuSigConIdPS,


id-IuSigConIdItem,


id-IuSigConIdList,


id-IuTransportAssociation,


id-JoinedMBMSBearerServicesList,


id-KeyStatus,


id-L3-Information,


id-LAI,


id-LastKnownServiceArea,


id-LeftMBMSBearerServicesList,


id-LocationRelatedDataRequestTypeSpecificToGERANIuMode,


id-MBMSBearerServiceType,


id-MBMSCountingInformation,


id-MBMSCNDe-Registration,


id-MBMSRegistrationRequestType,


id-MBMSSynchronisationInformation,


id-MBMSServiceArea,


id-MBMSSessionDuration,


id-MBMSSessionIdentity,

id-MBMSSessionRepetitionNumber,


id-MSISDN,


id-NAS-PDU,


id-NAS-SequenceNumber,

id-NewBSS-To-OldBSS-Information,


id-NonSearchingIndication,

id-NumberOfSteps,


id-Offload-RAB-Parameters,


id-OMC-ID,


id-OldBSS-ToNewBSS-Information,


id-PagingAreaID,


id-PagingCause,


id-PDP-TypeInformation,


id-PDP-TypeInformation-extension,


id-PermanentNAS-UE-ID,


id-PositionData,


id-PositionDataSpecificToGERANIuMode,


id-PositioningPriority,


id-ProvidedData,


id-RAB-ContextItem,


id-RAB-ContextList,


id-RAB-ContextFailedtoTransferItem,


id-RAB-ContextFailedtoTransferList,


id-RAB-ContextItem-RANAP-RelocInf,


id-RAB-ContextList-RANAP-RelocInf,


id-RAB-DataForwardingItem,


id-RAB-DataForwardingItem-SRNS-CtxReq,


id-RAB-DataForwardingList,


id-RAB-DataForwardingList-SRNS-CtxReq,


id-RAB-DataVolumeReportItem,


id-RAB-DataVolumeReportList,


id-RAB-DataVolumeReportRequestItem,


id-RAB-DataVolumeReportRequestList,


id-RAB-FailedItem,


id-RAB-FailedList,


id-RAB-FailedList-EnhRelocInfoRes,


id-RAB-FailedItem-EnhRelocInfoRes,


id-RAB-FailedtoReportItem,


id-RAB-FailedtoReportList,


id-RAB-ID,


id-RAB-ModifyList,


id-RAB-ModifyItem,


id-RAB-Parameters,


id-RAB-QueuedItem,


id-RAB-QueuedList,


id-RAB-ReleaseFailedList,


id-RAB-ReleaseItem,


id-RAB-ReleasedItem-IuRelComp,


id-RAB-ReleaseList,


id-RAB-ReleasedItem,


id-RAB-ReleasedList,


id-RAB-ReleasedList-IuRelComp,


id-RAB-RelocationReleaseItem,


id-RAB-RelocationReleaseList,


id-RAB-SetupItem-RelocReq,


id-RAB-SetupItem-RelocReqAck,


id-RAB-SetupList-RelocReq,


id-RAB-SetupList-RelocReqAck,


id-RAB-SetupList-EnhRelocInfoReq,


id-RAB-SetupItem-EnhRelocInfoReq,


id-RAB-SetupList-EnhRelocInfoRes,


id-RAB-SetupItem-EnhRelocInfoRes,


id-RAB-SetupList-EnhancedRelocCompleteReq,


id-RAB-SetupItem-EnhancedRelocCompleteReq,


id-RAB-SetupList-EnhancedRelocCompleteRes,


id-RAB-SetupItem-EnhancedRelocCompleteRes,


id-RAB-SetupOrModifiedItem,


id-RAB-SetupOrModifiedList,


id-RAB-SetupOrModifyItem,


id-RAB-SetupOrModifyList,


id-RAB-ToBeReleasedItem-EnhancedRelocCompleteRes,


id-RAB-ToBeReleasedList-EnhancedRelocCompleteRes,


id-RAC,


id-RAListofIdleModeUEs,

id-RAT-Type,

id-RedirectAttemptFlag,


id-RedirectionCompleted,


id-RedirectionIndication,


id-RejectCauseValue,

id-RelocationType,


id-Relocation-SourceRNC-ID,


id-Relocation-SourceExtendedRNC-ID,


id-Relocation-TargetRNC-ID,


id-Relocation-TargetExtendedRNC-ID,


id-RequestedGANSSAssistanceData,

id-RequestType,


id-ResponseTime,


id-RSRVCC-Operation-Possible,


id-SAI,


id-SAPI,


id-SelectedPLMN-ID,


id-SessionUpdateID,


id-SNA-Access-Information,


id-SourceBSS-ToTargetBSS-TransparentContainer,


id-SourceRNC-ID,


id-SourceExtendedRNC-ID,


id-SourceID,


id-Source-ToTarget-TransparentContainer,


id-SourceRNC-PDCP-context-info,


id-SRVCC-HO-Indication,


id-SRVCC-Information,


id-SRVCC-Operation-Possible,


id-TargetBSS-ToSourceBSS-TransparentContainer,


id-TargetID,


id-Target-ToSource-TransparentContainer,


id-TemporaryUE-ID,


id-TimeToMBMSDataTransfer,


id-TMGI,


id-TracePropagationParameters,


id-TraceReference,


id-TraceType,


id-TransportLayerAddress,


id-TransportLayerInformation,


id-TriggerID,


id-UE-AggregateMaximumBitRate,

id-UE-ID,


id-UESBI-Iu,


id-UL-GTP-PDU-SequenceNumber,


id-UnsuccessfulLinkingList,


id-VelocityEstimate,


id-VerticalAccuracyCode,


id-VoiceSupportMatchIndicator,


id-PeriodicLocationInfo,


id-BroadcastGANSSAssistanceDataDecipheringKeys,


id-SubscriberProfileIDforRFP,


id-E-UTRAN-Service-Handover,


id-IP-Source-Address,


id-LGW-TransportLayerAddress,


id-Correlation-ID,


id-MDT-Configuration,


id-RNSAPRelocationParameters,


id-RABParametersList,


id-Priority-Class-Indicator,


id-Management-Based-MDT-Allowed,


id-HigherBitratesThan16MbpsFlag,


id-Trace-Collection-Entity-IP-Addess,


id-End-Of-CSFB,


id-Out-Of-UTRAN,


id-RSRVCC-HO-Indication,


id-RSRVCC-Information,

id-AnchorPLMN-ID,


id-Management-Based-MDT-PLMN-List,


id-Tunnel-Information-for-BBF,


id-SIPTO-Correlation-ID,


id-SIPTO-LGW-TransportLayerAddress,


id-LHN-ID,


id-LastE-UTRANPLMNIdentity,


id-Session-Re-establishment-Indicator,


id-Additional-CSPS-coordination-information,


id-UERegistrationQueryResult,


id-IuSigConIdRangeEnd,


id-SGSN-Group-Identity,


id-P-TMSI,


id-RANAP-Message,


id-PowerSavingIndicator,


id-BarometricPressure,


id-CivicAddress,


id-UE-Usage-Type

FROM RANAP-Constants;

<Partially omitted>
-- **************************************************************

--

-- CN INVOKE TRACE ELEMENTARY PROCEDURE

--

-- **************************************************************

-- **************************************************************

--

-- CN Invoke Trace

--

-- **************************************************************

CN-InvokeTrace ::= SEQUENCE {


protocolIEs



ProtocolIE-Container

{ {CN-InvokeTraceIEs} },


protocolExtensions

ProtocolExtensionContainer
{ {CN-InvokeTraceExtensions} }



OPTIONAL,


...

}

CN-InvokeTraceIEs RANAP-PROTOCOL-IES ::= {


{ ID id-TraceType 



CRITICALITY ignore
TYPE TraceType 





PRESENCE optional
} |


-- This information is mandatory for GERAN Iu Mode, not applicable to UTRAN --


{ ID id-TraceReference


CRITICALITY ignore
TYPE TraceReference




PRESENCE mandatory
} |


{ ID id-TriggerID



CRITICALITY ignore
TYPE TriggerID





PRESENCE optional
} |


-- This information is mandatory for GERAN Iu Mode, not applicable to UTRAN --


{ ID id-UE-ID




CRITICALITY ignore
TYPE UE-ID






PRESENCE optional
} |


-- This information is mandatory for UTRAN, optional for GERAN Iu mode --


{ ID id-OMC-ID




CRITICALITY ignore
TYPE OMC-ID






PRESENCE optional
},


-- This information is mandatory for GERAN Iu Mode, not applicable to UTRAN --


...

}

CN-InvokeTraceExtensions RANAP-PROTOCOL-EXTENSION ::= {

-- Extension for Release 6 to enable signalling based activation for Subscriber and Equipment Trace over Iu interface --


{ ID id-TracePropagationParameters


CRITICALITY ignore
EXTENSION TracePropagationParameters

PRESENCE optional}|

-- Extension for Release 10 to support MDT--


{ ID id-MDT-Configuration




CRITICALITY ignore
EXTENSION MDT-Configuration





PRESENCE optional}|

-- Extension for Release 10 to support MDT--


{ ID id-Trace-Collection-Entity-IP-Addess
CRITICALITY ignore
EXTENSION TransportLayerAddress



PRESENCE optional}|
-- Extension for Release 14 to support QoE function --

{ID id-UE-Application-Layer-Measurement-Configuration CRITICALITY ignore
EXTENSION UE-Application-Layer-Measurement-Configuration
PRESENCE optional},

...

}

<Next modification>
-- **************************************************************

--

-- Relocation Request

--

-- **************************************************************

RelocationRequest ::= SEQUENCE {


protocolIEs


ProtocolIE-Container


{ {RelocationRequestIEs} },


protocolExtensions

ProtocolExtensionContainer
{ {RelocationRequestExtensions} }



OPTIONAL,


...

}

RelocationRequestIEs RANAP-PROTOCOL-IES ::= {


{ ID id-PermanentNAS-UE-ID


CRITICALITY ignore
TYPE PermanentNAS-UE-ID 


PRESENCE optional
} |


{ ID id-Cause




CRITICALITY ignore
TYPE Cause




PRESENCE mandatory
} |


{ ID id-CN-DomainIndicator


CRITICALITY reject
TYPE CN-DomainIndicator



PRESENCE mandatory
} |


{ ID id-Source-ToTarget-TransparentContainer










CRITICALITY reject
TYPE SourceRNC-ToTargetRNC-TransparentContainer
PRESENCE mandatory
} |


{ ID id-RAB-SetupList-RelocReq


CRITICALITY reject
TYPE RAB-SetupList-RelocReq


PRESENCE optional
} |


{ ID id-IntegrityProtectionInformation

CRITICALITY ignore
TYPE IntegrityProtectionInformation 

PRESENCE optional
} |


{ ID id-EncryptionInformation


CRITICALITY ignore
TYPE EncryptionInformation 


PRESENCE optional
} |


{ ID id-IuSigConId
CRITICALITY ignore TYPE IuSignallingConnectionIdentifier PRESENCE mandatory },


...

}

RAB-SetupList-RelocReq 




::= RAB-IE-ContainerList { {RAB-SetupItem-RelocReq-IEs} }

RAB-SetupItem-RelocReq-IEs RANAP-PROTOCOL-IES ::= {


{ ID id-RAB-SetupItem-RelocReq


CRITICALITY reject
TYPE RAB-SetupItem-RelocReq


PRESENCE mandatory 
},


...

}

RAB-SetupItem-RelocReq ::= SEQUENCE {


rAB-ID





RAB-ID,


nAS-SynchronisationIndicator
NAS-SynchronisationIndicator
OPTIONAL,


rAB-Parameters




RAB-Parameters,


dataVolumeReportingIndication


DataVolumeReportingIndication 
OPTIONAL


-- This IE shall be present if the CN domain indicator IE is set to "PS domain" --,


pDP-TypeInformation



PDP-TypeInformation

OPTIONAL


-- This IE shall be present if the CN domain indicator IE is set to "PS domain" --,


userPlaneInformation



UserPlaneInformation,


transportLayerAddress



TransportLayerAddress,


iuTransportAssociation



IuTransportAssociation,

service-Handover



Service-Handover

OPTIONAL,

iE-Extensions




ProtocolExtensionContainer { {RAB-SetupItem-RelocReq-ExtIEs} }


OPTIONAL,


...

}

RAB-SetupItem-RelocReq-ExtIEs RANAP-PROTOCOL-EXTENSION ::= {

-- Extension for Release 4 to enable RAB Quality of Service negotiation over Iu --

{ ID id-Alt-RAB-Parameters




CRITICALITY ignore
EXTENSION Alt-RAB-Parameters




PRESENCE optional}|

-- Extension for Release 5 to enable GERAN support over Iu-cs --


{ ID id-GERAN-BSC-Container




CRITICALITY ignore
EXTENSION GERAN-BSC-Container




PRESENCE optional}|

-- Extension for Release 8 to enable handover restriction to E-UTRAN --


{ ID id-E-UTRAN-Service-Handover


CRITICALITY ignore
EXTENSION E-UTRAN-Service-Handover


PRESENCE optional}|

-- Extension for Release 9 to enable a new value --


{ ID id-PDP-TypeInformation-extension 

CRITICALITY ignore
EXTENSION PDP-TypeInformation-extension
PRESENCE optional}|

-- Extension for Release 10 to enable offload at Iu-PS for UTRAN --

{ ID id-Offload-RAB-Parameters



CRITICALITY ignore
EXTENSION Offload-RAB-Parameters



PRESENCE optional},


...

}

UserPlaneInformation ::= SEQUENCE {


userPlaneMode




UserPlaneMode,


uP-ModeVersions




UP-ModeVersions,


iE-Extensions




ProtocolExtensionContainer { {UserPlaneInformation-ExtIEs} }


OPTIONAL,


...

}

UserPlaneInformation-ExtIEs RANAP-PROTOCOL-EXTENSION ::= {


...

}

RelocationRequestExtensions RANAP-PROTOCOL-EXTENSION ::= {

-- Extension for Release 4 --


{ ID id-GlobalCN-ID





CRITICALITY reject
EXTENSION GlobalCN-ID




PRESENCE optional}|

-- Extension for Release 5 to enable shared networks in connected mode --

{ ID id-SNA-Access-Information


CRITICALITY ignore
EXTENSION SNA-Access-Information

PRESENCE optional}|

-- Extension for Release 5 to enable specific behaviour by the RNC in relation with early UE handling --

{ ID id-UESBI-Iu





CRITICALITY ignore
EXTENSION UESBI-Iu





PRESENCE optional}|

-- Extension for Release 6 to convey the selected PLMN id in network sharing mobility scenarios --


{ ID id-SelectedPLMN-ID
 



CRITICALITY ignore
EXTENSION PLMNidentity




PRESENCE optional}|

-- Extension for Release 6 to enable MBMS UE linking at relocation --

{ ID id-CNMBMSLinkingInformation

CRITICALITY ignore
EXTENSION CNMBMSLinkingInformation
PRESENCE optional}|


{ ID id-UE-AggregateMaximumBitRate

CRITICALITY ignore
EXTENSION UE-AggregateMaximumBitRate
PRESENCE optional}|

-- Extension for Release 9 to communicate to the target cell the CSG id reported by the source --


{ ID id-CSG-Id 






CRITICALITY reject
EXTENSION CSG-Id 





PRESENCE optional}|

-- Extension for Release 9 for enabling UE prioritisation during access to hybrid cells --


{ ID id-CSG-Membership-Status


CRITICALITY ignore
EXTENSION CSG-Membership-Status


PRESENCE optional}|

-- Extension for Release 10 to enable offload at Iu-PS for UTRAN --


{ ID id-MSISDN






CRITICALITY ignore
EXTENSION MSISDN





PRESENCE optional}|

-- Extension for Release 11 to support rSRVCC in case of network sharing –


{ ID id-AnchorPLMN-ID




CRITICALITY ignore
EXTENSION PLMNidentity




PRESENCE optional}|


{ ID id-PowerSavingIndicator


CRITICALITY ignore
EXTENSION PowerSavingIndicator


PRESENCE optional}|
-- Extension for Release 14 to support QoE function --

{ID id-UE-Application-Layer-Measurement-Configuration-For-Relocation CRITICALITY ignore
EXTENSION UE-Application-Layer-Measurement-Configuration-For-Relocation
PRESENCE optional},

...

}

CNMBMSLinkingInformation ::= SEQUENCE {


joinedMBMSBearerService-IEs

JoinedMBMSBearerService-IEs,


iE-Extensions




ProtocolExtensionContainer { {CNMBMSLinkingInformation-ExtIEs} }

OPTIONAL,


...

}

CNMBMSLinkingInformation-ExtIEs RANAP-PROTOCOL-EXTENSION ::= {


...

}

JoinedMBMSBearerService-IEs ::= SEQUENCE (SIZE (1.. maxnoofMulticastServicesPerUE)) OF


SEQUENCE {



tMGI



TMGI,



mBMS-PTP-RAB-ID

MBMS-PTP-RAB-ID,



iE-Extensions

ProtocolExtensionContainer { {JoinedMBMSBearerService-ExtIEs} } OPTIONAL,



...


}

JoinedMBMSBearerService-ExtIEs RANAP-PROTOCOL-EXTENSION ::= {


...

}

<Next modification>
-- **************************************************************

--

-- Relocation Required

--

-- **************************************************************

RelocationRequired ::= SEQUENCE {


protocolIEs


ProtocolIE-Container


{ {RelocationRequiredIEs} },


protocolExtensions

ProtocolExtensionContainer
{ {RelocationRequiredExtensions} }



OPTIONAL,

...

}

RelocationRequiredIEs RANAP-PROTOCOL-IES ::= {


{ ID id-RelocationType



CRITICALITY reject
TYPE RelocationType 



PRESENCE mandatory
} |


{ ID id-Cause




CRITICALITY ignore
TYPE Cause

 


PRESENCE mandatory
} |


{ ID id-SourceID



CRITICALITY ignore
TYPE SourceID
 



PRESENCE mandatory
} |


{ ID id-TargetID



CRITICALITY reject
TYPE TargetID
 



PRESENCE mandatory
} |


{ ID id-ClassmarkInformation2


CRITICALITY reject
TYPE ClassmarkInformation2


PRESENCE conditional


-- This IE shall be present if the Target ID IE contains a CGI IE and Source BSS To Target BSS Transparent Container is not included --

} |


{ ID id-ClassmarkInformation3


CRITICALITY ignore
TYPE ClassmarkInformation3


PRESENCE conditional


-- This IE shall be present if the Target ID IE contains a CGI IE and Source BSS To Target BSS Transparent Container is not included --

} |


{ ID id-Source-ToTarget-TransparentContainer









CRITICALITY reject
TYPE Source-ToTarget-TransparentContainer PRESENCE conditional


-- This IE shall be present if the Target ID IE contains a RNC-ID IE or eNB-ID --











} |


{ ID id-OldBSS-ToNewBSS-Information

CRITICALITY ignore
TYPE OldBSS-ToNewBSS-Information

PRESENCE optional

} ,


...

}

RelocationRequiredExtensions RANAP-PROTOCOL-EXTENSION ::= {

-- Extension for Release 5 to enable GERAN support over Iu-cs --


{ ID id-GERAN-Classmark







CRITICALITY ignore
EXTENSION GERAN-Classmark









PRESENCE optional} |

-- Extension for Release 6 to enable Inter-RAT PS Handover between UTRAN and GERAN A/Gb --

{ ID id-SourceBSS-ToTargetBSS-TransparentContainer
CRITICALITY ignore
EXTENSION SourceBSS-ToTargetBSS-TransparentContainer
PRESENCE optional} |

-- Extension for Release 8 for SRVCC operation --


{ ID id-SRVCC-HO-Indication






CRITICALITY reject
EXTENSION SRVCC-HO-Indication








PRESENCE optional} |

-- Extension for Release 9 to communicate to the CN the CSG id of the target cell --


{ ID id-CSG-Id









CRITICALITY reject
EXTENSION CSG-Id 












PRESENCE optional} |

-- Extension for Release 9 to communicate to the CN the hybrid access status of the target cell --


{ ID id-Cell-Access-Mode






CRITICALITY reject
EXTENSION Cell-Access-Mode









PRESENCE optional} |

-- Extension for Release 11 for rSRVCC operation --


{ ID id-RSRVCC-HO-Indication





CRITICALITY reject
EXTENSION RSRVCC-HO-Indication








PRESENCE optional} |
-- Extension for Release 14 to support QoE function --

{ID id-UE-Application-Layer-Measurement-Configuration-For-Relocation CRITICALITY ignore
EXTENSION UE-Application-Layer-Measurement-Configuration-For-Relocation
PRESENCE optional},

...

}

<Next modification>
9.3.4
Information Element Definitions

-- **************************************************************

--

-- Information Element Definitions

--

-- **************************************************************

RANAP-IEs {

itu-t (0) identified-organization (4) etsi (0) mobileDomain (0)

umts-Access (20) modules (3) ranap (0) version1 (1) ranap-IEs (2) }

DEFINITIONS AUTOMATIC TAGS ::=

BEGIN

IMPORTS


maxNrOfCSGs,


maxNrOfErrors,


maxNrOfPDPDirections,


maxNrOfPoints,


maxNrOfRABs,


maxNrOfSRBs,


maxNrOfSeparateTrafficDirections,


maxRAB-Subflows,


maxRAB-SubflowCombination,


maxNrOfLevels,


maxNrOfAltValues,


maxNrOfSNAs,


maxNrOfLAs,


maxNrOfPLMNsSN,


maxSet,


maxNrOfHSDSCHMACdFlows-1,

maxNrOfUEsToBeTraced,


maxNrOfInterfaces,


maxnoofMulticastServicesPerRNC,


maxMBMSSA,


maxMBMSRA,


maxnoofMulticastServicesPerUE,


maxNrOfEDCHMACdFlows-1,


maxGANSSSet,

maxNrOfEUTRAFreqs,

maxNrOfCellIds,


maxNrOfRAIs,


maxNrOfLAIs,


maxNrOfVol,


maxSizeOfIMSInfo,


maxnoofMDTPLMNs,


maxAddPosSet,

maxnoofPLMNs,

id-CN-DomainIndicator,


id-MessageStructure,


id-SRB-TrCH-Mapping,


id-TypeOfError,


id-hS-DSCH-MAC-d-Flow-ID,


id-SignallingIndication,

<Next modification>
Alt-RAB-Parameter-SupportedMaxBitrates ::= SEQUENCE (SIZE (1..maxNrOfAltValues)) OF


SupportedRAB-ParameterBitrateList
AlternativeRABConfigurationRequest ::= ENUMERATED{


alternative-RAB-configuration-Requested,

...

}
UE-Application-Layer-Measurement-Configuration
::= SEQUENCE {



applicationLayerContainerForMeasurementConfiguration

OCTET STRING ( SIZE (1..1000)),


areaScopeForUEApplicationLayerMeasurementConfiguration




AreaScopeForUEApplicationLayerMeasurementConfiguration,


...

}
UE-Application-Layer-Measurement-Configuration-For-Relocation
::= SEQUENCE {



areaScopeForUEApplicationLayerMeasurementConfiguration




AreaScopeForUEApplicationLayerMeasurementConfiguration,



traceReference





TraceReference,



tracePropagationParameters


TracePropagationParameters OPTIONAL,



traceCollectionEntityIPAddress

TransportLayerAddress


OPTIONAL,


...

}
APN
::= OCTET STRING (SIZE (1..255))

-- Reference: 23.003

AreaScopeForUEApplicationLayerMeasurementConfiguration ::=
CHOICE {


cellbased


CellBased,


labased



LABased,


rabased



RABased,


plmn-area-based

PLMNBased,

...

}

AreaIdentity ::= CHOICE {


sAI



SAI,


geographicalArea

GeographicalArea,


...

}

Ass-RAB-Parameters ::= SEQUENCE {


assMaxBitrateInf


Ass-RAB-Parameter-MaxBitrateList 





OPTIONAL,


assGuaranteedBitRateInf

Ass-RAB-Parameter-GuaranteedBitrateList 



OPTIONAL,


iE-Extensions


ProtocolExtensionContainer { {Ass-RAB-Parameters-ExtIEs} } 
OPTIONAL,


...

}
<Next modification>
LoggingDuration
::=
ENUMERATED {



min10,



min20,



min40,



min60,



min90,



min120,

...}

PLMNBased::= SEQUENCE {


plmnList



PLMNList,


iE-Extensions

ProtocolExtensionContainer { {PLMNBased-ExtIEs} } OPTIONAL,


...

}

PLMNBased-ExtIEs RANAP-PROTOCOL-EXTENSION ::= {


...

}
PLMNList ::= SEQUENCE (SIZE (1.. maxnoofPLMNs)) OF


PLMNidentity
PLMNidentity 



::= TBCD-STRING (SIZE (3))

PLMNs-in-shared-network ::= SEQUENCE (SIZE (1..maxNrOfPLMNsSN)) OF


SEQUENCE {



pLMNidentity


PLMNidentity,



lA-LIST




LA-LIST,



iE-Extensions


ProtocolExtensionContainer { { PLMNs-in-shared-network-ExtIEs} } OPTIONAL,



...


}

PLMNs-in-shared-network-ExtIEs RANAP-PROTOCOL-EXTENSION ::= {


...

}

<Next modification>
-- **************************************************************

--

-- Lists

--

-- **************************************************************

maxNrOfDTs






INTEGER ::= 15

maxNrOfErrors





INTEGER ::= 256

maxNrOfIuSigConIds




INTEGER ::= 250

maxNrOfPDPDirections



INTEGER ::= 2

maxNrOfPoints





INTEGER ::= 15

maxNrOfRABs






INTEGER ::= 256

maxNrOfSeparateTrafficDirections
INTEGER ::= 2

maxNrOfSRBs






INTEGER ::= 8

maxNrOfVol






INTEGER ::= 2
maxNrOfLevels





INTEGER ::= 256

maxNrOfAltValues




INTEGER ::= 16

maxNrOfPLMNsSN





INTEGER ::= 32

maxNrOfLAs






INTEGER ::= 65536

maxNrOfSNAs






INTEGER ::= 65536

maxNrOfUEsToBeTraced



INTEGER ::= 64
maxNrOfInterfaces




INTEGER ::= 16

maxRAB-Subflows





INTEGER ::= 7

maxRAB-SubflowCombination


INTEGER ::= 64

maxSet







INTEGER ::= 9

maxNrOfHSDSCHMACdFlows-1


INTEGER
::= 7

maxnoofMulticastServicesPerUE

INTEGER ::= 128

maxnoofMulticastServicesPerRNC

INTEGER ::= 512
maxMBMSSA






INTEGER ::= 256

maxMBMSRA






INTEGER ::= 65536

maxNrOfEDCHMACdFlows-1



INTEGER ::= 7

maxGANSSSet






INTEGER ::= 9

maxNrOfCSGs






INTEGER ::= 256
maxNrOfEUTRAFreqs




INTEGER ::= 8

maxNrOfCellIds





INTEGER ::= 32

maxNrOfRAIs






INTEGER ::= 8

maxNrOfLAIs






INTEGER ::= 8

maxSizeOfIMSInfo




INTEGER ::= 32

maxnoofMDTPLMNs





INTEGER ::= 16

maxAddPosSet





INTEGER ::= 8
maxnoofPLMNs






INTEGER ::= 16
-- **************************************************************

--

-- IEs

--

-- **************************************************************

id-AreaIdentity 







INTEGER ::= 0

id-CN-DomainIndicator 






INTEGER ::= 3

id-Cause 









INTEGER ::= 4

id-ChosenEncryptionAlgorithm 




INTEGER ::= 5

id-ChosenIntegrityProtectionAlgorithm 


INTEGER ::= 6

id-ClassmarkInformation2 





INTEGER ::= 7

id-ClassmarkInformation3 





INTEGER ::= 8

id-CriticalityDiagnostics 





INTEGER ::= 9

id-DL-GTP-PDU-SequenceNumber 




INTEGER ::= 10

id-EncryptionInformation 





INTEGER ::= 11

id-IntegrityProtectionInformation 



INTEGER ::= 12

id-IuTransportAssociation 





INTEGER ::= 13

id-L3-Information 







INTEGER ::= 14

id-LAI 










INTEGER ::= 15

id-NAS-PDU 









INTEGER ::= 16

id-NonSearchingIndication 





INTEGER ::= 17

id-NumberOfSteps 







INTEGER ::= 18

id-OMC-ID 









INTEGER ::= 19

id-OldBSS-ToNewBSS-Information 




INTEGER ::= 20

id-PagingAreaID 







INTEGER ::= 21

id-PagingCause 








INTEGER ::= 22

id-PermanentNAS-UE-ID 






INTEGER ::= 23

id-RAB-ContextItem 







INTEGER ::= 24

id-RAB-ContextList 







INTEGER ::= 25

id-RAB-DataForwardingItem 





INTEGER ::= 26

id-RAB-DataForwardingItem-SRNS-CtxReq 


INTEGER ::= 27

id-RAB-DataForwardingList 





INTEGER ::= 28

id-RAB-DataForwardingList-SRNS-CtxReq 


INTEGER ::= 29

id-RAB-DataVolumeReportItem 




INTEGER ::= 30

id-RAB-DataVolumeReportList 




INTEGER ::= 31

id-RAB-DataVolumeReportRequestItem 



INTEGER ::= 32

id-RAB-DataVolumeReportRequestList 



INTEGER ::= 33

id-RAB-FailedItem 







INTEGER ::= 34

id-RAB-FailedList 







INTEGER ::= 35

id-RAB-ID 









INTEGER ::= 36

id-RAB-QueuedItem 







INTEGER ::= 37

id-RAB-QueuedList 







INTEGER ::= 38

id-RAB-ReleaseFailedList 





INTEGER ::= 39

id-RAB-ReleaseItem 







INTEGER ::= 40

id-RAB-ReleaseList 







INTEGER ::= 41

id-RAB-ReleasedItem 






INTEGER ::= 42

id-RAB-ReleasedList 






INTEGER ::= 43

id-RAB-ReleasedList-IuRelComp 




INTEGER ::= 44

id-RAB-RelocationReleaseItem 




INTEGER ::= 45

id-RAB-RelocationReleaseList 




INTEGER ::= 46

id-RAB-SetupItem-RelocReq 





INTEGER ::= 47

id-RAB-SetupItem-RelocReqAck 




INTEGER ::= 48

id-RAB-SetupList-RelocReq 





INTEGER ::= 49

id-RAB-SetupList-RelocReqAck 




INTEGER ::= 50

id-RAB-SetupOrModifiedItem 





INTEGER ::= 51

id-RAB-SetupOrModifiedList 





INTEGER ::= 52

id-RAB-SetupOrModifyItem 





INTEGER ::= 53

id-RAB-SetupOrModifyList 





INTEGER ::= 54

id-RAC 










INTEGER ::= 55

id-RelocationType 







INTEGER ::= 56

id-RequestType 








INTEGER ::= 57

id-SAI 










INTEGER ::= 58

id-SAPI 









INTEGER ::= 59

id-SourceID 








INTEGER ::= 60

id-Source-ToTarget-TransparentContainer 

INTEGER ::= 61

id-TargetID 








INTEGER ::= 62

id-Target-ToSource-TransparentContainer 

INTEGER ::= 63

id-TemporaryUE-ID 







INTEGER ::= 64

id-TraceReference 







INTEGER ::= 65

id-TraceType 








INTEGER ::= 66

id-TransportLayerAddress 





INTEGER ::= 67

id-TriggerID 








INTEGER ::= 68

id-UE-ID 









INTEGER ::= 69

id-UL-GTP-PDU-SequenceNumber 




INTEGER ::= 70

id-RAB-FailedtoReportItem





INTEGER ::= 71

id-RAB-FailedtoReportList 





INTEGER ::= 72

id-KeyStatus








INTEGER ::= 75

id-DRX-CycleLengthCoefficient 




INTEGER ::= 76

id-IuSigConIdList







INTEGER ::= 77

id-IuSigConIdItem







INTEGER ::= 78

id-IuSigConId








INTEGER ::= 79

id-DirectTransferInformationItem-RANAP-RelocInf
INTEGER ::= 80

id-DirectTransferInformationList-RANAP-RelocInf
INTEGER ::= 81

id-RAB-ContextItem-RANAP-RelocInf



INTEGER ::= 82

id-RAB-ContextList-RANAP-RelocInf



INTEGER ::= 83

id-RAB-ContextFailedtoTransferItem



INTEGER ::= 84

id-RAB-ContextFailedtoTransferList



INTEGER ::= 85

id-GlobalRNC-ID








INTEGER ::= 86

id-RAB-ReleasedItem-IuRelComp




INTEGER ::= 87
id-MessageStructure







INTEGER ::= 88
id-Alt-RAB-Parameters






INTEGER ::= 89

id-Ass-RAB-Parameters






INTEGER ::= 90

id-RAB-ModifyList







INTEGER ::= 91

id-RAB-ModifyItem







INTEGER ::= 92

id-TypeOfError








INTEGER ::= 93

id-BroadcastAssistanceDataDecipheringKeys

INTEGER ::= 94

id-LocationRelatedDataRequestType



INTEGER ::= 95

id-GlobalCN-ID








INTEGER ::= 96

id-LastKnownServiceArea






INTEGER ::= 97

id-SRB-TrCH-Mapping







INTEGER ::= 98

id-InterSystemInformation-TransparentContainer
INTEGER ::= 99

id-NewBSS-To-OldBSS-Information 





INTEGER ::= 100

id-SourceRNC-PDCP-context-info






INTEGER ::= 103

id-InformationTransferID







INTEGER ::= 104

id-SNA-Access-Information







INTEGER ::= 105

id-ProvidedData










INTEGER ::= 106

id-GERAN-BSC-Container








INTEGER ::= 107

id-GERAN-Classmark









INTEGER ::= 108

id-GERAN-Iumode-RAB-Failed-RABAssgntResponse-Item

INTEGER ::= 109

id-GERAN-Iumode-RAB-FailedList-RABAssgntResponse

INTEGER ::= 110

id-VerticalAccuracyCode








INTEGER ::= 111

id-ResponseTime










INTEGER ::= 112

id-PositioningPriority








INTEGER ::= 113

id-ClientType










INTEGER ::= 114

id-LocationRelatedDataRequestTypeSpecificToGERANIuMode
INTEGER ::= 115

id-SignallingIndication








INTEGER ::= 116

id-hS-DSCH-MAC-d-Flow-ID







INTEGER ::= 117

id-UESBI-Iu











INTEGER ::= 118

id-PositionData










INTEGER ::= 119

id-PositionDataSpecificToGERANIuMode




INTEGER ::= 120

id-CellLoadInformationGroup







INTEGER ::= 121

id-AccuracyFulfilmentIndicator






INTEGER ::= 122

id-InformationTransferType







INTEGER ::= 123

id-TraceRecordingSessionInformation





INTEGER ::= 124

id-TracePropagationParameters






INTEGER ::= 125

id-InterSystemInformationTransferType




INTEGER ::= 126

id-SelectedPLMN-ID









INTEGER ::= 127

id-RedirectionCompleted








INTEGER ::= 128

id-RedirectionIndication







INTEGER ::= 129

id-NAS-SequenceNumber








INTEGER ::= 130

id-RejectCauseValue









INTEGER ::= 131

id-APN












INTEGER ::= 132

id-CNMBMSLinkingInformation







INTEGER ::= 133

id-DeltaRAListofIdleModeUEs







INTEGER ::= 134

id-FrequenceLayerConvergenceFlag





INTEGER ::= 135

id-InformationExchangeID







INTEGER ::= 136

id-InformationExchangeType







INTEGER ::= 137

id-InformationRequested








INTEGER ::= 138

id-InformationRequestType







INTEGER ::= 139

id-IPMulticastAddress








INTEGER ::= 140

id-JoinedMBMSBearerServicesList






INTEGER ::= 141

id-LeftMBMSBearerServicesList






INTEGER ::= 142

id-MBMSBearerServiceType







INTEGER ::= 143

id-MBMSCNDe-Registration







INTEGER ::= 144

id-MBMSServiceArea









INTEGER ::= 145

id-MBMSSessionDuration








INTEGER ::= 146

id-MBMSSessionIdentity








INTEGER ::= 147

id-PDP-TypeInformation








INTEGER ::= 148

id-RAB-Parameters









INTEGER ::= 149

id-RAListofIdleModeUEs








INTEGER ::= 150

id-MBMSRegistrationRequestType






INTEGER ::= 151

id-SessionUpdateID









INTEGER ::= 152

id-TMGI












INTEGER ::= 153

id-TransportLayerInformation






INTEGER ::= 154

id-UnsuccessfulLinkingList







INTEGER ::= 155

id-MBMSLinkingInformation







INTEGER ::= 156
id-MBMSSessionRepetitionNumber






INTEGER ::= 157
id-AlternativeRABConfiguration






INTEGER ::= 158

id-AlternativeRABConfigurationRequest




INTEGER ::= 159

id-E-DCH-MAC-d-Flow-ID








INTEGER ::= 160
id-SourceBSS-ToTargetBSS-TransparentContainer


INTEGER ::= 161

id-TargetBSS-ToSourceBSS-TransparentContainer


INTEGER ::= 162

id-TimeToMBMSDataTransfer







INTEGER ::= 163

id-IncludeVelocity









INTEGER ::= 164

id-VelocityEstimate









INTEGER ::= 165
id-RedirectAttemptFlag








INTEGER ::= 166

id-RAT-Type











INTEGER ::= 167

id-PeriodicLocationInfo








INTEGER ::= 168
id-MBMSCountingInformation







INTEGER ::= 169

id-170-not-to-be-used-for-IE-ids





INTEGER ::= 170

id-ExtendedRNC-ID









INTEGER ::= 171

id-Alt-RAB-Parameter-ExtendedGuaranteedBitrateInf

INTEGER ::= 172

id-Alt-RAB-Parameter-ExtendedMaxBitrateInf



INTEGER ::= 173

id-Ass-RAB-Parameter-ExtendedGuaranteedBitrateList

INTEGER ::= 174
id-Ass-RAB-Parameter-ExtendedMaxBitrateList



INTEGER ::= 175
id-RAB-Parameter-ExtendedGuaranteedBitrateList


INTEGER ::= 176

id-RAB-Parameter-ExtendedMaxBitrateList




INTEGER ::= 177

id-Requested-RAB-Parameter-ExtendedMaxBitrateList

INTEGER ::= 178
id-Requested-RAB-Parameter-ExtendedGuaranteedBitrateList
INTEGER ::= 179

id-LAofIdleModeUEs









INTEGER ::= 180

id-newLAListofIdleModeUEs







INTEGER ::= 181

id-LAListwithNoIdleModeUEsAnyMore





INTEGER ::= 182

id-183-not-to-be-used-for-IE-ids





INTEGER ::= 183

id-GANSS-PositioningDataSet







INTEGER ::= 184

id-RequestedGANSSAssistanceData






INTEGER ::= 185

id-BroadcastGANSSAssistanceDataDecipheringKeys


INTEGER ::= 186

id-d-RNTI-for-NoIuCSUP








INTEGER ::= 187

id-RAB-SetupList-EnhancedRelocCompleteReq



INTEGER ::= 188

id-RAB-SetupItem-EnhancedRelocCompleteReq



INTEGER ::= 189

id-RAB-SetupList-EnhancedRelocCompleteRes



INTEGER ::= 190

id-RAB-SetupItem-EnhancedRelocCompleteRes



INTEGER ::= 191

id-RAB-SetupList-EnhRelocInfoReq





INTEGER ::= 192

id-RAB-SetupItem-EnhRelocInfoReq





INTEGER ::= 193

id-RAB-SetupList-EnhRelocInfoRes





INTEGER ::= 194

id-RAB-SetupItem-EnhRelocInfoRes





INTEGER ::= 195

id-OldIuSigConId









INTEGER ::= 196

id-RAB-FailedList-EnhRelocInfoRes





INTEGER ::= 197

id-RAB-FailedItem-EnhRelocInfoRes





INTEGER ::= 198

id-Global-ENB-ID









INTEGER ::= 199

id-UE-History-Information







INTEGER ::= 200

id-MBMSSynchronisationInformation





INTEGER ::= 201

id-SubscriberProfileIDforRFP






INTEGER ::= 202

id-CSG-Id











INTEGER ::= 203

id-OldIuSigConIdCS









INTEGER ::= 204

id-OldIuSigConIdPS









INTEGER ::= 205

id-GlobalCN-IDCS









INTEGER ::= 206

id-GlobalCN-IDPS









INTEGER ::= 207

id-SourceExtendedRNC-ID








INTEGER ::= 208

id-RAB-ToBeReleasedItem-EnhancedRelocCompleteRes

INTEGER ::= 209

id-RAB-ToBeReleasedList-EnhancedRelocCompleteRes

INTEGER ::= 210

id-SourceRNC-ID










INTEGER ::= 211

id-Relocation-TargetRNC-ID







INTEGER ::= 212

id-Relocation-TargetExtendedRNC-ID





INTEGER ::= 213
id-Alt-RAB-Parameter-SupportedGuaranteedBitrateInf

INTEGER ::= 214

id-Alt-RAB-Parameter-SupportedMaxBitrateInf



INTEGER ::= 215

id-Ass-RAB-Parameter-SupportedGuaranteedBitrateList

INTEGER ::= 216
id-Ass-RAB-Parameter-SupportedMaxBitrateList


INTEGER ::= 217
id-RAB-Parameter-SupportedGuaranteedBitrateList


INTEGER ::= 218

id-RAB-Parameter-SupportedMaxBitrateList



INTEGER ::= 219

id-Requested-RAB-Parameter-SupportedMaxBitrateList

INTEGER ::= 220
id-Requested-RAB-Parameter-SupportedGuaranteedBitrateList
INTEGER ::= 221

id-Relocation-SourceRNC-ID







INTEGER ::= 222

id-Relocation-SourceExtendedRNC-ID





INTEGER ::= 223
id-EncryptionKey









INTEGER ::= 224

id-IntegrityProtectionKey







INTEGER ::= 225

id-SRVCC-HO-Indication








INTEGER ::= 226

id-SRVCC-Information








INTEGER ::= 227

id-SRVCC-Operation-Possible







INTEGER ::= 228

id-CSG-Id-List










INTEGER ::= 229

id-PSRABtobeReplaced








INTEGER ::= 230

id-E-UTRAN-Service-Handover







INTEGER ::= 231

id-UE-AggregateMaximumBitRate






INTEGER ::= 233

id-CSG-Membership-Status 







INTEGER ::= 234

id-Cell-Access-Mode









INTEGER ::= 235

id-IP-Source-Address








INTEGER ::= 236

id-CSFB-Information









INTEGER ::= 237

id-PDP-TypeInformation-extension





INTEGER ::= 238
id-MSISDN











INTEGER ::= 239

id-Offload-RAB-Parameters







INTEGER ::= 240

id-LGW-TransportLayerAddress






INTEGER ::= 241

id-Correlation-ID









INTEGER ::= 242

id-IRAT-Measurement-Configuration





INTEGER ::= 243

id-MDT-Configuration








INTEGER ::= 244

id-Priority-Class-Indicator







INTEGER ::= 245

id-RNSAPRelocationParameters






INTEGER ::= 247

id-RABParametersList








INTEGER ::= 248

id-Management-Based-MDT-Allowed






INTEGER ::= 249

id-HigherBitratesThan16MbpsFlag






INTEGER ::= 250

id-Trace-Collection-Entity-IP-Addess




INTEGER ::= 251

id-End-Of-CSFB










INTEGER ::= 252

id-Time-UE-StayedInCell-EnhancedGranularity



INTEGER ::= 253

id-Out-Of-UTRAN










INTEGER ::= 254

id-TraceRecordingSessionReference



INTEGER ::= 255

id-IMSI










INTEGER ::= 256

id-HO-Cause











INTEGER ::= 257

id-VoiceSupportMatchIndicator






INTEGER ::= 258

id-RSRVCC-HO-Indication








INTEGER ::= 259

id-RSRVCC-Information








INTEGER ::= 260

id-AnchorPLMN-ID









INTEGER ::= 261

id-Tunnel-Information-for-BBF






INTEGER ::= 262

id-Management-Based-MDT-PLMN-List





INTEGER ::= 263

id-SignallingBasedMDTPLMNList






INTEGER ::= 264

id-M4Report











INTEGER ::= 265

id-M5Report











INTEGER ::= 266

id-M6Report











INTEGER ::= 267

id-M7Report
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