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1
Introduction
At the last 3GPP meeting tdoc [5] started to look at suitable protocol stack over NG interface.

Although it is a bit premature to make the selection as said in tdoc [5] due to SA2 has not finalized the requirements, it is still good to look in advance at what are the available alternatives.

This paper investigates possible options and proposes to capture candidate protocol structures in the RAN3 TR for further evaluation.

2
Description of solutions
GTP-U 

GTP-U/UDP IP (TS29.281) is well known protocol already used over S1, X2, S5/8 LTE interfaces. This is illustrated below:
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Figure 1: GTP/UDP/IP protocol stack

The details of the GTP structure is shown below:
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Figure 2: GTPv1 Header
This protocol stack offers the following key characteristics:

	Feature
	GTP

	Message Type
	Yes. Enables path management and Error Indication.

	Length
	16-bit payload length

	Protocol multiplexer
	No: all packets of a given tunnel must be of same type

	payload Type
	One type only per tunnel need to be configured through NGAP if it is different than IP.

	Tunnel multiplexer
	Mandatory 32-bit TEID

	Sequence Number
	Optional 16-bit

	Checksum
	In UDP header

	QoS transport marking
	DSCP in outer IP header (TS 36.414)

	QoS 5G marking
	Needs specific extension (encapsulation) header  as per SA2 interim agreement (extension must be at least 4 octets long).

	Carried over
	UDP/IP port 2152

	End Marker in HO
	Message Type 254

	Transport overhead
	IP + UDP + GTP Hdr (20 bytes + IP header)

	U-plane possible without tunnelling
	No 

	NAT Traversal
	Yes if needed

	Applicability in SDN
	 Currently not supported in commercial deployments (e.g. would lead to double tunnelling).


Solution 2: GRE 

GRE/IP (RFC)  is well known Generic Routing Encapsulation protocol (GRE) has been specified in the IETF (RFC 2784, RFC 2890) and has been applied widely for tunnelling in the IP networks (ICT tech.) and mobile networks e.g. PMIP based S5/S8, 3GPP LWIP, 3GPP2. This is illustrated below:
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Figure 3: GRE/IP protocol stack

The details of the GRE structure is shown below:
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Figure 2: GRE Header

This protocol stack offers the following key characteristics:

	Feature
	GRE

	Message Type
	No but doable in Key field by dedicating 1 octet to replicate a “message type” of GTP. (standardization in 3GPP of the use of key field).

	Length
	In IP header

	Protocol multiplexer
	Yes: 16-bit payload identifier (Ethertype). Can support all of the IP, Ethernet, non-IP and unstructured types of payload foreseen by SA2 for NextGen system. 

	payload Type
	Supports any payload specified as Ether Protocol Type (e.g. can support Ethernet over GRE). GRE and Ethernet enable to reuse packet switching functionality available in switching hardware or as software (e.g. Open Virtual Switch). 

	Tunnel multiplexer
	Optional 32-bit Key: can be omitted if one tunnel per node (e.g. connectionless support) or included to signal e.g. one tunnel per session (connection oriented). Key field is set by the application.

	Sequence Number
	Optional 32 bit 

	Checksum
	Optional 

	QoS transport marking
	DSCP in outer IP header  

	QoS 5G marking
	Doable in GRE header by splitting the Key field in two and having a few bits for QoS marks and the rest for tunnel ID. Standardization in 3GPP.

	Carried over
	IPv4/IPv6 (IETF protocol number 47) 

	End Marker in HO
	No (could be done via message type)

	Transport overhead
	IP + GRE (4-16 bytes depending on fields used + IP header).

	U-plane possible without tunnelling
	Yes: GRE/IP/L2 can be removed from the protocol stack in some cases and then the remaining L2 can be carried over any underlying technology (MPLS-EVPN, VXLAN, ...); 

	NAT Traversal
	No. If needed , requires GRE over IPV6

	Applicability in SDN
	Supported in commercial deployments. Example as per RFC7637 NVGRE (Network Virtualization Using Generic Routing Encapsulation).


3
Conclusion and Proposal
This paper has given some insights of the key characteristics of some candidate options for the protocol stack over NG-U interface.

Proposal: It is proposed to start capturing these options as listed in this paper in a specific section (see annex A) in order to prepare for evaluation when SA2 has finalized their requirements.
Once SA2 has finalized their requirements in terms of needed tunnel granularity, definition of connectionless and connection-oriented modes, QoS model over NG3 interface, etc.. then RAN3 will be able to proceed with evaluation and comparison of the possible options.
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6.3.2.3
NG Interface Functions
NG-C interface supports following functions:

-
Interface management: procedures to manage the NG-C interface; 

-
UE context management
: procedures to manage the UE context between the RAN and CN;

-
UE mobility management: procedures to manage the UE mobility for connected mode between the RAN and CN; 

-
Transport of NAS messages: procedures to transfer NAS messages between the CN and UE;

-
Paging: procedures to enable the CN to generate Paging messages sent to the RAN and to allow the RAN to page the UE in RRC_IDLE state;

-
PDU Session Management (FFS): procedures to establish, manage and remove PDU sessions that are made of data flows carrying UP traffic.  

6.3.2.4
NG Interface Protocol Stacks for User Plane
6.3.2.4.1
Description of candidate solutions
This section presents description of possible protocol stack options for the user plane.
Solution 1: GTP-U/UDP/IP 

GTP-U/UDP IP (TS29.281)  is well known protocol already used over S1, X2, S5/8 LTE interfaces. This is illustrated below:
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Figure 6.3.2.4.1-1 GTP-U/UDP/IP Protocol stack
The details of the GTP-U structure is shown below:
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Figure 6.3.2.4.1-2: GTPv1 Header
This protocol stack based on GTP-U/UDP offers the following key characteristics:
	Feature
	GTP

	Message Type
	Yes. Enables path management and Error Indication.

	Length
	16-bit payload length

	Protocol multiplexer
	No: all packets of a given tunnel must be of same type

	payload Type
	One type only per tunnel need to be configured through NGAP if it is different than IP.

	Tunnel multiplexer
	Mandatory 32-bit TEID

	Sequence Number
	Optional 16-bit

	Checksum
	In UDP header

	QoS transport marking
	DSCP in outer IP header (TS 36.414)

	QoS 5G marking
	Needs specific extension (encapsulation) header  as per SA2 interim agreement (extension must be at least 4 octets long).

	Carried over
	UDP/IP port 2152

	End Marker in HO
	Message Type 254

	Transport overhead
	IP + UDP + GTP Hdr (20 bytes + IP header)

	U-plane possible without tunnelling
	No

	NAT Traversal
	Yes if needed

	Applicability in SDN
	Currently not supported in commercial deployments (e.g. would lead to double tunnelling).


Solution 2: GRE 

GRE/IP (RFC)  is well known Generic Routing Encapsulation protocol (GRE) has been specified in the IETF (RFC 2784, RFC 2890) and has been applied widely for tunneling in the IP networks (ICT tech.) and mobile networks e.g. PMIP based S5/S8, 3GPP LWIP, 3GPP2. This is illustrated below:
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Figure 6.3.2.4.1-3 GRE/IP Protocol stack
The details of the GRE structure is shown below:
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Figure 6.3.2.4.1-4: GRE Header

This protocol stack based on GRE offers the following key characteristics:

	Feature
	GRE

	Message Type
	No but doable in Key field by dedicating 1 octet to replicate a “message type” of GTP. (standardization in 3GPP of the use of key field).

	Length
	In IP header

	Protocol multiplexer
	Yes: 16-bit payload identifier (Ethertype). Can support all of the IP, Ethernet, non-IP and unstructured types of payload foreseen by SA2 for NextGen system.

	payload Type
	Supports any payload specified as Ether Protocol Type (e.g. can support Ethernet over GRE). GRE and Ethernet enable to reuse packet switching functionality available in switching hardware or as software (e.g. Open Virtual Switch).

	Tunnel multiplexer
	Optional 32-bit Key: can be omitted if one tunnel per node (e.g. connectionless support) or included to signal e.g. one tunnel per session (connection oriented). Key field is set by the application.

	Sequence Number
	Optional 32 bit

	Checksum
	Optional

	QoS transport marking
	DSCP in outer IP header

	QoS 5G marking
	Doable in GRE header by splitting the Key field in two and having a few bits for QoS marks and the rest for tunnel ID. Standardization in 3GPP.

	Carried over
	IPv4/IPv6 (IETF protocol number 47)

	End Marker in HO
	No (could be done via message type)

	Transport overhead
	IP + GRE (4-16 bytes depending on fields used + IP header).

	U-plane possible without tunnelling
	Yes: GRE/IP/L2 can be removed from the protocol stack in some cases and then the remaining L2 can be carried over any underlying technology (MPLS-EVPN, VXLAN, ...);

	NAT Traversal
	No. If needed , requires GRE over IPV6

	Applicability in SDN
	Supported in commercial deployments. Example as per RFC7637 NVGRE (Network Virtualization Using Generic Routing Encapsulation).
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