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Discussion
1 Introduction 
As the name implies, the intention of ANR is to minimise configuration effort of an operator especially for establishing relationship between neighbours. Given the billions of WiFi Access Points out there having relatively smaller coverage when compared to their LTE counterparts, ANR will play an important role in relieving operator from substantial configuration that is otherwise required, ANR will help an eNB identify its WiFi neighbour nodes through the neighbour relation table (NRT) creation, for providing better service to end customers. As [1] pointed out, ANR consists of WT TNL address lookup and subsequent establishment of Xw interface. Security and Scalability will be the utmost decision-making factors when working on solutions given the sheer size and non-operator deployed nature of access points that roughly work on the same ISM band. 
This paper discusses in terms of how to make ANR reliable and robust by considering a number of design factors.
2 Discussion
In Rel-13 LWA work, it may have been implied that neighbour relations are formed mainly using OAM as opposed to through RRC measurement reporting. Unlike in LTE case, there is a need for a UE and eNB to steer clear of those that do not belong to an Operator and that do not support LWA [3]. If this information is not there, the ANR will result in a tiring exercise for a UE as well as to an eNB. Hence, it is important to decide on what needs to be broadcast by an AP that supports LWA. The following is thus at least required to be broadcast by an AP [3]:

i) PLMN-ID

ii) LWA Support Indicator

It is hence important to decide whether LWA AP needs to have a Special behaviour in terms of what information it includes in its beacons. 

Observation 1: Including new Information in LWA AP beacons can minimise effort required by UE and eNB as part of ANR exercise.
Proposal 1: RAN2/RAN3 is respectfully requested to explore whether augmenting LWA AP beacons is possible through collaborating with IEEE 802.11 Standardisation bodies.  

With extra pieces of Information being included in AP beacons, a UE can now report only those relevant AP Identities (e.g., BSSID, HESSID, SSID) to an eNB for ANR purposes. Unlike in LTE, it is required for an eNB in LWA to first identify the mapping OR relationship between a detected AP ID and a WT ID and fetch corresponding TNL address of WT before it can establish Xw with a relevant WT. In order to deal with this, [4] and [5] presented different network-based and UE-based solutions after acknowledging the huge OAM effort being required on an operator unless this process is automated. 
A network-based solution is presented in [4] that requires each eNB to connect to an Info Service to figure out AP-WT relationship and subsequently to get TNL Address of the relevant WT. for this purpose, each eNB need to be capable of supporting FQDN functionality to trigger DNS-like query. Further connecting each eNB (more than 1 million in countries like China) to such an Info Service will not be scalable. In addition ensuring secure connection between each eNB and an Info Service after authentication can be expensive.  
Observation 2: Connecting each eNB (more than 1 million in big countries) to an Info Service can lead to huge OPEX/CAPEX to an operator.
In the light of this burden to any operator that wants to support LWA, this paper presents a UE-based as well as a network-based Solutions to deal with Scalability and security issues. 
2.1 Network-based Solution:

Although radio agnostic, an MME gets involved in disseminating TNL addresses of a target eNB in the LTE ANR process. This means that the initial LTE design is not really in favour of allowing an eNB to connect to a DNS-server functionality for the purpose of fetching a TNL address belonging to a detected neighbour. Although this can increase core network signalling, this mechanism ensures that E-UTRAN nodes contact a core node for retrieving information regarding another E-UTRAN node for scalability and security reasons. This need is paramount in the case of LWA because WiFi hotspots are not always mobile network operator (MNO) deployed – but may belong to a different Hotspot Operator (HSO) [4].    
Observation 3: Involving an MME in WT address discovery will make any Signalling-based Solution Scalable and Secure.



Accordingly, an MME gets involved in each TNL Address discovery and as a result there is no need to maintain connection between each eNB and an Info Service. This can relieve an MNO as upgrading an MME can be considered as a natural evolution and relatively easy and scalable when compared to connecting each eNB to an Info Service and upgrading each eNB with new functionalities. As shown in Fig. 1, eNB/MME Configuration Transfer messages can be augmented or completely new messages can be used for this purpose that can enable an eNB to inquire more than one BSSID, HESSID OR SSID and in return an MME supplies TNL addresses belonging to more than one WT. Further, each WT is an MNO controlled entity and hence, authenticating using MME is readily possible. Hence, MME involvement will ensure that an eNB does not connect to any arbitrary WT that is unknown to the network.
Proposal 2: RAN3 is respectfully requested to explore whether MME involvement in WT TNL Address discovery is paramount to ensure security and scalability. 
2.2 UE-based Solution:

In order to minimize LWA impact on LTE network, a UE-based solution that enables an eNB to get WT TNL Address can be helpful. A different UE-based solution that requires each UE to inquire an ANQP Server for the purpose of getting WT address is presented in [4]. It requires big effort and capabilities such as GAS for a UE to query an AP which has not been associated with. 

Observation 4: Querying an AP before getting associated by a UE cannot be really preferred.
As a natural evolution of the current ANR, each UE can be requested to incrementally gather details of an AP by an eNB. As part of this, an LWA AP may be configured to broadcast its WT relationship and WT TNL Address in a secure way with proper encryption in place. With a UE supplied WT TNL Address, an eNB can readily establish Xw with no need of connecting LTE network to any Info Service [4].
Pros:

· No major network impact hence, OPEX/CAPEX is less 

· Less OAM configuration
Cons:

· New UE behaviour.
· need to have secure mechanism in place for broadcasting WT details
Observation 5: A UE-based Solution is Simpler only if it can be made Secure.
Proposal 3: RAN3 is respectfully requested to analyse the pros and cons of the UE-based and the network-based in terms of cost, scalability and security and choose the right Solution.
3 Conclusion and proposals
This paper Analyses the need for fully scalable and secure WT TNL Address discovery and analyses two solutions in this regard. With its basic Analysis, it further makes the following Observations and proposals:
Observation 1: Including new Information in LWA AP beacons can minimise effort required by UE and eNB as part of ANR exercise.

Proposal 1: RAN2/RAN3 is respectfully requested to explore whether augmenting LWA AP beacons is possible through collaborating with IEEE 802.11 Standardisation bodies.
Observation 2: Connecting each eNB (more than 1 million in big countries) to an Info Service can lead to huge OPEX/CAPEX to an operator.

Observation 3: Involving an MME in WT address discovery will make any Signalling-based Solution Scalable and Secure.

Proposal 2: RAN3 is respectfully requested to explore whether MME involvement in WT TNL Address discovery is paramount to ensure security and scalability.

Observation 4: Querying an AP before getting associated by a UE cannot be really preferred.

Observation 5: A UE-based Solution is Simpler only if it can be made Secure.
Proposal 3: RAN3 is respectfully requested to analyse the pros and cons of the UE-based and the network-based in terms of cost, scalability and security and choose the right Solution.
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Fig. 1: Scalable WT TNL Address Discovery
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