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1. Introduction
In the eLWA WID [1], there is one objective on the ANR for enhanced LWA,
5. Automatic Neighbour Relation (ANR) for LWA e.g. for discovery of WLANs under eNB coverage (RAN3, RAN2)

This contribution initiates the discussion on the ANR feature for eLWA, and investigates the benefits brought from the ANR feature.
2. Discussion
2.1. Functions of eLWA ANR feature
For the ANR feature of enhanced LWA, in our opinion, two possible functions may be considered in the WI,
1) signalling based (i.e. not OAM based) mechanism for the WT TNL@ lookup, and consequently the support for automatic setup of Xw interface
2) discovery of the neighbour relationship between the eNB and WLAN APs 
The first function is very beneficial for the reduction of OPEX, similarly to the ANR in LTE network, while the benefit of the second function was not discussed in Rel-13, which would be investigated at section 2.3.
Proposal 1: The ANR feature of eLWA may support the two functions, i.e. the signalling based lookup of WT TNL@, and the discovery and building of NR between LTE and WLAN.
2.2. WT TNL@ lookup
2.2.1  Solutions proposed in Rel-13

Regarding the issue of TNL@ lookup of WT, some discussion had been performed in Rel-13, however there is no conclusion on the final solution. The contribution R3-152648 [2] provided two types of solutions, 
· Option 1 -  the eNB directly query the TNL of the WT from central info service

· Option 2 – the eNB indicates the UE to fetch the encrypted TNL of the WT by utilizing the GAS message procedure defined in 802.11 spec

For option 2, considering the security aspect, the public IP@ of a network node cannot be exposed to UEs, as thus the IP@ fetched by the UE is an encrypted one. In the procedure in contribution [2], the interaction with the CA server is necessary for the encryption of the IP@, also the transfer of eNB key and certificate is needed over the Uu interface, hence the complexity of this option is significant.
For option 1, it is not worried on security, but some kind of central information service needs to be deployed in LTE network and WLAN network, and the dynamic info synchronization between the two network are necessary, thus the OPEX is increased, contradictory with the intention of ANR feature for LWA.
2.2.2  Evolved solution
Nevertheless, we may combine these two options and attempt to obtain a simpler solution with lower cost. The pre-assumption is that the WLAN/Wifi module is integrated in the eNB, and then the eNB node could be taken as a normal WLAN station, similarly to the UE. 
Consequently, the eNB can establish the connection with the WLAN via the Wifi link, and fetch the IP@ from the WT utilizing the GAS messages as described in the above Option 2. Since the eNB is deployed and controlled by the MNO, i.e. a trustable device, the WT IP@ fetched by the eNB doesn’t needed to be encrypted, hence the interaction is neither necessary with the CA servers.
The detailed procedure of the evolved solution is illustrated in the figure below (assuming WLAN modules are integrated in the eNB).
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WT IP@ fetch and Xw automatic setup procedure

2) WLAN Association


· Step 0:  UE reports a MR including at least one WLAN ID which signal (RSSI) meets the configured condition;
· Step 1: the eNB finds that there is no available Xw interface with the WT node controlling the concerned BSS/AP, and the IP@ of the WT is missing;
· Step 2:  the eNB attempts to establish association with the reported WLAN AP;
· Step 3 and 4:  if the association is established successfully, the eNB initiates the GAS message (by using AQNP or Vendor Specific Element ID) to query the IP@, and the concerned WT returns its IP@ in the GAS response message;
· Step 5:  upon acquirement of the WT IP@, the eNB establishes the SCTP association with the concerned WT; 
· Step 6:  the eNB setups Xw interface with the concerned WT. 
It may be argued that in case the eNB is far from the AP reported by UE, the WLAN association might not be established successfully. In such case, the eNB may wait the measurement reports from other UEs and try other APs, until it establish WLAN connection successfully.
This method can be optimized further. For example, in order to prevent attempting connection with APs far away, the eNB can base the RSRP of the serving cell in the measurement report, and only if the RSRP exceeds a threshold (indicating the UE is nearby the eNB, hence the eNB might be adjacent to the AP), should the eNB attempt to establish WLAN connection with the AP included in the report.
Proposal 2: RAN3 discusses and evaluates the above evolved solution for decision.
2.3. Building and Usage of LTE-WLAN Neighbour Relations 
Upon the WLAN measurement report, the serving eNB could discover the WLAN APs locating within its coverage, and then build the WLAN Neighbour Relations. Consequently such WLAN Neighbour Relations might be used for the following purposes:

1)  assisting the eNB to build appropriate WLAN Mobility Set;

2)  assisting the WT to perform the BSS filtering if transferred to the WT via Xw;
2.3.1  Building mobility set

For the first aspect, the eNB could build the mobility set based on the WLAN NRs. For example, the eNB only selects appropriate WLAN IDs (maybe not each) contained in the WLAN NRT to generate the mobility set. The rationale is that, if one WLAN ID out of the WLAN NRT was included in the mobility set, while moving toward the AP identified by this WLAN ID, the UE would probably already move out of the coverage of current serving eNB, then an inter-eNB handover would be triggered before the WLAN mobility within the set. After handover, the new eNB would configure the UE with a new mobility set possibly very different from the original one. Thereby, it makes no sense to include into the mobility set one WLAN ID out of WLAN NRT, since it just increases the UE’s power exhausting (by monitoring signal of irrelevant WLAN ID), but without reducing any Uu signalling.
Observation 1:  The WLAN Neighbour Relations are beneficial and may be used to build the mobility set by the eNB.
Anyway, how to build the mobility set for UEs is implementation specific and dependent on the vendor’s private algorithm, which has no impact on specification.
Observation 2: Building mobility set based on the WLAN Neighbour Relations is implementation specific, without impact on specification.
2.3.2  BSSID filtering
It had been discussed in Rel-13 [3] that the WT should perform BSSID filtering when replying WLAN information to the peer eNB. However, so far there is no solution to address this issue, and such that this function can only be dependent on WT implementation. The WT may consider the geo-location information of LTE eNBs and WLAN APs while performing the BSSID filtering; however, such geo-location information demands the significant OAM configuration efforts resulting the increase of the OPEX.
Now, with the introduction of WLAN Neighbour Relations, the WT can easily make the BSSID filtering, hence the OAM configuration on the geo-location information may not be needed. Consequently, the OPEX can be reduced as per the objective of LWA ANR function.
It is a simple and natural means that the WLAN Neighbour Relations are transferred to the WT during the Xw Setup procedure, i.e. contained in the Xw Setup Request message.
Proposal 3: The discovered WLAN Neighbour Relations should be transferred to the WT during the Xw Setup procedure and used by the WT to perform BSSID filtering.
3. Proposals
In this contribution, we analyze and evaluate the functions of LWA ANR feature, and suggest the proposal as follows,
Proposal 1: The ANR feature of eLWA may support the two functions, i.e. the signalling based lookup of WT TNL@, and the discovery and building of NR between LTE and WLAN.
On the solution of signalling based WT TNL@ lookup
Proposal 2: RAN3 discusses and evaluates the solution provided in Sec 2.2 for decision.
And on the discovery and usage of WLAN NR

Observation 1:  The WLAN Neighbour Relations are beneficial and may be used to build the mobility set by the eNB.
Observation 2: Building mobility set based on the WLAN Neighbour Relations is implementation specific, without impact on specification.
Proposal 3: The discovered WLAN Neighbour Relations should be transferred to the WT during the Xw Setup procedure and used by the WT to perform BSSID filtering.
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Figure – WT IP@ fetch and Xw automatic setup procedure



