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1. Introduction
RAN#71 meeting approved a new WI on eLWA, including the following objective: “Automatic Neighbour Relation (ANR) for LWA e.g. for discovery of WLANs under eNB coverage (RAN3, RAN2)”.

Previously, RAN3 has discussed some ANR related aspects, mostly on WT TNL address discovery [2] and [3] and agreed on support for dynamic Xw setup procedure.
However, we believe that some gaps remain, which should be addressed in order to have a comprehensive ANR support for LWA. In the present contribution we attempt to look into these gaps.
Given the scope of this feature, it seems that the discussion should start in RAN3, however eventually to is likely to have RAN2 impacts (e.g. for measurements).
2. Discussion
LWA requires a fair amount of information that needs to be pre-provisioned in the eNB (presumably via OAM). The eNB needs to maintain a Neighbour Relation Table (conceptually similar to the one used for LTE ANR). The overall LWA ANR architecture might as well be very similar, if not identical, to LTE ANR as illustrated in the figure below:
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Figure 1: LWA ANR Architecture
Similar to the LTE ANR, the eNB manages a LWA Neighbor Relation Table (NRT), which may be illustrated as follows:
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Figure 2: LWA Neighbour Relation Table (NRT)
In the LWA context, the Target Cell Identifier (TCI) may be defined as WLAN BSSID.
Additionally, the LWA NRT may contain the following information:
1. WT ID
2. WT TNL address

3. WLAN AP(s) identifiers (SSIDs, BSSIDs and HESSIDs)

That is, every eNB supporting LWA must have an entry in the said NRT for every WT it is connected to. Moreover, the list of WLAN APs in this table should be limited to APs under eNB coverage, as WT may potentially control hundreds or even thousands of APs. As discussed in Rel-13, the WT may potentially do some WLAN identifiers filtering, to solve this problem, however such filtering will still be based on OAM configuration, which is what we are trying to avoid. As with LTE, the NRT can be populated either via OAM or using RRC measurement reporting, i.e. if ANR functionality is defined.
Whether additional entries in the LWA NRT are needed should be discussed further.

Observation 1: LWA operation requires substantial amount of information to be pre-provisioned in eNB and potentially in WT, which is a burden on operator that can be avoided.

Observation 2: for LWA, the eNB should maintain an NRT containing at least WTs it can connect to and for each WT a list of WLAN APs, connected to that WT and preferably only those which are under this eNB coverage. 
A conceptual stage-2 ANR procedure that can be used to populate the NRT is illustrated below.
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 Figure 3. ANR procedure to populate NRT 
1. The eNB configures WLAN measurements in the UE for ANR. Ideally, the measurements should be configured in such a way that UE can find only LWA-enabled WLAN APs and out of these only APs which belong to this operator. 

2. The UE scans for WLANs based on the configuration received in step 1.
3. Once the UE detects a WLAN AP, it uses ANQP signaling to detect which PLMN the AP belongs to. IEEE 802.11-2012 [4] defines (in section 8.4.4.11) a “3GPP Cellular Network ANQP-element”, which is a transparent container from 802.11 perspective. The content of the container is defined in 3GPP specification TS 24.302 [6]. This container contains the PLMN list. The UE, knowing its PLMN, may detect whether the AP belongs to the same PLMN. 

4. If the detected AP belongs to the same PLMN, the UE reports the BSSID (and/or other identifiers, e.g. HESSID and SSID) of this AP to the eNB.

5. The eNB constructs a DNS query using the WLAN AP identifier received from the UE and initiates a DNS query to resolve the Transport Network Layer (TNL) address of the WT. The DNS server responds with the TNL address of the WT.

6. The eNB initiates the Xw Setup procedure with the WT.
Once Xw is established, the WT sends the list of WLAN identifiers to the eNB in a Xw SETUP RESPONSE message.
2.1 Gap analysis
Our first observation is that there is currently no stage-2 description of LWA NRT (similar to the one described in TS 36.300 [5] in section 22.3.2a). Such description might be beneficial. 
Observation 3: there is no stage-2 description of ANR and NRT for LWA; such description might be beneficial.
Steps 1 and 2 are already supported in the form of WLAN measurements defined in Rel-13, however there are certain gaps that may not allow the usage of Rel-13 WLAN measurement framework as is to implement LWA ANR. 
The IE MeasObjectWLAN specifies the WLAN measurement configuration. It contains the IE WLAN-CarrierInfo which is used to identify WLANs the UE shall measure. These IEs are illustrated below:-- ASN1START

MeasObjectWLAN-r13 ::=
SEQUENCE {


carrierFreq-r13




CHOICE {



bandIndicatorListWLAN-r13

SEQUENCE (SIZE (1..maxWLAN-Bands-r13)) OF WLAN-BandIndicator-r13,


carrierInfoListWLAN-r13


SEQUENCE (SIZE (1..maxWLAN-CarrierInfo-r13)) OF WLAN-CarrierInfo-r13


}

OPTIONAL,
-- Need ON


wlan-ToAddModList-r13



WLAN-Id-List-r13


OPTIONAL,
-- Need ON


wlan-ToRemoveList-r13



WLAN-Id-List-r13


OPTIONAL,
-- Need ON


...

}

WLAN-BandIndicator-r13 ::=
ENUMERATED {band2dot4, band5, spare3, spare2, spare1, ...}

-- ASN1STOP

-- ASN1START

WLAN-CarrierInfo-r13 ::=

SEQUENCE {


operatingClass-r13

INTEGER (0..255)


OPTIONAL,
-- Need ON


countryCode-r13


ENUMERATED {unitedStates, europe, japan, global, ...}
OPTIONAL,
-- Need ON


channelNumbers-r13

WLAN-ChannelList-r13

OPTIONAL,
-- Need ON


...

}

WLAN-ChannelList-r13 ::=
SEQUENCE (SIZE (1..maxWLAN-Channels-r13)) OF WLAN-Channel-r13

WLAN-Channel-r13 ::=
INTEGER(0..255)

-- ASN1STOP

As one can see, the measurement configuration information is related to WLAN bands and channels. Since the eNB is unlikely to have this information during ANR procedure, the eNB may need to configure a measurement object corresponding to all WLAN bands and channels. This seems to be possible with the current framework.

Observation 4: for ANR, the eNB may need to configure a measurement object corresponding to all WLAN bands and channels; this seems to be possible with the current framework.
We would like to further point out that using such procedure, only WLAN APs which are under eNB coverage will be reported.
Gaps

Based on the above analysis, the following gaps in the ANR procedure have been identified:

1. No stage-2 description

2. It is not clear how to filter WLAN APs which do not belong to the operator 
3. It is not clear how to filter WLAN APs not supporting LWA

Observation 5: the following gaps in the ANR procedure are identified: a) no stage-2 description b) not clear how to filter WLAN APs which do not belong to the operator c) not clear how to filter WLAN APs not supporting LWA.

With regards to gaps 2) and 3), it is of course possible for the UE to report all APs it can detect and then for the eNB to attempt TNL address discovery, followed by the Xw establishment procedure. If either of these fail, the eNB would not know whether the AP does not support LWA or does not belong to the same operator. However, such an approach is far from ideal, as it would result in unnecessary signaling both on the air interface and in the network. 
Observation 6: it should be clarified how to filter WLAN APs so that only APs supporting LWA and only these which belong to the same operator are used.

The former might be achieved by using a separate SSID for LWA. Alternatively, a new signaling (e.g. in the transparent container defined in TS 24.302 [6]  can be used, which however will require CT1 work). For the latter, the usage of the transparent container defined in TS 24.302 [6] can be beneficial. 
Based on the above gap analysis we propose RAN2:

Proposal 1: to discuss whether to introduce a stage-2 procedure for LWA ANR.

Proposal 2: to discuss how to filter WLAN APs not belonging to the operator deploying LWA; in particular, whether transparent container defined in TS 24.302 [6] can be used for this purpose
Proposal 3: to discuss how to filter WLAN APs not supporting LWA; in particular, whether a separate SSID can be used for this purpose or whether new CT1 signaling is needed
If RAN2 decide to use a separate SSID, the measurement framework needs to be extended so that the eNB can configure WLAN measurements of specific SSID(s).

Observation 7: measurement framework may need to be extended so that the eNB can configure WLAN measurements of specific SSID(s).
3. Conclusions and Proposals
Observation 1: LWA operation requires substantial amount of information to be pre-provisioned in eNB and potentially in WT, which is a burden on operator that can be avoided.

Observation 2: for LWA, the eNB should maintain an NRT containing at least WTs it can connect to and for each WT a list of WLAN APs, connected to that WT and preferably only these which are under this eNB coverage. 

Observation 3: there is no stage-2 description of ANR and NRT for LWA; such description might be beneficial.

Observation 4: for ANR, the eNB may need to configure a measurement object corresponding to all WLAN bands and channels; this seems to be possible with the current framework.
Observation 5: the following gaps in the ANR procedure are identified: a) no stage-2 description b) not clear how to filter WLAN APs which do not belong to the operator c) not clear how to filter WLAN APs not supporting LWA.

Observation 6: it should be clarified how to filter WLAN APs so that only APs supporting LWA and only these which belong to the same operator are used.

Observation 7: measurement framework may need to be extended so that the eNB can configure WLAN measurements of specific SSID(s).
Proposal 1: to discuss whether to introduce a stage-2 procedure for LWA ANR.

Proposal 2: to discuss how to filter WLAN APs not belonging to the operator deploying LWA; in particular, whether transparent container defined in TS 24.302 [6] can be used for this purpose
Proposal 3: to discuss how to filter WLAN APs not supporting LWA; in particular, whether a separate SSID can be used for this purpose or whether new CT1 signaling is needed.
Depending on the outcome of the discussion, an LS to CT1 might be needed.
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