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1. 
Introduction

RAN3 has been discussing aspects of CN overload related to RAN sharing for some meetings, and has corresponded with SA2 [1] on this topic.

In this document, we consider the use cases that may require support, and a possible new solution is presented. However RAN3 still needs to make a judgement on whether a signalling solution is necessary.
2.
Potential Use Cases

We start by summarizing relevant use cases; these may not be exhaustive since a large number of these were discussed over several meetings in RAN3. Note also that we assume that there may still be a need for selective rejections of particular GUMMEI in the case of GWCN. It has been argued that such functionality does not anyway imply CN quotas, but could be used for example in case of overall MME overload (i.e. the actions could be selective, aimed at a particular PLMN, MMECs or even GUMMEI).
A. Rejection based on S-TMSI (with GWCN and with/without HeNB-GW)
The eNB can only reject RRC connections based on S-TMSI if it is aware that the MMEC is unique. In [1] it is stated that 

both GWCN deployments where a MME is identified by a dedicated MMEC per sharing PLMN and GWCN deployments where a MME is identified by a single MMEC for all sharing PLMNs are feasible in terms of system perspective 
The statement that there could be a single MMEC for all sharing PLMNs implies that today, it would not be possible for the eNB to apply rejections in general for GWCN without side information. In other words, even if the eNB received a GUMMEI (with overload message) and interpreted this correctly, it would still not be able to work based on RRC rejection.

The only way to handle this with current signalling would be to mandate that the MME must always signal all GUMMEI with the same MMEC when it uses a dedicated MMEC per sharing PLMN. In this way, the eNB would know that by receiving a single GUMMEI (when there are multiple GUMMEI with same MMEC) that the MMEC on its own should not be used to identify the traffic to be rejected.

A similar argument can be made for HeNBs behind a GW. The HeNB may indeed receive and interpret a GUMMEI with an overload message, but again it cannot be 100% sure without side information that the MMEC is unique (e.g. because there could be potentially be a GWCN behind the GW). Implementation could of course assume that the MMEC is unique, or otherwise the MME/GWCN needs to behave as in the above paragraph.
B. Release based on full GUMMEI (with GWCN and with/without HeNB-GW)
There are cases when the UE does not provide the S-TMSI and yet overload actions may be applicable e.g. TAU after moving out of TA list without MME change. In the case of GWCN, the problem here is that the eNB today will ignore the GUMMEI list in the overload message, and therefore act upon all UE requests pointing to the same MME. As with case A, the problem could also be solved if the eNB interpreted the GUMMEI list and acquired side information, OR the MME made it clear when all GUMMEI with the same MMEC are to be the subject of overload actions (by including all of these).

C. PLMN barring (with GWCN)

A similar problem occurs here. If an eNB wants to infer that a given PLMN should be barred based on overload messages, it could do so easily today with MOCN (i.e. if all MMEs of a given PLMN are overloaded). However with GWCN, not only would it have to interpret the GUMMEI list, but it would also need to understand whether all GUMMEI for a given PLMN are overloaded. Given the two scenarios in the SA2 LS, this again requires side information, or coordinated behaviour i.e. MME includes all potential GUMMEI for a given PLMN, even if some of them are unused (i.e. correspond to a MMEC which is exclusively assigned to another PLMN).
D. PLMN barring (behind HeNB-GW)

Again the problem here is that the HeNB is not aware of all the real operational GUMMEI (or MMECs for a given PLMN), in case of RAN sharing. Hence in general the HeNB may not be able to infer that PLMN barring should be applied even in the case of MOCN (again without side information).

2.1 Discussion

From above, it appears that all scenarios could be solved if

(a) The (H)eNB received and interpreted the GUMMEI list in the S1AP Overload message

(b) The MME (HeNB GW) behaved in a very specific and predictable manner when handling GWCN (MME), or RAN sharing (HeNB GW); OR side information is available to the (H)eNB.
So we could say that a potential solution for all scenarios just requires the (H)eNB to receive and interpret the GUMMEI list, and, as discussed before (and captured in the baseline CR), this also requires some procedural text changes which could even be seen as corrections. 

One problem with this approach is that the (H)eNB cannot in general be sure of the behaviour of the MME or HeNB-GW, hence it could be more robust to have a signalling solution which clearly indicates new behaviour. In fact, several signalling proposals have been made in the past, but typically they applied to a given problem scenario only. It might be interesting if an alternative signalling solution could be applied to all scenarios. 

Such a possible alternative solution consists of adding a 3 bit IE to the overload message as shown below in red:

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.2.1.1
	
	YES
	ignore

	Overload Response
	M
	
	9.2.3.19
	
	YES
	reject

	GUMMEI List
	
	0..1
	
	
	YES
	ignore

	>GUMMEI List Item
	
	1..<maxnoofMMECs>
	
	
	EACH
	ignore

	>>GUMMEI
	M
	
	9.2.3.9
	
	-
	

	Traffic Load Reduction Indication
	O
	
	9.2.3.36
	
	YES
	ignore

	GUMMEI Mask
	O
	
	BIT STRING (SIZE(3))
	Each position in the bitmap represents a GUMMEI field:

first bit = PLMN, second bit = MMEGI, third bit = MMEC. Value ‘1’ indicates that the respective field in the GUMMEI List Item IE should be taken into account when identifying the traffic to be reduced. Value ‘0’ indicates that the respective field should not be taken into account.
	YES
	reject


The first aspect of this solution is that the behaviour is no longer ambiguous, i.e. if the MME (HeNB-GW) sends this IE, the eNB no longer has to guess how to interpret the GUMMEI list. Equally if the eNB rejects the message, it is very clear to the MME (HeNB-GW) that the action is not being taken, which fixes any issues related to legacy implementations.
Considering how this IE can be used to address the issues outlined before:

Case A: MME in GWCN can set the PLMN bit in the mask to “0” (and possibly also the MMEGI, although not needed). This implicitly signals to the eNB that any UE matching the MMEC is the object of the overload action, so rejection is possible even in GWCN. If on the other hand, the MMECs are “shared”, the MME sets all bits to “1”. This can obviously also apply to HeNBs behind a GW (noting that a HeNB does not even know whether GWCN is being used or not).
Case B: Having a GUMMEI mask with criticality “reject” avoids the possible misuse of the information, and ensures that the node receiving the GUMMEI List IE will use it even if the mask consists of all “1s”.

Case C: If the MME in GWCN wishes to indicate that a PLMN is fully overloaded and suggest the use of barring, it can instead set the MMEC bit in the mask to “0” (and possibly also the MMEGI). The eNB now knows that the action applies to all GUMMEI for a given PLMN. 

Case D: If a HeNB-GW wishes to indicate that a PLMN is fully overloaded (even in MOCN), it can also set the MMEC bit in the mask to “0” (and possibly also the MMEGI).
3.
Conclusion

This contribution has revisited some of the overload use cases discussed during the RAN Sharing Enhancements Work Item.
The discussion has assumed that there is still a motivation for selective rejections of particular GUMMEI (or sets of GUMMEI) in the case of GWCN, and the analysis is of course dependent on this assumption.

In general it is found that all scenarios could be solved if

(a) The (H)eNB received and interpreted the GUMMEI list in the S1AP Overload message

(b) The MME (HeNB GW) behaved in a very specific and predictable manner when handling GWCN (MME), or RAN sharing (HeNB GW); OR side information is available to the (H)eNB.

An alternative solution is presented, which uses explicit signalling of a new IE, and does not rely on potential unknown or ambiguous behaviour. This solution appears to provide enough flexibility to cover all use cases. However RAN3 still needs to make a judgement on whether a signalling solution is necessary.
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