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1
Introduction
At RAN3#88 the scenario of inter MeNB handover without SeNB change was studied and it was identified that the target eNB2 should be given an identifier that uniquely identifies the DC context in the SeNB.

Two main solutions were requested to be investigated according to [1]:

· Support inter-MeNB handover without SeNB change and handover with SeNB addition. Investigate possibilities to extend the range of the UE X2AP ID as well as other possible solutions.
· Solution 1: eNB1 sends to eNB2 the pair (eNB1 ID, SeNB UE X2AP ID) so that the SeNB UE X2AP ID only needs to be unique for the eNB1-SeNB interface.

· Solution 2: eNB1 sends to eNB2 the SeNB UE X2AP ID only but with an extended range so that the SeNB UE X2AP ID is unique within the whole SeNB. 
This paper investigates these two solutions and how to implement them.
2 Discussion
Choice between solution 1 and solution 2

One drawback of solution 1 is that it is not aligned with the current TS 36.401. TS 36.401 from release 8 up to release 12 says that
· The old eNB UE X2AP ID is unique per X2 interface, 

· Furthermore the X2AP ID is also unique per eNB node. See section 6.2.1 of TS 36.401:
Old eNB UE X2AP ID:

An Old eNB UE X2AP ID shall be allocated so as to uniquely identify the UE over the X2 interface within a source eNB. When a target eNB receives an Old eNB UE X2AP ID it shall store it for the duration of the 
UE-associated logical X2-connection for this UE. Once known to a target eNB this IE is included in all UE associated X2-AP signalling. The Old eNB UE X2AP ID shall be unique within the eNB logical node.
It could be envisioned to remove the second requirement from TS 36.401 but this would clearly change architecture principles.

Also, considering RAN3 protocol principles, the connection ID was meant to be unique for the whole node from the beginning. We can find an evidence of this principle with the example of the S1AP Path Switch Request message which contains only the Source MME UE S1AP ID IE and not an indication of the previous eNB ID:

Direction: eNB ( MME.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.2.1.1
	
	YES
	reject

	eNB UE S1AP ID
	M
	
	9.2.3.4
	
	YES
	reject

	E-RAB To Be Switched in Downlink List
	
	1
	
	
	YES
	reject

	>E-RABs Switched in Downlink Item IEs
	
	1 .. <maxnoofE-RABs>
	
	
	EACH
	reject

	>>E-RAB ID 
	M
	
	9.2.1.2
	
	-
	

	>>Transport Layer address
	M
	
	9.2.2.1
	
	-
	

	>>GTP-TEID
	M
	
	9.2.2.2
	To deliver DL PDUs.
	-
	

	Source MME UE S1AP ID
	M
	
	9.2.3.3
	
	YES
	reject

	E-UTRAN CGI
	M
	
	9.2.1.38
	
	YES
	ignore

	TAI
	M
	
	9.2.3.16
	
	YES
	ignore

	UE Security Capabilities
	M
	
	9.2.1.40
	
	YES
	ignore

	CSG Id
	O
	
	9.2.1.62
	
	YES
	ignore

	Cell Access Mode
	O
	
	9.2.1.74
	
	YES
	ignore

	Source MME GUMMEI
	O
	
	9.2.3.9
	
	YES
	ignore

	CSG Membership Status
	O
	
	9.2.1.73
	
	YES
	ignore

	Tunnel Information for BBF
	O
	
	Tunnel Information 9.2.2.3
	Indicating HeNB’s Local IP Address assigned by the broadband access provider, UDP port Number.
	YES
	ignore

	LHN ID
	O
	
	9.2.1.92
	
	YES
	ignore


This means that the Source MME UE S1AP ID IE connection identifier allows the MME to retrieve the right connection context among all its S1 interfaces i.e. MME has allocated this connection identifier unique for the whole MME node and not only per S1 interface.

Using solution 1 would create a precedent and change RAN3 (TS 36.401) protocol principles.

Proposal 1: to follow RAN3 protocol principles, solution 2 (range extension) should be selected.

How to implement the range extension: 

One could think of two possible options to extend the X2AP ID:
· Option 1: Add a new UE X2AP IE in DC messages that identifies an X2 UE-associated signalling connection together with the existing UE X2AP IDs.

· Option 2: Add a new long range UE X2AP ID IE in DC messages which replaces the existing old eNB X2AP ID.

Option 2 is not backwards compatible because it can conflict with existing implementations.
In a distributed architecture, all X2 UE contexts may be distributed over several physical entities in the eNB (e.g. boards) and the principle of the old eNB X2AP ID is that it is allocated by the node that will use it to identify its X2 context in an incoming message. Existing implementations can thus use the old eNB UE X2AP ID to route such incoming messages to the right physical processing entity based on the received old eNB UE X2AP ID.
An example can be given with the existing TEID allocated by an eNB to identify a tunnel endpoint over either S1 or X2 interface.
An eNB has full freedom today to allocate a TEID value which is meaningful e.g. to route the incoming packet to the right physical processing entity corresponding to the context of the associated UE and bearer.

Over S1 interface, when a tunnel is setup between MME and eNB the eNB allocates a TEID which shall be used by the sender (SGW) of a packet pertaining to that tunnel.
Similarly when a tunnel is setup between eNB1 and eNB2 the eNB2 allocates a TEID which shall be used by eNB1 whenever sending a packet pertaining to that tunnel.

Proposal 2: range extension with option 1 (reuse existing IE) shall be selected for backwards compatibility reasons.

The current UE X2AP ID is 12 bits long (integer 4096). If a similar new IE is added with 12 bits long, this would mean 24 bits in total which should be enough address space of more than 16 millions connections.  
The new IE shall have criticality “reject” to make sure that an UE-associated signalling connection cannot be established between eNBs not comprehending the new IE.

And this new IE should be made extendable!

Proposal 3: add a new UE X2AP ID integer 4096 with criticality “reject” to complement existing IE.
The new IE shall be added in all DC+ messages i.e. all messages that can be involved in DC context as presented in the CR in [2].
Coexistence of the DC rel12 and DC rel13
In release 12, there are two “first message” capable of initiating a UE assoiated logical connection over an X2 interface: Handover Request and SeNB Addition Request. Creation of handover context and DC context are exclusif i.e. if the SeNB Addition Request includes an old X2AP ID already in use for an handover context, this is an error as per section 10 of TS 36.413. Said differently, handover and DC take X2AP IDs out of a  common pool. 

This principle allows an incoming Error Indication or SN Status Transfer to be clearly identified either for DC or for handover by looking at the included X2AP IDs.

This principle must be preserved in release 13.

The creation of a DC context with “extended X2AP ID” in the SeNB Addition Request shall not collide with an exsiting X2AP ID used either for handover context or for a release 12 DC.

In order to comply with section 10, an eNB2 would fail if detecting that a peer eNB1 has erroneously allocated an “extended X2AP ID” value equal to a “legacy X2AP ID” value.

An extension mechanism avoiding the overlap of range between extended X2AP ID values and legacy X2AP ID values would be cleaner. An example is given in [2].
Proposal 4: The extension mechanism shall preferably avoid the overlap of the range of extended X2AP IDs and the range of legacy X2AP IDs as presented in TS 36.423 CR in [2].

3 Conclusion 
This contribution has analysed the various alternatives to solve the inter MeNB handover optimization with respect to RAN3 protocol principles and backwards compatibility aspects and has come to the following proposals:

Proposal 1: to follow RAN3 protocol principles, solution 2 (range extension) should be selected.

Proposal 2: range extension with option 1 (reuse of exiting IE) shall be selected for backwards compatibility reasons.

Proposal 3: add a new UE X2AP ID integer 4096 with criticality “reject” to complement existing IE.

Proposal 4: The extension mechanism shall preferably avoid the overlap of the range of extended X2AP IDs and the range of legacy X2AP IDs as presented in TS36.423 CR in [2].  
It is finally proposed to agree the baseline CRs in [2] and [3] which reflect the above agreements.
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