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1 Introduction

IREG Packet is looking on how to guarantee data QoS handling in EPS networks and provide configuration recommendation into IR.88 to allow EPS Roaming agreement between operators.
During its analysis, IREG Packet has identified some inconsistency in ARP definition between Core and RAN specifications that may lead to implementation issues. IREG Packet is then kindly asking 3GPP subgroups to provide reasons on these choices and a way to ensure there will not be some issues in Roaming implementation.
2 Discussion

On one hand 3GPP TS 29.212 about Policy and Charging Control specification is taken as reference for the QoS parameter definition in other specification documents for CORE elements (S6a, GTPv2…) and states:
-----------------------------------------

5.3.45
Priority-Level AVP (All access types)
The Priority-Level AVP (AVP code 1046) is of type Unsigned 32. The AVP is used for deciding whether a bearer establishment or modification request can be accepted or needs to be rejected in case of resource limitations (typically used for admission control of GBR traffic). The AVP can also be used to decide which existing bearers to pre-empt during resource limitations. The priority level defines the relative importance of a resource request.

Values 1 to 15 are defined, with value 1 as the highest level of priority.

Values 1 to 8 should only be assigned for services that are authorized to receive prioritized treatment within an operator domain. Values 9 to 15 may be assigned to resources that are authorized by the home network and thus applicable when a UE is roaming.
5.3.46
Pre-emption-Capability AVP

The Pre-emption-Capability AVP (AVP code 1047) is of type Enumerated. If it is provided within the QoS-Information AVP, the AVP defines whether a service data flow can get resources that were already assigned to another service data flow with a lower priority level. If it is provided within the Default-EPS-Bearer-QoS AVP, the AVP defines whether the default bearer can get resources that were already assigned to another bearer with a lower priority level.
The following values are defined:

PRE-EMPTION_CAPABILITY_ENABLED (0)


This value indicates that the service data flow or bearer is allowed to get resources that were already assigned to another service data flow or bearer with a lower priority level.

PRE-EMPTION_CAPABILITY_DISABLED (1)


This value indicates that the service data flow or bearer is not allowed to get resources that were already assigned to another service data flow or bearer with a lower priority level. This is the default value applicable if this AVP is not supplied.

5.3.47
Pre-emption-Vulnerability AVP

The Pre-emption Vulnerability AVP (AVP code 1048) is of type Enumerated. If it is provided within the QoS-Information AVP, the AVP defines whether a service data flow can lose the resources assigned to it in order to admit a service data flow with higher priority level. If it is provided within the Default-EPS-Bearer-QoS AVP, the AVP defines whether the default bearer can lose the resources assigned to it in order to admit a pre-emption capable bearer with a higher priority level.
The following values are defined:

PRE-EMPTION_VULNERABILITY_ENABLED (0)


This value indicates that the resources assigned to the service data flow or bearer can be pre-empted and allocated to a service data flow or bearer with a higher priority level. This is the default value applicable if this AVP is not supplied.

PRE-EMPTION_VULNERABILITY_DISABLED (1)


This value indicates that the resources assigned to the service data flow or bearer shall not be pre-empted and allocated to a service data flow or bearer with a higher priority level.

-----------------------------------------

On the other hand 3GPP TS 36.413 about E-UTRAN specifications states:

-----------------------------------------

8.2.1.2
Successful Operation

(…)

The eNB shall establish or modify the resources according to the values of the Allocation and Retention Priority IE (priority level and pre-emption indicators) and the resource situation as follows:

-
The eNB shall consider the priority level of the requested E-RAB, when deciding on the resource allocation.

-
The priority levels and the pre-emption indicators may (individually or in combination) be used to determine whether the E-RAB setup has to be performed unconditionally and immediately. If the requested E-RAB is marked as “may trigger pre-emption” and the resource situation requires so, the eNB may trigger the pre-emption procedure which may then cause the forced release of a lower priority E-RAB which is marked as “pre-emptable”. Whilst the process and the extent of the pre-emption procedure are operator-dependent, the pre-emption indicators shall be treated as follows:

1.
The values of the last received Pre-emption Vulnerability IE and Priority Level IE shall prevail.

2.
If the Pre-emption Capability IE is set to “may trigger pre-emption”, then this allocation request may trigger the pre-emption procedure.

3.
If the Pre-emption Capability IE is set to “shall not trigger pre-emption”, then this allocation request shall not trigger the pre-emption procedure.

4.
If the Pre-emption Vulnerability IE is set to “pre-emptable”, then this E-RAB shall be included in the pre-emption process.

5.
If the Pre-emption Vulnerability IE is set to “not pre-emptable”, then this E-RAB shall not be included in the pre-emption process.

6.
If the Priority Level IE is set to “no priority” the given values for the Pre-emption Capability IE and Pre-emption Vulnerability IE shall not be considered. Instead the values “shall not trigger pre-emption” and “not pre-emptable” shall prevail.

9.2.1.60
Allocation and Retention Priority

This IE specifies the relative importance compared to other E-RABs for allocation and retention of the E-UTRAN Radio Access Bearer.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	Allocation/Retention Priority
	
	
	
	

	>Priority Level
	M
	
	INTEGER (0..15)
	Desc.: This IE should be understood as “priority of allocation and retention” (see TS 23.401 [11]).

Usage:

Value 15 means “no priority”.

Values between 1 and 14 are ordered in decreasing order of priority, i.e., 1 is the highest and 14 the lowest.

Value 0 shall be treated as a logical error if received.

	>Pre-emption Capability
	M
	
	ENUMERATED(shall not trigger pre-emption, may trigger pre-emption)
	Descr.: This IE indicates the pre-emption capability of the request on other E-RABs

Usage: 

The E-RAB shall not pre-empt other E-RABs or, the E-RAB may pre-empt other E-RABs

The Pre-emption Capability indicator applies to the allocation of resources for an E-RAB and as such it provides the trigger to the pre-emption procedures/processes of the eNB.

	>Pre-emption Vulnerability
	M
	
	ENUMERATED(not pre-emptable, pre-emptable)
	Desc.: This IE indicates the vulnerability of the E-RAB to preemption of other E-RABs.

Usage:

The E-RAB shall not be pre-empted by other E-RABs or the E-RAB may be pre-empted by other RABs.

Pre-emption Vulnerability indicator applies for the entire duration of the E-RAB, unless modified and as such indicates whether the E-RAB is a target of the pre-emption procedures/processes of the eNB.


-----------------------------------------

This leads IREG Packet to have 2 observations.
1. It is noticed that sentences highlighted in red show that coding of the PCI and PVI value is different in RAN and CORE part. “1” and “0” values have not the same meaning in both domain which can lead to implementation issues in network components.

2. It is important to see that sentences highlighted in blue show that PL 15 has not the same understanding in both domains.

· In CORE : it is the lowest priority value for a given bearer

· In RAN : it is a bearer with no priority on which one PCI and PVI values doesn’t apply.

In live networks, this may lead to have a bearer which is considered by core network as the lowest important not to be pre-empt in case of RAN congestion with corresponding QoS issues in case of network congestion.

3 Actions 
Working Group 3GPP CT3 and 3GPP RAN3 are kindly asked to analyse the situation and provide the reasons that lead to such behaviour.
IREG Packet would also appreciate if CT3 and/or RAN3 could consider modifying the current specifications to achieve alignment in order to avoid in live network QoS issues that would be linked to this situation.
IREG Packet would appreciate to be aware about any proposal of specification modification in order to be sure that the final specifications will be consistent with IR.88 document.


