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1 Introduction
At RAN2#86 meeting, RAN2 has decided that whenever the S-KeNB needs to changed, this can be done by using an RRC message built by SeNB combining release and add of SCG towards the UE.

The question remains however about which RAN3 X2AP procedure to use for that purpose. The scenarios of S-KeNB change can be partitioned in two categories:

· S-KeNB change initiated by SeNB: RAN3 agreed last meeting to use the SeNB Modification procedure according to [1].
· S-KeNB change initiated by MeNB: RAN3 still needs to decide which X2AP procedure to use?
This paper compares some alternatives for X2AP procedures.
2 Description
Whenever the MeNB needs to refresh the KeNB, a refresh of the S-KeNB is needed as well. The new S-KeNB and associated SCC is to be decided by the MeNB and then communicated to the SeNB. Upon receiving such a request the SeNB will do a release + add SCG building the combined RRC message as agreed by RAN2 towards the UE.

In that scenario, the procedure for the S-KeNB change is initiated by the MeNB. In that case there are both an intra-MeNB Handover and an intra-SeNB handover.

NOTE: It should be noted that other cases of MeNB triggered intra-SeNB change (with release/add of SCG in SeNB) are likely to be decided in the near future by RAN2 like the case of RLF in the SeNB. The conclusion of this paper would then apply as well to those additional scenarios.
The overall call flow for a MeNB initiated intra-SeNB change can be depicted as follows:


[image: image1.emf]UE MeNB SeNB

1. Intra SeNBchange (modification) request 

(RAN3 to decide on the message)

2. Intra SeNB change (modification) Request 

Acknowledge(RRC container for SeNB 

“release”+addition)

(RAN3 to decide on the message)

4. RRCConnectionReconfiguration (MCI+

RRC container for SeNB release+addition)

7. Random Access Procedure

7. Random Access Procedure

Apply new configuration.

Re-establish PDCP+new 

securitycontext

Re-establish RLC

Reset MAC

SeNB Reconfiguration Complete 


The question is to determine what is the appropriate X2AP procedure to be used at step 1/2.
There are two possible candidate solutions:

· Solution 1: reuse the SeNB Addition Request 

· Solution 2: reuse the SeNB Modification Request

Solution 1

Solution 1 seems the most straightforward because the intra-SeNB change requires to release the SCG and add it again. Since the first release operation could be indicated by one bit, most of the work is to add again a complete SeNB context and bearer configuration. The overall operation is therefore closer to a SeNB Addition Request.

However solution 1 means to send again all the SeNB bearer configuration to the SeNB which already knows it. This can be seen as quite redundant sending of information. Also one new IE would be needed in the message so that the SeNB can discriminate that SeNB Addition Request from a regular SeNB Addition Request which is used at the time of creation of first SeNB context.
The layout of the reuse of the SeNB Addition Request message corresponding to solution 1 is represented here-below. In particular at least one ERAB must always be added and the whole configuration as mandatory.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.2.13
	
	YES
	reject

	MeNB eNB UE X2AP ID
	M
	
	eNB UE X2AP ID

9.2.24
	Allocated at the MeNB
	YES
	reject

	UE Security Capabilities
	C-

ifSCGBearerOption
	
	9.2.29
	
	YES
	reject

	AS Security Information for DC
	C-

ifSCGBearerOption
	
	9.2.xx
	FFS
	YES
	reject

	SeNB UE Aggregate Maximum Bit Rate
	C-

ifSCGBearerOption (FFS for the split bearer option)
	
	UE Aggregate Maximum Bit Rate 
9.2.12
	The UE Aggregate Maximum Bitrate is spited into MeNB  UE Aggregate Maximum Bit Rate and SeNB  UE Aggregate Maximum Bit Rate which are enforced by MeNB and SeNB respectively.
	YES
	reject

	New IE
	O
	
	
	Enumerated (intra SCG change,...)
	–
	–

	E-RABs To Be Added List
	
	1
	
	
	–
	–

	>E-RABs To Be Added Item
	
	1 .. <maxnoof Bearers>
	
	
	EACH
	reject

	>>CHOICE Bearer Option
	M
	
	
	
	
	

	>>>SCG Bearer
	
	
	
	
	
	

	>>>>E-RAB ID
	M
	
	9.2.23
	
	–
	–

	>>>>E-RAB Level QoS Parameters
	M
	
	9.2.9
	Includes necessary QoS parameters
	–
	–

	>>>>DL Forwarding 
	O
	
	9.2.5
	
	–
	–

	>>>>S1 UL GTP Tunnel Endpoint
	M
	
	GTP Tunnel Endpoint 9.2.1
	SGW endpoint of the S1 transport bearer. For delivery of UL PDUs.
	–
	–

	>>>Split Bearer
	
	
	
	
	
	

	>>>>E-RAB ID
	M
	
	9.2.23
	
	–
	–

	>>>>E-RAB Level QoS Parameters
	M
	
	9.2.9
	Includes necessary QoS parameters
	–
	–

	>>>>MeNB GTP Tunnel Endpoint
	M
	
	GTP Tunnel Endpoint 9.2.1
	MeNB endpoint of the X2 transport bearer. For delivery of UL PDUs.
	–
	–

	MeNB to SeNB Container
	M
	
	OCTET STRING
	Includes the necessary RRC Information as specified for DC operation in TS 36.331 [9]
	YES
	reject


Solution 2
Handling the change of S-KeNB using the X2AP Modification Request procedure triggered by the MeNB could therefore be seen as more simple. Given the message can address a variety of changes, the message can be sent with only the security context.

Our understanding is that the change of S-KeNB necessarily entails a release + add of the SCG so that it not even needed with that solution 2 to add one bit or one new IE in the SeNB Modification Request message to indicate explicitly that the SeNB shall do a release and add of the SCG. 

The reuse of MeNB triggered Modification Request can thus be done without adding new IE and is thus fairly simple for that scenario as follows.

9.1.x.5
SENB MODIFICATION REQUEST

This message is sent by the MeNB to the SeNB to request the preparation to modify SeNB resources for a specific UE.

Direction: MeNB ( SeNB.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.2.13
	
	YES
	reject

	MeNB UE X2AP ID
	M
	
	eNB UE X2AP ID

9.2.24
	Allocated at the MeNB
	YES
	reject

	SeNB UE X2AP ID
	M
	
	eNB UE X2AP ID

9.2.24
	Allocated at the SeNB
	YES
	reject

	Cause
	M
	
	9.2.6
	
	YES
	ignore

	UE Context Information
	
	1
	
	
	YES
	reject

	>UE Security Capabilities
	O
	
	9.2.29
	
	–
	–

	>AS Security Information for DC
	O
	
	9.2.xx
	
	–
	–

	> SeNB UE Aggregate Maximum Bit Rate
	O
	
	UE Aggregate Maximum Bit Rate
9.2.12
	To be included if non-GBR E-RABs configured with the SCG bearer option
	–
	–

	MeNB to SeNB Container
	O
	
	OCTET STRING
	Includes the necessary RRC Information as specified for DC operation in TS 36.331 [9]
	YES
	ignore


	Range bound
	Explanation

	maxnoofBearers
	Maximum no. of E-RABs. Value is 256


3 Conclusion and Proposals 

Following RAN2 decision to use a combined release and add RRC message built by the SeNB for the MeNB triggered intra-SeNB change scenario (e.g. S-KeNB change following KeNB change), this paper has discussed which X2AP procedure and messages to use as a trigger and proposed to reuse the SeNB Modification Request procedure and not the SeNB Addition Request procedure.

If this way forward is agreed, it is captured in the TS36.300 CR in R3-141868.
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