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1   Introduction
This contribution evaluates the seven solutions for the IP address discovery and X2 Setup routing and starts the down-selection.
G1A: RNLid + registration with X2 setup request + X2GW(s) IP@ in eNB by configuration 

G1B: RNLid + registration with X2 setup request + X2GW(s) IP@ in eNB by TNL discovery 

G1C: RNLid + registration with new message + X2GW(s) IP@ in eNB by configuration 

G1D: RNLid + registration with new message + X2GW(s) IP@ in eNB by TNL discovery 

G2A: target node ip@ + TNL address discovery + X2GW(s) IP@ in eNB by configuration 

G2B: target node ip@ + TNL address discovery + X2GW(s) IP@ learnt by ipsec field of TNL discovery

G2C: target node ip@ + TNL address discovery + X2GW(s) IP@ learnt by new field added to TNL discover  

2   Discussion
2.1 Impact on O&M

In the endorsed comparison matrix [5], solution G1A, G1C and G2A has impact on O&M i.e. X2-GW IP addresses configured in eNBs. In LTE, the mechanism was defined to automatically find the neighbor and setup connection between peer eNBs with the ANR, eNB Configuration Transfer procedure and X2 Setup procedure. In case of large scale HeNB deployment, the O&M may not know the exact location of each HeNB. The neighbor relation between the HeNB and eNB is not clearly known by the O&M. This gives more burdens for operator configuration. Therefore, fallback to the O&M configuration should be avoided. 
For solution G1A and G2A, another problem exists: If eNB find a new neighbour cell in HeNB, the eNB don’t know the release of the peer HeNB. Even if it is a Rel-12 HeNB, it may not support X2 through X2 Proxy. Even if the eNB know the IP of X2 Proxy by configuration, the eNB still don’t know whether send X2 Setup to the node indicated by IP address get by TNL or to the initial configured node.
Proposal 1: Eliminate G1A, G1C and G2A.

2.2 Problem of G2B
HeNB send the IP of X2GW by ipsec field of TNL discovery. The eNB receive the MME Configuration Transfer message don’t know it is a real IP-Sec Transport Layer Address or an IP of a X2 Proxy. So the eNB don’t know where to send the X2 setup and whether new IP should be included.
Proposal 2: Eliminate G2B.

2.3 Comparison of the solution G1B, G1D and G2C
	
	G1-B
	G1-D
	G2-C

	X2-GW complexity
	Context (RNL id, IP @) + neighbouring Context for switch off case*

Routing with lookup table
	Context (RNL id, IP @) + neighbouring Context for switch off case*

Routing with lookup table
	neighbouring Context for switch off case *

Routing with IP@

	RNL/TNL Protocol layer separation
	Separation kept
	Separation kept
	Separation broken: IP addresses included at X2-AP layer

	Impact on eNBs/HeNBs
	- RNL id in X2 setup

- Need to differentiate new X2 Setup for registration
	- RNL id in X2 setup

- New Register message
	-  TNL id in X2 setup

-possible impact on multi-homing 

	Impact on specifications
	-TNL @ discovery enhanced with X2gw IP@
-Destination RNL-Id in X2 setup request
-behaviour change for X2 setup

- issue in specifying setup response
	-TNL @ discovery enhanced with X2gw IP@
-Destination RNL-Id in X2 setup request

-Registration procedure before X2 setup

	-TNL @ discovery enhanced with X2gw IP@
-Destination IP @ in X2 setup request



	Impact on O&M
	None
	None
	None

	Impact on IOT
	New X2 Setup to be tested 

+

Re-test existing X2 setup
	New Register message to be tested
	TNL @ in RNL to be tested

	Protection from HeNBs' on/off switches
	No impact on MME and eNB
	No impact on MME and eNB
	Impact MME and eNB:

TNL address discovery procedure to be run when HeNB IP@ changes

	Flexibility
	No particular architecture constraints
	No particular architecture constraints 
	No particular architecture constraints


For solution G1B, G1D and G2C, the important points were highlighted in the table.
To further decide which solution should be way forward, the following objectives should be keep in mind:
-
Priority should be given to minimize implementation impact on the eNB and HeNB, thus minimizing the standard impact.

Solution G1D request the HeNB even eNB register to a X2GW before X2 setup procedure. Currently, X2 setup is first application layer message between two eNBs. The following principle has been agreed [1]:
The purpose of the X2 Setup procedure is to exchange application level configuration data needed for two eNBs to interoperate correctly over the X2 interface. This procedure erases any existing application level configuration data in the two nodes and replaces it by the one received. This procedure also resets the X2 interface like a Reset procedure would do.
The principle was widely used over S1/X2/M2/M3. It should be not broken unless there are no other means to solve a problem. With solution G1D, the above principle will be broken. 

Proposal 3: Eliminate G1D.

Solution G1B and G2C should be carefully evaluated. Several issues should be discussed before concluding which solution is the best way forward, because those issues will have different impact on eNB/HeNB.

For G1B, when eNB/HeNB trigger X2 setup with X2GW?

For HeNB, it was agreed to configure X2-GW IP to the HeNB. So HeNB can trigger X2 Setup with the X2GW when HeNB is power on. Either way is that the HeNB only trigger X2 Setup to X2GW when HeNB found a first neighbour.
For eNB, once a new neighbour is found, the eNB use TNL procedure to get the IP of the HeNB and the X2GW if the HeNB support X2 through X2GW. If there is no X2 between the eNB and the Proxy, the eNB triggers X2 Setup.
If a HeNB found a new cell in eNB first, the HeNB send X2 Setup/eNB Configuration Update message with eNB ID to X2GW. X2GW don’t know the IP of eNB. 
Peer to peer or hop to hop?

According to the comparison table, the main issue for G2C that need to be discussed is multi-homing. The initial divergent point for X2-GW is hop to hop or peer to peer. For sake of progress, it was proposed to discuss TNL discovery and X2 setup first without touching the critical point. Multi-homing problem exist for peer to peer i.e. the X2GW receiving a X2AP will forward it according to the IP in the message. If hop to hop mechanism is used, there is no problem. The X2GW only need to know the neighbour relation according to the IP or ID in the message and to update the neighbour relation in the target accordingly. This can avoid the X2GW to analyse the neighbour relation to find the new neighbour relationship. The X2GW can use other available IP of the target eNB/HeNB if one is in failure state. 
Proposal 4: For peer discovery and X2 Setup, it was proposed to add target node IP to X2 Setup/eNB configuration Update message.

3   Conclusion
This contribution gave overall analysis on the peer discovery and X2 setup for supporting X2GW. Based on the comparison matrix endorsed at last meeting and some agreed principles, we propose to eliminate solution G1A, G1C, G2A, G2B and G1D. For solution G1B and G2C, the full solution to support X2GW should be analyzed. Based on the analysis, it was proposed to add target node IP to X2 Setup/eNB configuration Update message.
Proposal 1: Eliminate G1A, G1C and G2A.

Proposal 2: Eliminate G2B.

Proposal 3: Eliminate G1D.

Proposal 4: For peer discovery and X2 Setup, it was proposed to add target node IP to X2 Setup/eNB configuration Update message.
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