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Discussion
1 Introduction 
We have seen an attempt by 3GPP to finalise a solution to the combined problem of TNL Address discovery and X2 setup. As part of this, 7 Solutions have been agreed for further consideration. Before choosing any solution, it is better to split the TNL Address discovery and X2 setup as two separate research problems and analyse in terms of whether any selected solution is best from the perspectives of each. For instance G1-based solution in general is quite scalable from TNL Address discovery perspectives whereas G2-based solution is scalable from X2 Setup perspectives. The ultimate goal is to make a solution scalable from both perspectives. We perform this in stages and the objective of this paper is to see why G1-base solutions in general are scalable for TNL Address discovery.
2 Discussion

From the comparison matrix of [2], it may appear as if all solutions suffer similarly as each of them has only a few drawbacks. In fact a closer look at all solutions will reveal that a few solutions can cause serious problems if we are not careful. For instance G2-based solutions can easily become unmanageable by the network from the perspectives of TNL Address discovery due to the following reason:  
a) Large number of EUTRAN nodes (because of the Addition of HeNBs);
b) Each HeNB’s on/off behaviour. – each switched on peer may initiate the S1-based TNL Address discovery even when the discovered neighbours remain the same but have changed their TNL Addresses or whenever a completely new neighbour is discovered;
The S1-based TNL discovery worked fine in the past because either (a) or (b) has never been a problem. On the other hand, future network will contain large number of HeNBs that can easily outnumber in multiple folds the number of NBs/eNBs that a network used to possess. Given that in most HeNB residential deployment, IP addresses assigned tend to change after a power cycle due to scarce address space, any S1-based TNL Address discovery can easily strain an MME. Although each (H)eNB will discover only a few neighbours, such an attempt at a national level by each (H)eNB can lead to serious signalling traffic to the CN. In other words, although it is better to re-use an existing solution to a common problem, it is better not to blindly apply a similar solution to a completely different problem.
Observation 1: Any S1-based TNL Address discovery can cause serious CN traffic.
The current implied assumption is that G2-based solution relies on conventional S1-based TNL address discovery and hence are not scalable from TNL Address discovery perspectives. On the other hand, with G1-based solutions, an alternative TNL discovery is possible that does not rely on S1-based mechanism. The next subsection discusses this possibility.
2.1: Alternative TNL Address discovery:
Because of (a) and (b) above, it is better to localise the TNL Address discovery process. The additional new node that is going to be introduced in to the network can make this process simple and scalable. Hence, an X2-GW can acquire necessary information locally to help peer get each other’s TNL Address locally without having to strain the CN. This process can be made proactive or reactive. One way of achieving this in a very scalable and distributed way is to get each (H)eNB pre-register with its designated X2-GW(s). The aim is to get an X2-GW build a relationship between an RNL ID and a TNL Address of each (H)eNB that is configured to employ an X2-GW. 
2.1.1 Advantages of pre-Registration
Pre-registration by a (H)eNB with its designated X2-GW(s) has the following benefits:
i). X2-GW can know the identity of (H)eNBs that it needs to interact with and this is quite important from security perspectives;

ii). Enables an X2-GW to maintain a local mapping table to realise an alternative TNL Address discovery to minimise traffic to the CN/MME

iii). Different network segments may be behind an NAT and hence make use of local IP Addresses that are not globally unique – under such circumstance, getting a source to get a target TNL Address that belongs to a different network segment is of no use. Such a problem can be minimised with an X2-GW; 
iv). A target does not need to explicitly signal its designated X2-GW address(es) to a source in case a localised TNL address discovery is employed
v). It is easy for a source to check with its designated X2-GW(s) whether a discovered target can support an X2-GW or not.

2.1.2 Realising pre-Registration
In [1], we noted that although the advantage of pre-X2 Setup is very clear, such an attempt requires an immediate answer for the following two questions:

A. How a (H)eNB identifies in terms of which X2-GWs to pre-X2 Setup with; and,

B. What is the best procedure to use for such a pre-X2 Setup process

In relation to A, we proposed in [1] that in the same way HeNBs are pre-configured with X2-GW addresses, each eNB has to be preconfigured with the TNL addresses of each designated X2-GW. Such configuration is quite acceptable because of the following reasons:
· The number of eNBs that we have in the network is far less than the number of HeNBs. If such a configuration is accepted for HeNBs, it can be easily possible with eNBs

· X2-GWs are the belongings of an network operator that will deploy them in a very controlled manner – i.e., they are not arbitrarily deployed.
Hence, the following proposal is still valid:

Proposal 1: In the same way each HeNB is pre-configured with the IP Addresses of its designated X2-GW, each eNB can be pre-configured with the IP Addresses of its designated X2-GW(s).

Such an partial configuration has to be distinguished from a case where a source eNB is preconfigured with an information in terms of which X2-GW to employ in order to reach a given target – the latter is laborious and has to be avoided. In other words, each source eNB is required to learn the TNL Address of its target’s X2-GW through an Appropriate Signalling and not through pre-configuration.
Proposal 2: Any configuration to help a source decide in terms of which X2-GW to employ in order to reach a given target has to be avoided.

In addition, with regard to the question of whether an existing or new procedure/message has to be employed for such a pre-registration, we made the following proposal in [1]:

Proposal 3:  A New X2 procedure is needed to perform pre-X2 Setup from the (H)eNB to X2-GW
Such a new procedure/message is beneficial because of the following reasons:

i). Existing messages OR procedures have a well-defined reasons in terms of their usage – for instance X2 Setup message is the first one to be used on X2;

ii). Existing messages have IEs that are not required for pre-registration and hence are bulky;

iii). Some IEs of existing messages are mandatory – e.g., the Served Cell Information IE and an X2-GW does not operate any cell
3 Conclusion and proposals
This paper tried to treat the TNL address discovery and X2 setup separately and analyse different solution groups in terms of whether they can be scalable from the TNL Address discovery perspectives. Based on the findings, it makes the following Observation and proposals:
Observation 1: Any S1-based TNL Address discovery can cause serious CN traffic.
Proposal 1: In the same way each HeNB is pre-configured with the IP Addresses of its designated X2-GW, each eNB can be pre-configured with the IP Addresses of its designated X2-GW(s).

Proposal 2: Any configuration to help a source decide in terms of which X2-GW to employ in order to reach a given target has to be avoided.
Proposal 3: A new X2 procedure is needed to perform pre-X2 Setup from the (H)eNB to X2-GW.
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