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1
Introduction
The topic of relocation of CS and PS domain followed by failure of one domain’s relocation was discussed for a number of meetings in RAN3. In particular in [1] the case of relocation of an emergency service bearer, e.g. a CS emergency call, combined with failure of the PS domain relocation was presented.
This paper analyses the problem of CS and PS relocation when one domain relocation failure occurs. 
2
Problem Description
In [2] the following text is captured:
“The source RNC shall not trigger the execution of relocation of SRNS unless it has received a RELOCATION COMMAND message from all Iu signalling connections for which the Relocation Preparation procedure has been initiated, except for the case where the relocation is to a target CSG cell where the UE is a non-member of the target CSG, and where there is at least one of the RABs that has a particular ARP value (see TS 23.060 [21]).”

And also:

“The target RNC shall generate and send RELOCATION REQUEST ACKNOWLEDGE messages only after all expected RELOCATION REQUEST messages are received and analysed, except for the case where the relocation is to a target CSG cell where the UE is a non-member of the target CSG, and where there is at least one of the RABs that has a particular ARP value (see TS 23.060 [21]).”

The text above prevents a source RNC to execute relocation in case the relocation resource allocation of one of the two relocated domains does not succeed. The text quoted also prevents relocation to succeed in case the target RNC does not receive both RELOCATION REQUEST messages. Namely, in cases where one of the RELOCAITON REQUEST message could either not be generated by target CN or could not be received by target RAN.

The only case in which the relocation can be executed, even if one domain fails or one request is not received, is when a RAB with special ARP, e.g. an emergency call RAB, is relocated into a closed CSG cell for which the UE has Membership Status equal to “non member”. 
The latter exception was accepted because the potentially high number of closed CSG cells could pose a threat to continuity of emergency calls. However, accepting single domain relocation when the other domain fails presents drawbacks for any type of target (CSG or any other cell). Such drawbacks will be explained below.
In [3] a procedural text correction was proposed, which lifted the requirements on relocation failures for cases where one domain relocation fails and/or the target RNC does not receive all the RELOCAITON REQUEST messages.
In Figure 1 an example of relocation for both CS and PS with change of SGSN and MSC is shown. The figure shows the case in which the requirements currently present on relocation failure for cases of PS and CS handovers are lifter, as per proposals in [3]. In this example the UE does not have an active PDP context in the target domain. This could be a typical example of relocation across different operators’ domains, for instance in cases where operators share the RAN but not the CN. In this figure the relocation preparation procedures for the CS bearers, comprising messages 1 to 6, succeed. Note that messages 4, 5 and 6 are sent immediately after reception of the RELOCATION REQUEST in message 3 because we are assuming that the target RNC does not have to wait for both RELOCATION REQUEST messages to be received before replying. 
Following successful relocation preparation the UE is de-registered from the previous (source) location and it is registered to the new (target) location (message 7, 8, 9 and 11, as per TS23.060). Message 10 (including the request and response for convenience) allows for transfer of user’s information and MM context.
In message 12 to 15 the relocation preparation of the PS domain fails due to, e.g. the fact the UE is not allowed in the target PS domain. This could happen if neighbouring operators do not have roaming agreements for PS services. 

Let us assume that, although the PS domain handover preparation failed, the UE is still relocated to the target CS domain (message 16 and 17).

Once the UE moves to idle, it will attempt a Routing Area Update in the target PS domain. However, this will not be successful because the UE does not have access rights in that domain (message 18 and 19).

As a consequence, the UE cannot be de-registered in the source PS location and registered in the target PS location. The latter implies that the UE is registered in the source PS domain, where the UE will eventually be paged. However, the state machine in the UE is no longer PS attached as the UE was handed over to a new CS domain and the PS relocation failed. 
The result is that it will no longer be possible to page the UE, despite the network believes the UE is still PS registered in the source domain. 

The mismatch between the network and UE state machines will last until the “Mobile Reachable Timer” (i.e. timer between periodic RUA procedures) expires in the source SGSN. After this timer, the source SGSN will set the Paging Procedure Flag (PPF) to “false” and after yet another preset timer, it will perform an implicit detach of the UE from the source PS domain (see TS 23.060 section 6.1.1.2). It has to be noted that the time until implicit detach is implementation specific but it is likely to last in the order of several tens of minutes or hours.
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Figure 1: Example of single domain failure during CS+PS handover for cases where single domain relocations are completed successfully
It has to be highlighted that if the PS domain relocation preparation failed because of, e.g. call admission control reasons (e.g. not enough resources in target RAN to admit the PS bearers), the routing area update procedure would succeed and the UE would de-register from source and register to taregt PS domain.
Therefore some of the problems that might occur in case the source or target RNC allows single domain relocation to go ahead even if the other domain failed are:

1) Mismatch of domain attachment state machine between CN and UE

2) Unreachable UEs

3) Lack of understanding of why the UE is unreachable 

4) Lack of statistics for possible future optimisation (e.g. retaining the UE in source RAN as much as possible)  
3
Proposed Solution
In order to mitigate the problem described above a change in the RNC behaviour is needed. 
Firstly, the behaviour of the target RNC would have to be modified in order to allow a single domain relocation resource allocation to complete even if not all the RELOCAITON REQUESTS are received.

Further, it would be opportune to have visibility at the source RNC of whether the partially failed relocation could result in not being able to trace the UE. Namely, it would be beneficial to know whether the relocation preparation for the failed domain is purely due to issues at the target RNC or whether it is due to lack of UE’s access rights to the target domain (i.e. rejection at target CN) or due to problems at target CN preventing the other domain to relocate successfully.

By knowing this information the following could be achieved:

1) Source RNC may be configured with an operator specific policy for cancelling/allowing handovers that may cause loss of UE traceability (i.e. the operator can choose whether to allow single domain relocations at the price of loosing the UE for a certain time duration)
2) It may be possible to collect statistics on domain relocation preparation failures, by which it is possible to detect the root cause of unreachable UE events

3) It might be possible to optimise mobility parameters in source RNC in an attempt to retain the UE in source domain as much as possible
4) In the future it would be possible to extend the solution to allow source CN domain to automatically detach the UE even if relocation in that domain failed to complete successfully

A way to inform source RNC of whether the single domain failure may or may not cause loss of UE traceability could be to add a new IE in the RELOCATION FAILURE and RELOCATION PREPARATION FAILURE messages. This new IE may indicate whether completing relocation only for one domain may result in loss of UE traceability. 
An example of how this could be realized is shown in Figure 2. In this figure the same assumption made in Figure 1 on target RNC behaviour in Figure 1 are taken, i.e. target RNC allows completion of relocation resource allocation even if not all RELOCAITON REQUEST messages are received. In the figure the relocation preparation for the CS domain is successful (messages 1 to 6). On the contrary, the relocation preparation for the PS domain is not successful and it is rejected by the target RNC due to e.g. CAC failure. In this case the target RNC can set a new IE indicating that the single domain handover is possible to “true”. 
On the basis of the information provided by the target RNC the source RNC can take an educated decision (e.g. based on preset policies) on whether to continue with completion of single domain relocation or whether to cancel the relocation procedure.
In the figure, the source RNC decides to continue with relocation of CS domain only (messages 13 and 14). However, the decision does not result in loss of UE traceability because the UE will succeed in the RAU procedure after moving to Idle (messages 15 and 16).
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Figure 2: Example of possible single domain indication to source RAN
It should be noticed that if the PS domain relocation is failed at target SGSN, e.g. because the UE has no access rights to the target domain, then the target SGSN may set the new IE to “false”, indicating that a single domain relocation will incur in the consequences described in Section 2. 
With this new information at hand the operator would have the capability of deciding which policy to adopt in cases of CS+PS relocation where one domain relocation preparation fails and it will be able to have visibility over the events that might cause loss of UE traceability and eventually take actions to optimise such cases.
4
Conclusion
In this contribution the problems associated with CS+PC relocation where the relocation preparation of one domain does not complete successfully are described.

From the discussion it is possible to deduce that a change to the current specifications similar to what proposed in [3]. which allows the source RNC to complete relocation only for the domain where relocation preparation was successful, would not be sufficient and would incur in a mismatch of the domain attachment state machine in UE and CN, with consequent loss of UE traceability.

The paper proposes a possible way forward that would give control over whether to allow or not allow single domain relocations incurring in loss of UE traceability. The proposed way forward offers also possibilities for eliminating the state machine mismatch.  

Proposal: it is proposed to accept the solution described in section 3 as baseline for further discussion.
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