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1   Introduction 
Last RAN3 meeting agreed the comparison matrix ([1]). This contribution summarizes the comparison and proposes a way forward. 
2   Detailed analysis
2.1   Co-deployment and Deployment flexibility
The operator may deploy Rel-10 HeNB, Rel-11 HeNB, and Rel-12 HeNB. The selected solution should not cause negative impact to legacy (H)eNBs that do not support X2-GW. In Solution G2B, when a Rel-10 HeNB initiates the TNL adr discovery towards a Rel-12 HeNB that supports X2-GW, the reply includes the X2-GW’s IP adr in IPsec field. This can cause problem to the Rel-10 HeNB. For example, when both IPsec IP adr and GTP IP adr are included, current spec requires the Rel-10 HeNB to treat GTP traffic conveyed within an IP-Sec tunnel terminated at the IP-Sec tunnel end point given in by the IP-Sec Transport Layer Address IE, which is the X2-GW.
In addition, as agreed early, the X2-GW is a logical entity which should be de-coupled from S1-GW to allow flexible deployment. For similar reason, the selected solution should not mandate the physical location of the X2-GW, i.e. collocated with a specific entity. So any solution requiring the specific physical location of the X2-GW should not be selected. 
Proposal 1: The selected solution should not mandate the physical location of X2-GW. Eliminate Solution G2B. 
2.2   OAM
The purpose to introduce X2-GW is to address the scalability issue due to large scale HeNB deployment. When operator deploys large scale HeNB, it is a real drawback if the solution requires the configuration per HeNB. Considering the standardized effort in other area to relief the operator’s OAM effort, the selected solution should minimize the OAM effort. 
Proposal 2: The selected solution should minimize the OAM effort. Eliminate Solution G1A, G1C and G2A

2.3   TNL ID vs. RNL ID 
Even the RNL-ID based approach requires the (H)eNB to first register with the X2-GW, but it also have other benefit than the RNL-ID based approach:
· Multi-homing

The multi-homing is a key feature offered by SCTP. Multi-homing feature can be exploited to handle the communication network failure without the intervention of application layer. The TNL ID based approach might cause problem for multi-homing. The IP adr included in the X2 msg forces the X2-GW to use a specific path of the SCTP association which might be not operable when forward the X2 msg to target (H)eNB. The message needs to wait for a timer-out before re-transmitting via another path of the same SCTP association. The TNL adr based routing overrides the multi-homing function in the transportation layer.    
· Protection from HeNBs' on/off switches
When a HeNB power off, then power on again, the HeNB may only change its IP adr. Other parameters, e.g. PCI, ECGI, etc. may not be changed. In TNL ID based approach, the eNB does not know the HeNB has changed IP adr, until the X2-GW informs it after the X2-GW detects the SCTP with HeNB’s previous IP adr breaks. If the eNB initiates any X2 procedure towards the HeNB before it receives the indication from X2-GW, those X2 msgs will not be able to send to target HeNB. This not only wastes the X2 signalling, but may also cause bad user experience. For example, if the X2 procedure is for the HO, the UE may be disconnected due to the X2 HO failure. While in RNL based approach, the HeNB register with the X2-GW after it power-up. The X2-GW can immediately use the HeNB’s new IP adr. The X2-GW can hide the HeNB’s change of IP address from the eNB, and avoid the TNL adr discovery thanks to the RNL ID based routing. 
· Layer separation
The RNL based solution keeps the separation of TNL and RNL. The routing of the X2AP msg is performed in the RNL layer using RNL ID. 
In considering above aspects, using RNL ID based approach is preferred. 
Proposal 3: eliminate solution G2C

2.4   Registration method

The Registration may be implemented via X2 Setup procedure, or a new X2 procedure. Reusing X2 procedure can avoid the introduction of new X2 procedure. But the HeNB power off issue ([2]) requires a new X2 procedure. There is some commonality between the registration procedure, and the power off procedure:

· Registration procedure: It is used to inform the target node (i.e. X2-GW) about the availability of the sending node. The sending node is identified by its eNB ID.

· Power off: the procedure is to inform the target node (i.e. eNB) about the unavailability of a neighboring node. The neighboring node is identified by its eNB ID. 

We need to analyze whether it is possible to introduce one new X2 procedure to serve both purposes. 

Proposal 4: The selection of the Registration procedure need to be discussed together with the HeNB power off issue. It is preferred to adopt a new X2 procedure if it can serve the Registration, and address the HeNB power off issue.
3   Conclusion and Proposals
This contribution analyzed the solutions for IP adr discovery and X2 setup. Our proposals are:
Proposal 1: The selected solution should not mandate the physical location of X2-GW. Eliminate solution G2B. 
Proposal 2: The selected solution should minimize the OAM effort. Eliminate Solution G1A, G1C and G2A

Proposal 3: eliminate solution G2C

Proposal 4: The selection of the Registration procedure need to be discussed together with the HeNB power off issue. It is preferred to adopt a new X2 procedure if it can serve the Registration, and address the HeNB power off issue.
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