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1 Introduction
As agreed during RAN3#79bis, it is beneficial to 

· describe how the agreed solution for CELL_FACH, CELL_PCH and URA_PCH mobility support between HNBs and between HNB and RNC works;
· collect the questions/answers exchanged among the relevant companies during the finalization of the related Stage 2/3 CRs.

2 Description of the agreed solution
The agreed solution for CELL_FACH, CELL_PCH, URA_PCH is Solution 1e of Sections 6.1.1.2.2 and 6.1.1.2.3 of TR 37.803 [1]. For the reader convenience, the description of the solution is reported here:
Excerpt from TR 37.803
6.1.1.2.2
Target acquiring UE context from the source HNB

The solutions listed below do not consider access control/membership aspect that would be necessary in case of Inter –CSG mobility since access control/membership aspect are discussed within the scope of mobility in CELL DCH state. It is assumed that the framework for access control/membership aspect agreed for Cell DCH Mobility would be adopted for CELL FACH mobility scenario also.
[…]
Solution 1e: S-RNTI prefix based solution

U-RNTI is formed by a 12 bit long RNC-ID followed by a 20 bit long S-RNTI.

The first n bits of the S-RNTI can carry a unique Identifier to identify the HNB within a specific area (in terms of macro-cell). We will call such first n bits S-RNTI-prefix and it will occupy a flexible space in the 20 bit long S-RNTI, up to, e.g.   9 bits. This would imply that we assume a maximum number of HNBs under the HNB-GW of 512 (i.e., 2^9) and at maximum number of S-RNTIs needed per every HNB equal to 2048 (i.e. 2^11).

These S-RNTI prefixes are assigned by the HNB-GW in a unique way to every HNB under its control. In order to maximize the reuse of U-RNTI, the solution can take into account information such like the macro-cell identifier in HNB-Registration message.

The HNB-GW shall assign the S-RNTI Prefix for this HNB considering the uniqueness of the Prefix within the best-macro-cell area and optionally the HNB capacity.

Note: the description of solution 1e includes a basic and an optimized version. The optimized version takes into account macro-cell identifiers and HNB capacities. This guarantees a maximum reuse of U-RNTIs. However, in case of scenarios in which the optimized version of the solution turns out to be too complex or fails to find a feasible S-RNTI assignment, it can always fall back to the basic version of the solution that works without any macro-cell identifiers/HNB capabilities.

HNB Registration

The HNB-GW should take care of assigning the unique S-RNTI-prefix within the macro-cell area and may consider the HNB capacity.

Figure 6.1.1.2.2.10 depicts the message flow for the S-RNTI prefixes assignment by the HNB-GW during HNB Registration. Notice that Figure reports also the steps necessary for additional mapping allowing S-RNTI prefixes reuse.
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Figure 6.1.1.2.2.10: Solution 1e, S-RNTI prefixes assignment at HNB registration

Cell update HNB to HNB

In case of femto to femto mobility, the HNBAP HNB Configuration Transfer will also provide the S-RNTI prefix along with other IP-Address details of the neighbour HNB.

Note: In order to support URA_PCH, the HNB-GW should also consider the uniqueness of prefix within the HNBs of same URA/overlapping URAs and, in addition, consider uniqueness if HNBs share the same macro cell coverage. With such solution, even though the URA Update is received after the UE moves across multiple HNBs or towards a macro cell, the source can be identified based on the prefix.
The target HNB obtains the S-RNTI prefix from the first n bits of the S-RNTI parto of  U-RNTI included in the Cell Update message. At this point, the target HNB can retrieve the context by routing the message towards the proper source HNB(see Steps 3 and 4 of Figure 6.1.1.2.2.11).

Note: If the Reselection is Inter-CSG, the Target HNB will have to trigger an Access Control procedure towards the CN.

Figure 6.1.1.2.2.11 below reports the message flow in case of CELL_FACH mobility across HNBs.
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Figure 6.1.1.2.2.11: Solution 1e, Cell Update towards other HNB

Notice that, in case there is no Iurh interface instance previously established between the target HNB and the source HNB, the target HNB can ask to establish it via the HNB-GW. Such case is described in Figure 6.1.1.2.2.11b.

Note: Alternatively the configuration transfer could include S-RNTI prefix info of all enterprise neighbours instead of only the HNB reported neighbours. This will allow the HNB to route directly based on prefix for all deployed HNBs, instead of querying the HNB-GW at the time of forwarding the Cell-FACH message, and the message flow in Figure 6.1.1.2.2.11b would not be executed.
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Figure 6.1.1.2.2.11b: Solution 1e, Cell Update towards other HNB with whom no Iurh interface instance was previously established

Cell update HNB to Macro

Finally, in case of femto to macro mobility, if the Cell Update message contains S-RNTI corresponding to the HNB-GW, then the Iurh message which forwards the Cell Update from the RNC to the HNB-GW should also include the macro-cell-id from which the cell-update is received. The HNB-GW will then use the S-RNTI-prefix (first n bits of the S-RNTI part of the U-RNTI included in the Cell Update message from the RNC) and the macro-cell-id to find the proper source HNB to route the message to. At this point the source HNB and the (target) RNC can exchange the UE Context by means of the SRNS Relocation procedure.

The procedure then ends with the RNC sending a Cell Update Confirm to the UE.

Note: In order to support URA_PCH, the S-RNTI prefix uniqueness needs to consider multiple macro-cells under the same URA/overlapping URAs. The mapping between macro cells and their URAs is done via OAM configuration.

The message flow of the femto to macro CELL_FACH mobility scenario for solution 1d is reported in Figure 6.1.1.2.2.12.
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Figure 6.1.1.2.2.12: Solution 1e, Cell Update towards macro NB
6.1.1.2.3
Support for mixed HNB releases

Solution 1 Using extended RNC-ID

To allow for a mixed deployment of HNBs supporting central U-RNTI management and HNBs not supporting central U-RNTI management, the HNB-GW should assign an extended RNC-ID to those HNBs not supporting central management of U-RNTIs during the HNB Registration process. According to TS 25.469 clause 9.2.26 the RNC-ID could either be of traditional 12bits length or of 16 bits length (“extended RNC-ID”). The assignment of the extended RNC-ID should be done in a way to ensure that bits 1 up to 12 are identical with the RNC-ID assigned to HNBs supporting central management of U-RNTI values. In this way, bits 13 up to 16 of a specific extended RNC-ID may form a numbering space indicating that the corresponding U-RNTI was assigned by a HNB not supporting central management of U-RNTIs.

Note, that all HNBs served by the same HNB-GW share the same RNC-ID considering bits 1 to 12 only. This ensures that all HNBs served by one HNB-GW are seen as one single RNC from the Core Network or an Iur-connected macro RNC, based on the assumption that the RNC-ID known to the CN node or Iur connected macro RNCs is a 12 bit identifier.

The HNB-GW procedure assigning centrally managed U-RNTI values does not provide U-RNTI values that might be confused with those not centrally managed. In this way, the U-RNTIs allocated by HNBs not supporting central U-RNTI management are distinguishable from U-RNTIs allocated for UEs served by HNBs supporting central U-RNTI management.

The HNB-GW’s awareness of the HNBs’ support of U-RNTI management may be either based on the HNB identity or on the presence of information during HNB Registration.
End of excerpt from TR 37.803
3 Questions addressed during finalization of Stage 2/3 CRs
The questions and related answers addressed during the finalization of the Stage 2 and Stage 3 CRs are listed below.

Q1. What sort of information needs the HNB to provide to the HNB-GW in order to allow the planning of S-RNTI prefixes?
A: The HNB can provide to the HNB-GW, e.g., the identifiers of four macro neighbours, URA identity, HNB-GW group identity. These pieces of information would allow the HNB-GW to provide the HNBs with S-RNTI-prefixes that are unique within the HNB-GW area or within the areas given by the overlapping of the HNB-GW area and its macro neighbours (the latter allowing re-using the same S-RNTI-prefixes for different HNBs under the same HNB-GW).
Q2. Could you clarify what a HNB Group Identity is? 

A: The HNB Group Identity represents the group of HNBs among which Iurh connectivity is needed. This information will be used when the CONFIGURATION TRANSFER REQUEST is initiated with HNB-Group-Id to get the TNL-IP of all HNBs belonging to HNB Group Identity
Alternatively, the URA identity could be used; however this would restrict the Iurh connectivity only within URA area. 

Q3. If it is the case that HNBs are grouped in a way to understand the domain within which the S-RNTI group is used, should not the “HNB Group Identity” be also configured by the HMS? If yes, should not this be specified?

Q: what do you mean exactly by “the domain within which the S-RNTI group is used”? What do you mean by “S-RNTI group”?
Q4. The handling of the extended RNC ID to support legacy HNBs should not be captured in the TS 25.467 because it should be left to implementation and it could cause errors in case of UE associated messages towards the CN.
A: It is not clear how this problem could be solved in an implementation dependent way. Moreover, this particular method was part of the requirements and the handling of the extended RNC ID was captured as part of the solution in the TR (see excerpt of Section 6.1.1.2.3 of TR 37.803 [1]). In addition, the problem related to UE associated messages towards the CN could be solved within the HNB-GW.
A note in the Stage 2 specification should be OK for capturing this description

Q5. If legacy HNBs are going to use an extended RNC ID, then is it the case that the HNB GW will be forced to use a 12 bit RNC ID? If yes, should not this be specified?

A: Yes, a note in the Stage 2 specification should be OK for capturing this description
Q6. How is the Context Transfer carried out between HNBs?
A: There is no need to re-use a full SRNS relocation procedure for the Context Transfer from HNB to HNB. It can be optimized without having to update the RNA adaptation protocol.

Other details :

Is the context transfer mandatory or optional?


Is the source triggering the relocation as for macro RNCs?

Dynamic Iuh/retrieval is desired by some companies (since they think the Iurh establishment for all HNBs of a group is not realistic)
Q7. How is the Context Transfer carried our between HNB and RNC?

A: For Context Transfer from HNB to RNC a full SRNS relocation procedure is needed, in order not to impact the target RNC.

Q8. Is CELL_FACH, CELL_PCH, URA_PCH mobility for the inter-CSG case?
A: The Study Item identified that the inter-CSG case had maximum priority (see Table 5.1.1.1 of TR 37.803 [1]). It was later agreed that the studied solutions did not take into account inter-CSG (see the excerpt of Section 6.1.1.2.2 of TR 37.803 [1] reported above) and it was assumed they would have adopted the AC/MV mechanism used in CELL_DCH. So it seems that CELL_FACH, CELL_PCH and URA_PCH is supported for inter-CSG mobility.
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