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1 Introduction

In RAN3#79 meeting, there are some additional requirements were mentioned and discussed for X2-GW[1], including requirements related to connectivity, requirements related to scalability, requirements related to switch on/off, and IP address requirements etc. This contribution focus on the issue of handling HeNBs switch on/off, mainly discussing on the possible scenarios and possible solutions.
2 Discussion
There are two options for X2 setup:

Option 1: the X2 Setup is end-to-end. This option corresponds either to the routing proxy or to the concentrator. In the case of routing proxy, the X2 Setup is decoded in the X2-GW for routing purpose but it remains end to end between eNB and HeNB because no X2AP context is kept in the X2-GW. In the case of the concentrator the X2 Setup is fully transparent to the X2-GW. 

Option 2: the X2 Setup is hop by hop. This option corresponds to the full proxy. The X2 Setup is fully terminated and interpreted and memorized in the X2-GW and two X2 associations are created at setup time: one X2AP association is created between the eNB and the X2-GW and one X2AP association is created between the X2-GW and the target HeNB. The two associations are managed independently by the X2-GW.

For the HeNB switch on/off, the following two main issues need to be solved:

Issue 1: How to notify the peer (H)eNB when the SCTP association between the X2 GW and the HeNB breaks? 
Issue 2: How to notify the peer (H)eNB when the switched off HeNB power up with a different IP address, but other parameters (e.g. PCI, global eNB ID) are not changed?
Because the difference between the end-to-end X2 setup and op-by-hop X2 setup, the handing of HeNB switch on/off will be different between these two options, which will be discussed in details below.
2.1 HeNBs switch on/off for end-to-end connection
For the end-to-end connection , no matter the routing is based on the target RNL identifier or TNL (IP) address, the X2 is setup between (H)eNB and HeNB, but the SCTP is setup between the (H)eNB and the X2 Routing Proxy and between the X2 Routing Proxy and the HeNB. The end-to-end X2 connection runs over a non-end-to-end SCTP association. If the SCTP between the X2 Routing Proxy and the HeNB breaks, the peer (H)eNB will not be aware of the disconnection. So no matter the routing is based on the target RNL identifier or TNL (IP) address, it is necessary to have a notify mechanism to solve the Issue 1. 
For the Issue 2, if the routing is based on RNL identifier, there is no affect when the HeNB powers up with a different IP address because peer (H)eNB needn’t to know the HeNB’s IP address. It only needs X2 GW to update the mapping of RNL-ID and the new TNL-address. If the routing is based on the TNL (IP) address, when the HeNB switches off, the eNB may be notified to release the HeNB relative information, e.g. IP address first. When the HeNB powers up with a different IP address, HeNB may re-initiate TNL address discovery procedure and X2 setup procedure, to notify eNB its new IP address.
Observation 1: The critical problem to be considered is how to notify eNB the release of X2 connection and the HeNB relative information when the break of SCTP between X2 routing proxy and HeNB for the end-to-end connection. 
Furthermore, there are three possible scenarios of the SCTP break between X2 routing proxy and HeNB, as follows. 
Case 1: HeNB switch off normally. 
In this case, HeNB can know that it is going to switch off, and the X2 connection between HeNB and eNB works normally, as shown in Figure 1. When HeNB prepares to switch off, it may send a notify message to peer (H)eNB via X2 interface firstly to inform peer (H)eNB to release the X2 connection and HeNB relative information. 
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Figure 1. HeNB switch off normally
Case 2: HeNB switch off abnormally.

This scenario may happen when power supply interrupted suddenly. In this case, HeNB doesn’t know when it will switch off. The S1 and X2 connection between HeNB and other network entities break immediately, as shown in Figure 2. HeNB can’t send any notify message in advance, so it may need to find other solution to notify peer (H)eNB. Because X2 routing proxy only have the function of routing X2 message and can’t generate X2 message, so it also can’t send any X2 message to peer (H)eNB to notify the SCTP failure, though it can detect the unavailability of HeNB. One possible solution is that MME or HeNB GW may detect the unavailability of HeNB via S1 connection and send a notify message to eNB. 

[image: image2.emf]MME / S-GW

E-UTRAN

HeNB3

HeNB4

HeNB GW

MME / S-GW

X2

eNB1

eNB2

HeNB5 HeNB6

S

1

S

1

X2

S

1

X2

X2 Routing 

Proxy

X

2

S

1

S

1

S

1

X

2

S

1

S

1


Figure 2. HeNB switch off abnormally
Case 3: X2 SCTP interrupted abnormally
In this case, due to some reason, X2 SCTP connection breaks abnormally while S1 connection keeps working, as shown in Figure 3. Because S1 connection is still available, the notify message can be sent to peer (H)eNB via S1 interface which is initiated by HeNB.
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Figure 3. X2 SCTP interrupted abnormally, while S1 connection keeps on working
Observation 2: There are three possible scenarios of the SCTP break between X2 routing proxy and HeNB for the end-to-end connection: HeNB switch off normally、HeNB switch off abnormally and X2 SCTP interrupted abnormally.
Proposal 1: Three scenarios above need to be approved when handling HeNBs switch on/off for the end-to-end connection and find the possible solution. 
2.2 HeNBs switch on/off for hop-by-hop connection
For the hop-by-hop connection, because the X2 setup is memorized in the full proxy, so the full proxy can send eNB Configuration Update message to peer (H)eNB to inform about HeNB switch on/off. Additionally, full proxy may send X2 release message to inform peer (H)eNB release X2 connection with HeNB, or via S1 message to inform peer (H)eNB release X2 connection with HeNB which is similar as the solutionsfor end-to-end connection above. The former is simpler, since eNB Configuration Update is an existing procedure, which will not introduce any impact in current spec. So we propose to use eNB Configuration Update procedure to handle HeNB switch on/off for the hop by hop connection.
Proposal 2: eNB Configuration Update procedure can be used to inform peer (H)eNB when HeNB switch on/off for the hop-by-hop connection.
3 Conclusion

According to the above discussion, when HeNB switch on/off, there are two following observations:

Observation 1: The critical problem to be considered is how to notify eNB the release of X2 connection and the HeNB relative information when the break of SCTP between X2 routing proxy and HeNB for the end-to-end connection. 

Observation 2: There are three possible scenarios of the SCTP break between X2 routing proxy and HeNB for the end-to-end connection: HeNB switch off normally、HeNB switch off abnormally and X2 SCTP interrupted abnormally.
Based on the above observations, the following proposal is proposed to be approved in RAN3:
Proposal 1: Three scenarios above need to be approved when handling HeNBs switch on/off for the end-to-end connection and find the possible solution. 
Proposal 2: eNB Configuration Update procedure can be used to inform peer (H)eNB when HeNB switch on/off for the hop-by-hop connection.
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