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1. Introduction

In the current RANAP/RNSAP specifications, it was observed that there are duplicated definitions of PLMN Identity, which means their IE type/semantics descriptions are the same, and mapped to the same structure in ASN.1, however these IEs are defined every time when used in the tabular.
In this paper we will give a description on the issue and provide the possible solutions.
2. Discussion
The PLMN Identity IE, which is widely used in RANAP and RNSAP specifications to indicate the PLMN uniquely, has been defined repetitively under different messages/IEs. This causes unnecessary duplication in the tabular and may bring confusion to the reference in ASN.1.
In RANAP (TS 25.413) specification, the PLMN Identity IE can be found in numerous places, e.g. Source ID, MDT PLMN List, and etc. However, all of them refer to the same structure as OCTET STRING (SIZE(3)) and the semantics description. Similar situation occurs for the PLMN Identity IE in RNSAP (TS 25.423) spec.
Below is an example for the current definition of PLMN Identity in TS 25.413.
9.2.1.24
Source ID

The Source ID IE identifies the source for the relocation of SRNS. The Source ID may be e.g. the source RNC-ID (for UMTS-UMTS relocation and UMTS to LTE relocation) or the SAI of the relocation source (in case of UMTS to GSM relocation).

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Choice Source ID
	
	
	
	
	-
	

	>Source RNC-ID
	
	
	
	
	-
	

	>>PLMN identity
	M
	
	OCTET STRING (SIZE (3))
	- digits 0 to 9, encoded 0000 to 1001,

- 1111 used as filler digit,

two digits per octet,

- bits 4 to 1 of octet n encoding digit 2n-1,

- bits 8 to 5 of octet n encoding digit 2n.

- The PLMN identity consists of 3 digits from MCC followed by either 
- a filler digit plus 2 digits from MNC (in case of 2 digit MNC) or 
- 3 digits from MNC (in case of a 3 digit MNC).
	-
	

	…
	
	
	
	
	
	


Furthermore, in TS25.413 an IE named Selected PLMN Identity is already defined at 9.2.3.33 as below, which is exactly same with the other PLMN Identity IEs.
9.2.3.33
Selected PLMN Identity

This information element indicates the selected core network operator in shared networks.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	Selected PLMN identity
	M
	
	OCTET STRING (SIZE (3))
	- digits 0 to 9, encoded 0000 to 1001,

- 1111 used as filler digit,

two digits per octet,

- bits 4 to 1 of octet n encoding digit 2n-1,

- bits 8 to 5 of octet n encoding digit 2n.

- The Selected PLMN identity consists of 3 digits from MCC followed by either 
- a filler digit plus 2 digits from MNC (in case of 2 digit MNC) or 
- 3 digits from MNC (in case of a 3 digit MNC).


When check ASN.1 in RANAP, it can be seen that all the PLMN Identity IEs and Selected PLMN Identity IE are using the same structure, therefore no ASN.1 change is required with cleanup.
PLMNidentity 



::= TBCD-STRING (SIZE (3))

And for RNSAP, the PLMN Identity IEs also refer to the same ASN.1 as following.
PLMN-Identity ::= OCTET STRING (SIZE(3))

Based on the above analysis, it is necessary to clean up PLMN Identity definitions in TS 25.413 and 25.423. As there is already a well-known defined Selected PLMN Identity IE in RANAP, whereas not in RNSAP, the solution could be a bit different between the two specs.
For RNSAP, one possible way is proposed as below.
Solution 1: Define a new PLMN Identity IE and refer the existing PLMN Identity IEs to it.
For RANAP the following two solutions are proposed.
Solution 2a: Reuse the Selected PLMN Identity IE by replacing the reference in the tabular for PLMN Identities and rewording the semantics descriptions.

Solution 2b: Define a new PLMN Identity as for RNSAP and refer to it in the tabular.
To avoid confusion with the current definition, we slightly prefer to define a new PLMN Identity as described in Solution 1 and 2b. The related CR including detailed list of affected IEs and replacement by a new defined PLMN Identity can be found in [1][2].

3. Conclusions

It is proposed to clean up the duplicated PLMN Identity definitions in the tabular by defining a new separate PLMN Identity IE.
Proposal: It is proposed to adopt Solution 1 for RNSAP and Solution 2b for RANAP by defining a new PLMN Identity IE and referring the existing PLMN Identity IEs to it.
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