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1 Introduction 

In previous meetings, several agreements were made regarding X2-GW [1-3]. Based on these, in this paper, we discuss how the X2 setup can be performed.
Here, first we assume that after discovering a peer node, a (H)eNB obtains the TNL addresses of the discovered peer node and the X2-GW via either OAM configuration at the source and/or SON Configuration Transfer messaging [4].
The common issue for the X2 Setup is how the X2-GW routes the messages between the end nodes. This is valid for both the end-to-end or hop-by-hop options. Three options were listed in [3] for how this can be done:
1. The routing is based on the target HeNB IP@ provided by the eNB.

2. The routing is based on a new explicit target HeNB ID field provided by the eNB in the X2 Setup Request message.

3. The routing is based on the target HeNB ID derived from the Neighbour Cell Information ID already contained in the X2 Setup message.

The first two correspond to the routing proxy while the last one requires a full proxy since it requires further inspection at the X2-GW. Also, in options 2 and 3, X2-GW needs to know the mapping between the HeNB ID and the TNL address of a HeNB.
2 Discussion
The X2-GW needs to know the TNL address of the target node for an X2 Setup Request. This can be achieved in two ways:

· Option 1: The TNL address is contained in the X2 Setup Request

· Option 2: X2-GW translates another target node ID (e.g. (H)eNB ID) in the X2 Setup Request to the TNL address

Option 1 violates the separation of TNL and RNL layers. Furthermore, the routing of X2 Setup should be consistent with the routing of other X2 messages where the usage of TNL address is problematic. The TNL address of a HeNB can change and the peer node may not be aware of this.
Option 2 requires that X2-GW obtains the TNL address of the target node prior to the X2 Setup Request. This can be done via either prior communication between this (H)eNB and the X2-GW or via configuration. Since such configuration could be quite substantial, either a new X2AP procedure can be defined or one of the current procedures can be used to this end.
Observation: For Option 2, the TNL address can be obtained by either defining a new X2AP procedure or re-using a current one which comes before an X2 Setup procedure between the peer (H)eNBs.
From standards impact point of view, using one of the current X2AP procedures is preferable to defining a new one. One obvious candidate for such a procedure is the X2 Setup itself. Namely, an (H)eNB can send a X2 Setup Request to the X2-GW just for the purpose of conveying its information. This way, the X2-GW can add the corresponding between the TNL address and the (H)eNB ID of this (H)eNB to its mapping table. Therefore we propose that:

Proposal 1: A (H)eNB sends an X2 Setup Request message without the target node’s ID to the X2-GW which can thus establish the mapping between the (H)eNB ID and the TNL address of this node. 
Here we assume that all the (H)eNBs which connect through an X2-GW already know the IP@ of the X2-GW [4] by OAM or SON configuration.
It is clear that the X2 Setup Request in Proposal 1 is not intended for a real SETUP procedure and the X2-GW will not send a reply. This message can be distinguished from a real SETUP request message by the inclusion of a routing ID for the target node. In other words, if the source (H)eNB includes a routing ID (such as (H)eNB ID)in the X2 Setup Request, the X2-GW will forward the message to the target node according to this routing ID. If the routing ID is not included, X2-GW will update its mapping table and will not send a reply.
Proposal 2: A (H)eNB includes the target node’s (H)eNB ID in the X2 Setup Request to initiate an X2 SETUP procedure to a target (H)eNB.

Note that other X2AP messages could also be used instead of the X2 Setup Request in Proposal 1. Furthermore, such messages can be sent at other times, for example, when the IP@ of the HeNB changes. The main idea is that X2-GW will interpret a message without routing information in it to update its internal database.

The above allows the X2 setup to continue to be end-to-end without any standard changes where the X2-GW acts as a routing proxy. 

3 Conclusions

We discussed the X2 Setup procedure and observed that TNL address of a target node can be obtained at the X2-GW by either including it in the X2 Setup Request or by an initial separate procedure between the target node and the X2-GW. We argued that the second option provides a more consistent and stable solution. Therefore we propose that:
Proposal 1: A (H)eNB sends an X2 Setup Request message without the target node’s ID to the X2-GW which can thus establish the mapping between the (H)eNB ID and the TNL address of this node. 

Proposal 2: A (H)eNB includes the target node’s (H)eNB ID in the X2 Setup Request to initiate an X2 SETUP procedure to a target (H)eNB.
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