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1 Introduction 

At RAN3 #76, the following principles were agreed as a way forward for a standardized X2-GW [1]:

-
X2-GW shall be explicitly defined but optional to deploy;

-
X2 interface to the X2-GW shall reuse SCTP without any changes;

-
X2-GW and S1-GW shall be decoupled;

-
Priority should be given to minimizing implementation impact on the eNB and HeNB, thus minimizing the standard impact;

-
Minimize the complexity of the X2-GW:

-
X2-GW shall not terminate UE-dedicated procedures, but only route similarly to the current HeNB-GW;

-
X2-GW may terminate the non-UE dedicated procedures when appropriate.

Further agreements on the X2 connectivity were made in RAN3#78 [2]:

1. A HeNB can connect to a peer (H)eNB using either direct X2 or through X2-GW.
2. Different HeNBs can connect to an eNB through different X2-GWs.

3. A HeNB can connect to other (H)eNB peers through only a single X2-GW.

4. X2 connections through more than one X2-GW are not allowed.

Based on the above agreements, this paper considers the options for discovering the peer nodes when X2-GW is deployed.

2 Discussion

The setup of the X2 interface to a neighboring eNB consists of three phases:

1.
Discovery of the neighboring eNB, e.g., via ANR;

2.
Determining the TNL address of the neighboring eNB, e.g., via the CONFIGURATION TRANSFER messages over S1; and

3.
Performing the X2 setup procedures using the X2 SETUP REQUEST message.
Based on the principles above the following observations can be made regarding the X2 interface setup:
Observation 1: The ANR and other procedures related to automatic discovery of eNB neighbors do not need to change in the presence of an X2-GW.

There are two possible methods for determining the TNL address to use to setup of the X2 interface to a neighboring (H)eNB:

1. Modifying the CONFIGURATION TRANSFER message
2. Using the current CONFIGURATION TRANSFER message and using OAM Configuration which provides a mapping between a neighbour (H)eNB and the X2-GW address.
Before considering which method to use, it is worth first considering what options are available for an eNB or HeNB to for the X2 interface.
A (H)eNB may have both eNB and HeNB neighbors. Since eNB to eNB share a direct X2 interface, and in some cases it is desirable to maintain a direct X2 interface between HeNBs (for example within a CSG), both a eNB and HeNB may have an X2 interface directly to (H)eNB neighbors and to the X2-GW. It was agreed in RAN3#78 that both options of direct and via X2-GW X2 are allowed between (H)eNBs [2]. Therefore, whether to use the X2-GW or not for the X2 interface needs to be configured as part of the Neighbor Relation Table. 
Observation 2: An eNB and HeNB need to be configured whether to use a direct interface or the X2-GW for the X2 interface.

For example, in an eNB the NRT may indicate X2-GW for all HeNBs and direct X2 interface for all eNBs. Similarly in the NRT for a HeNB, the NRT may list which HeNBs can have a direct X2 interface and all other HeNBs and eNBs can use the X2-GW.
Based on the above observation, determining the TNL address of the X2 neighbor for direct interface can continue to reuse the CONFIGURATION TRANSFER messages. 

It was agreed in RAN3#77bis that a HeNB will be pre-configured with the TNL address of the X2-GW [3]. For the eNB, the TNL address of the X2-GW can be determined either via the same configuration used to determine whether to use a direct X2 interface or to use the X2-GW; or by changing the CONFIGURATION TRANSFER messages to for example include the X2-GW TNL address. This is also consistent with the procedure already agreed for a HeNB.
NOTE: 
Reusing configuration for the TNL address is also aligned to the principle above that the eNB is explicitly aware of the X2-GW as it is now aware which X2 interfaces are using the X2-GW. 

Observation 3: Since an eNB needs to be configured whether to use the X2-GW for the X2 interface, the X2-GW TNL address can also be determined based on configuration. For example, the X2-GW TNL address may be configured in the same way as the HeNB-GW TNL address.

Observation 4: The configuration of X2-GW address(es) at the eNB is consistent with the similar configuration at the HeNB as agreed in [3].

Proposal 1: The TNL address(es)  for the X2-GW is determined by configuration at an eNB.
Using Proposal 1, there is no need to change the CONFIGURATION TRANSFER procedure since the peer node does not need to send the X2-GW address and continue to send its own address as before. 

Proposal 2: The CONFIGURATION TRANSFER is used without any changes so that a peer node still sends only its own TNL address. The address obtained can be used as before for direct X2 connection and can also be used to look up the X2-GW TNL address for via X2-GW connection.

Note that the address obtained in Proposal 2 can be used for X2 Setup routing at the X2-GW as discussed in [4].
It is possible to reuse the CONFIGURATION TRANSFER to obtain the X2-GW TNL address at the eNB. When the HeNB receives SON Information Request for the TNL address, there are three options:
1. The HeNB sends only one address: either send its own address if it wants a direct X2 connection or the X2-GW address otherwise.
2. The HeNB sends two TNL address, one for itself and one for the X2-GW.
3. The HeNB sends one address and includes a flag when the address belongs to the X2-GW. The flag can indicate to the eNB to include routing information in the setup request.
Note that Observation 3 is still true for the three options above but in this case the decision of direct and via X2-GW are done by the target. In Option 2, the target can also overwrite this decision based on configuration.

In order to use Option 1 and 3, the X2-GW should already have the mapping between the TNL and RNL addresses. This requires that both the source and target should go through a special X2 setup procedure initially and they are both configured with the X2-GW address. This corresponds to the so called hop-by-hop connection. However, if the eNB already knows the X2-GW address based on configuration, there is no need to do this special setup and use the mechanism in Proposal 2.
3 Conclusions

The following observations are related to the setup of the X2 interface in the presence of an X2-GW:

-
The ANR and other procedures related to automatic discovery of eNB neighbors do not need to change in the presence of an X2-GW.

-
A (H)eNB needs to be configured whether to use a direct X2 or via X2-GW interface to peer nodes.
-
Since a (H)eNB already needs to be configured whether to use the X2-GW for the X2 interface, the X2-GW TNL address can also be determined based on configuration. For example, the X2-GW TNL address may be configured in the same way as the HeNB-GW TNL address or the peer IP address can be used to determine the X2-GW address.
Based on the above observations, we propose that: 
-
Proposal 1: The TNL address for the X2-GW is determined by configuration at the eNB.
      -    Proposal 2: The CONFIGURATION TRANSFER is used without any changes so that a peer node still sends only its own TNL address. The address obtained can be used as before for direct X2 connection and can also be used to look up the X2-GW TNL address for via X2-GW connection.

.
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