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1 Description 
At RAN3#76 in May 2012 the tdoc R3-121475 was agreed against TS36.300 to specify that the update of TNL address parameter and QoS parameter was not supported in release 11. 
The question arose from the fact that this update appeared to be supported when looking at stage 3 specifications e.g. TS36.443 while according to the SA2 stage 2 TS23.246 support was not mentioned.

Here is what TS23.246 states about session update procedure in section 4.4.3.6:

Session Update is used to update specific parameters of an ongoing MBMS Broadcast session. Parameters which can be updated are MBMS Service Area, and/or the List of SGSNs/MMEs (only from BM-SC to GGSN or MBMS GW). A Session Update received in one node, results in a Session Update being sent to downstream nodes, to inform of the changed MBMS Service Area. When a Session Update is received in the GGSN or MBMS GW including the List of SGSN/MME parameter, it results in a Session Start being sent to new downstream nodes, and in a Session Stop being sent to downstream nodes that have been removed from the list
As we can see, the section 4.4.3.6 of stage 2 clearly restricts the scope of parameters which can be updated to:
· the MBMS Service Area,

· the list of MME nodes (which can be as a result of an updated MBMS service area)

This was the starting point to conclude on the non-support of TNL and QoS captured in TS36.300 through the CR in tdoc R3-121475 at RAN3#76.
However the Session Update message includes other parameters which could be different in a Session Update compared to the value they had in the Session Start. The question therefore arises again whether MCE is supposed to detect any change and in case there is a change whether the MCE is supposed to take any action. 
In particular the question arises for:
The Session Identity:

The Session Identity is a useful parameter which is supposed to be transmitted over the air towards the UEs. This could indicate to the UEs whether there was any update concerning the data message sent over broadcast channel. The use of Session Identity can thus lead to significant UE battery savings i.e. whenever message broadcast changes over the air, the BM-SC can send a Session Update including a new session identity for the same MBMS service.

It is thus not clear why its usage should be prevented in release 11. However as was mentioned before, section 4.4.3.6 of TS23.246 doesn’t foresee such update mechanism. It would be therefore useful to double-check and discuss this point.

Proposal 1: clarify if MCE should check the value of the Session Identity IE to detect a change whenever receiving a Session Update message. 
The Session Duration:

The session duration could also be updated through an MBMS Session Update message according to section 8.8.3 of TS23.246:
The time to MBMS data transfer shall be set to 0 and the estimated session duration shall be set to a value corresponding to the remaining part of the session.

It seems clear that whenever a Session Update message is sent by the BM-SC, the BM-SC will change the session duration to set it to the value of remaining time. But then shouldn’t the MCE make some use of this updated value? On the other hand if the MCE uses that updated value, this opens the door to BM-SC sending a session update with the sole purpose to change the initially planned duration of the session (as per the initial  Session Start message) which would contradict section 4.4.3.6 of TS23.246. This leads to proposal 2:
Proposal 2: clarify if MCE should check the value of the Session Duration IE when receiving an MBMS Session Update message to detect if the resulting session end time differs compared to the session end time initially planned for the MBMS session as per the session duration that was included in the MBMS Session Start.

Finally, if the answer to both questions in proposal 1 and proposal 2 is aligned with the RAN3 decision at RAN#76 in tdoc R3-121475 that update is not supported, this should be captured as well in a similar CR. Indeed, in the absence of similar CR, it is doubtful why tdoc R3-121475 didn’t address the case of the parameters Session Identity and Session Duration which means that they can be updated. 
Proposal 3: after answering proposal 1 & 2, capture in TS36.300 whether update of parameters Session Identity and Session Duration is supported in release 11 in a similar CR as tdoc R3-121475. 
2 Conclusion and Proposal
This paper has questioned why tdoc 121475 only addressed the update of the parameters TNL address and QoS and not the update of parameters Session Identity and Session Duration.

If RAN3 concludes that also the update of the two latter parameters is not supported in release 11, it is requested to capture this in TS36.300 as was done before and to agree the CR in tdoc R3-130174.
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