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1
Introduction
RAN3 has received a LS from CT1 [1] where it is stated that CT1 has agreed that the CBC will not send the Warning Security Information. There is a proposal in RAN2 to add a statement for the UE to ignore the IE if it is received. It would also be usefull to capture the CT1 agreement in the RAN3 specifications for SABP and S1AP, especially since the RAN3 specifications contain normative procedure text statements. 
2
Discussion
The CT1 LS [1] stated:

CT1 discussed the topic and agreed to document in TS 23.041 that the CBC shall not send the timestamp or digital signature information. It was also concluded that even though CT1 does not see any use for these IEs, any IE that exists in the specification can be encoded in a message. Therefore, also the processing of an unused IE needs to be specified. 

The simplest way to block the usage of these unused IEs is to mandate that these IEs shall not be sent, and if received, they shall be ignored.

CT1 captured the following in 23.041 [2]:

The CBC shall not include "digital signature" or "timestamp" information.

NOTE 6: Due to requirements in earlier versions of this document, it is possible for "digital signature" and "timestamp" information (included in the "Warning Security Information" parameter) to be transmitted within the WRITE-REPLACE message.

The RAN3 specifications (S1AP and SABP) currently contain the following procedure text statements:
If the Warning Security Information IE is included in the WRITE-REPLACE WARNING REQUEST message, the eNB shall send this IE together with the Warning Type IE in the Primary Notification.
……………
If the Warning Security Information IE is included in the WRITE-REPLACE message sent from the CN, the RNC shall send the Warning Security Information IE together with the paging message.
It would not be backwards compatible to remove or change the current procedure text in the RAN3 specifications. Since CT1 has updated 23.041 to state that the CBC shall not include the Warning Security Information IE in messages towards the RAN, there is also no need to remove the requirement to forward the IE if received. 
It would however be good to capture the fact that the IE is not used in the current versions of the S1AP and SABP specifications. This could either be done with a Note below the procedure text, or by adding some text into the semantics decsription for the IE in the message tabular format. 
Proposal 1: Clarify semantics description in the messages where the Warning Security Information IE is mentioned by adding a statement that this IE is not used in the current version of the specification, with a reference to 23.041. 
3
Summary and Proposal

RAN3 is kindly requested to discuss the invalidation of ETWS with security in Rel-8/9/10/11, and to agree the proposal below.

Proposal 1: Clarify semantics description in the messages where the Warning Security Information IE is mentioned by adding a statement that this IE is not used in the current version of the specification, with a reference to 23.041. 

Rel8/9/10 and 11 CR’s for SABP and S1AP are provided in [3, 4, 5, 6, 7, 8, 9 and 10].
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