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1 Introduction 
RAN3 achieved the following agreements at last RAN3#77bis meeting:

· It has been agreed that the HeNB will be configured with the IP@ of the X2 GW when connected to an X2-GW
· Eliminate the concentrator end-to-end option. 
This contribution discussed the following open issues related with X2 connectivity via X2GW:

· Discovery @ HeNB

· Discovery @ eNB

· X2 setup 

· X2 setup 

· Handling HeNBs switch on/off 

· X2AP message routing

2 Discussion

2.1 Discovery @ HeNB

Issue 1: How the HeNB learns the IP address of the peer node ?

If the HeNB detects the eNB cell, it can use the eNB Configuration transfer message towards the eNB via the MME. The HeNB can get the ip of the peer eNB when receiving a response eNB Configuration Transfer message via the MME. 
The HeNB don’t need to know the IP address of the peer node in case of hop to hop mechanism is used.
2.2 Discovery @ eNB

Issue 2: How the eNB learns the IP address of the X2-GW?
If the eNB detects the HeNB cell, it can use the eNB Configuration transfer message towards the HeNB via the MME. The HeNB can provide back the ip@ of the X2-GW by sending a response eNB Configuration Transfer message via the MME. 
Issue 3: How the eNB learns the IP address of the IP address of the peer node?

Option 1: the eNB Configuration transfer message sent by the target HeNB is modified to enable the signalling of two ip@: the ip@ of the X2-GW and the ip@ of the target HeNB
Option 2: the target ip@ of the peer HeNB is not learnt by the eNB and the eNB Configuration Transfer message is not modified (will only contain the ip@ of the X2-GW). In that case the routing of the X2 Setup will not use the target HeNB ip @.
Table 1:
	
	Pros
	Cons
	Conclusion

	Option 1
	Don’t need eNB change; eNB trigger X2 setup procedure as normal
	no
	Option 1 has distinct advantages.

	Option 2
	
	eNB change is needed
	


Proposal 1: HeNB connected to X2GW feedback ip@ of the X2GW when receiving MME Configuration Transfer message.
2.3 X2 setup

Issue 4: End-to-End or hop-by-hop

Option 1: the X2 Setup is end-to-end. The X2 Setup is decoded in the X2-GW for routing purpose but it remains end to end between eNB and HeNB because no X2AP context is kept in the X2-GW. 
Option 2: the X2 Setup is hop by hop. The X2 Setup is terminated and memorized in the X2-GW. There are two SCTP associations. One X2AP association is created between the eNB and the X2-GW and one X2AP association is created between the X2-GW and the target HeNB. 
	
	Pros
	Cons

	Option 1: end to end
	Simple X2GW behaviour
	X2 Setup procedure and all other X2 related procedures need to be updated to add the end peer IP or ID.

	Option 2: hop by hop
	Don’t need eNB change;

Little impact on X2AP;
	X2GW need to maintain some neighbour relation.


From above table, it is clear that the major point is which aspect is more important: the change of the eNB and lot of specification work vs a little complexity X2GW?
X2GW is a new entity. There is no much functionality there. The functionality to maintain the neighbour relation is similar to DeNB. It is not the first case. So we think it is not a big burden to maintain the neighbour relation. While minimize the impact on eNB and minimize standard work are very important. In the area that there are new deployed Rel-11 HeNBs but with legacy eNBs, the optimized X2 handover can still be supported between the HeNB and eNB with hop by hop mechanism. 
Proposal 2: Hop to Hop is used for X2 setup.

Issue 5: Routing of the X2 Setup or eNB Configuration Update message 

For the routing of the X2 Setup in the X2-GW three options have been identified.
Option1: the routing is based on the target HeNB ip@ provided by the eNB. This option requires the addition of the peer ip@ in the X2 Setup message and the transfer of this ip@ from the RNL layer in the X2-GW to the TNL layer to be used as destination address. It also requires the modification of the eNB Configuration Transfer message to include two ip @.
Option 2: the routing is based on a new explicit target HeNB ID field provided by the eNB in the X2 Setup Request message. This option requires the addition of this HeNB ID field in the X2 Setup message. This option requires a mapping in the X2-GW between the HeNB ID and the corresponding ip@. 
Option 3: the routing is based on the target HeNB ID derived from the Neighbour Cell Information ID already contained in the X2 Setup message. This option requires the X2-GW to have storage of all cells of the eNB and of all neighbour cells of each cell of the eNB. Then it requires to decode for each cell of the eNB the full list of neighbour cells and compare this list with the one stored. If an additional cell is found, the X2-GW shall extract that new neighbour cell ID and use it as a target HeNB ID. Finally this option also requires a mapping in the X2-GW between the HeNB ID and the corresponding ip@ that can be built by memorizing the HeNB ip@ for each HeNB when it sets up the X2 with the X2-GW. 
	
	Pros
	Cons
	Comments

	Option 1: 
	Simple X2GW behaviour
	X2 Setup procedure and eNB Configuration Update procedure need to be updated to add the end peer IP;
eNB update is needed.
	For end to end

	Option 2: 
	Simply routing eNB Configuration Update to HeNB;
	X2 Setup procedure and eNB Configuration Update procedure need to be updated;
eNB update is needed.
	Can be used for end to end or peer to peer

	Option 3:
	No need to change X2 Setup and eNB Configuration Update procedure;
No eNB change needed
	Derive HeNB info from Neighbour cell info.
	For peer to peer


The same reasoning as hop to hop or end to end, option 3 can work with legacy eNB and need little specification work. Therefore, option 3 is preferred. If relieving X2GW is really needed, further optimisation e.g. option 2 can be considered.

Proposal 3: The routing of the X2 Setup or eNB Configuration Update message should be based on application layer parameters. Option 3 is better. If there is a strong requirement for optimisation, then Option 2 can be considered.

2.4 Handling HeNBs switch on/off
If hop to hop, X2GW fully aware the HeNB switch on/off, the X2GW can notify the related eNB to update the neighbour relation by eNB Configuration Update procedure. No new mechanism is needed.
However, if end to end, there is no means to notify the peer eNB once the HeNB is down. If the HeNB power up with a different IP address and other parameters are not changed, the neighbour information in the eNB will be mess.
Therefore, the hop to hop approach is better from this point of view.
2.5 X2AP message routing
There are two options:
Option 1: Add the peer IP if end to end is used.

Option 2: Similar as S1GW and DeNB. The X2GW relays UE-associated message between the HeNB and the peer eNB. The X2GW modifies X2AP UE IDs in UE-associated message and leaves other parts of the message unchanged. For non-UE associated message, the X2GW can terminate the procedure. X2GW may trigger a corresponding similar non-UE-dedicated procedure to the peer (H)eNB.
Option 2 has distinct advantages considering the mechanism was well defined for S1 and X2 through DeNB.
Proposal 4: Similar mechanism as S1GW and DeNB is used for X2AP message routing.

3 Conclusion and proposals
This contribution analysed the open issues related with X2 connectivity via X2GW. Actually the main issues are quite related with hop to hop or end or end X2 is used between eNB and HeNB. From the comparison in chapter 2, it is clear that there are comparative benefits for hop to hop mechanism from all the following aspects.
· How the eNB learns the IP address of the IP address of the peer node
· Routing of the X2 Setup or eNB Configuration Update message 

· Handling HeNBs switch on/off
· X2AP message routing
It is proposed for RAN3 agree the following proposals.
Proposal 1: HeNB connected to X2GW feedback ip@ of the X2GW when receiving MME Configuration Transfer message.

Proposal 2: Hop to Hop is used for X2 setup.

Proposal 3: The routing of the X2 Setup or eNB Configuration Update message should be based on application layer parameters. Option 3 is better. If there is a strong requirement for optimisation, then Option 2 can be considered.

Proposal 4: Similar mechanism as S1GW and DeNB is used for X2AP message routing.
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