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1 Introduction
An e-mail discussion [1] and a discussion document [2] related to the SHO from RNC to hybrid HNB are considered here, and a response to the observations and proposal in [2] is provided. 

2 Discussion.

Taking the observations one by one:
Observation 1: In cases of Soft Handover from Hybrid HNB to Hybrid HNBs the access right of the UE, i.e. the UE membership status towards the Hybrid cell, needs to be checked before triggering a Radio Link Setup procedure 

The Source HNB will know the membership status so can easily pass to the target. Even if it is incorrect, this would not be a security issue, just an issue of resources available to the member/non-member.
Observation 2: In currently supported Intra CSG Hybrid HNB to Hybrid HNB Soft Handover scenarios the SRNS always knows the UE’s Membership Status towards the drift cell. Hence, prioritisation at DRNS can be applied by queuing/prioritisation parameters setting during Radio Link Setup Request
First sentence is indeed correct as extension of Observation 1. However, prioritization at the DRNS is not related to any queuing, but to the Admission Control that can be applied. Existing non-members may have reduced QoS for PS calls if a member is admitted when cell is heavily loaded. 
Observation 3: An SRNS RNC shall know the UE’s Membership Status before triggering a Radio Link Setup procedure towards a Hybrid HNB, in order to ensure appropriate admission control and prioritisation of UE’s bearer traffic.
This is an extrapolation from HNB to RNC capabilities. Whereas a HNB is specified to handle CSG issues, a macro RNC is not. It is not expected that the RNC functions as a hybrid HNB for SHO. Without changes to the RNC it can support SHO to a hybrid HNB, admitting a UE as a non-member or not if overloaded. 

In consideration of the usecases in 22.220[4], usecase 9 applies to the case where SHO between RNC and hybrid may likely be beneficial.

Quote:
In order to improve the coverage in a shopping mall, H(e)NBs are deployed. The shopping mall owner may have been provided a special deal by the network operator where the employees of the shopping mall will get preferential charging rates and priority access when accessing services via these H(e)NBs. In exchange, the shopping mall owner allows the public to use the H(e)NBs to access the normal network operator services. The H(e)NB Hosting Party should not need to manage the public access and the public should not need to do anything special in order to get services on the H(e)NB.

In this the hybrid cell members are the staff, and they are unlikely to be involved in SHO as they are within the shop most of the time. The members of the public are non-members and maybe involved in SHO from macro, so are admitted at the default non-member status which is correct for their priority. By supporting SHO from macro to HNB the number of HHO is reduced and the non-members (public) will have a better user experience. 
 Proposal: In light of the Release 10 agreements on support for intra CSG Soft Handovers between cells with the same Cell Access Mode and in light of the agreements taken during the course of RAN3#75 on support of SHO between RNC and HNB, it is proposed to limit support of Soft Handovers to cases of RNCs and Open Access HNBs. 
While it is not entirely clear what ‘for free’ means, the proposed solution in [3] meets the requirement of only Stage 2 changes, and is consistent with the agreed WI[5], to covers both open and hybrid support. It provides SHO that meets the usecase for hybrid deployment, and removes the need for changes to the legacy RNC. 
3
Conclusion

Providing SHO from macro to hybrid with admission as non-member is acceptable for a typical hybrid deployment usecase. It provides better user experience than blocking SHO to hybrid which would loose the benefits of  reduced interference and minimizing HHOs. 
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