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Discussion and decision

1. Introduction
During RAN3 #76 meeting, the solution descriptions and comparison table for different mobile relay solutions and existing solutions were finalized in [1]. This contribution considers Alt.1 and Alt.2 architectures for Mobile Relay and proposes our view on the down selection for Mobile Relays.

2. Discussion
2.1 Co-deployment with Rel-10 Relay
The high speed train traverses normally through urban area and rural area covered by eNBs and/or DeNBs which supports Rel-10 Relay. In case Alt.1 is used for Rel-11 Mobile Relay, significant increase of CAPEX/OPEX is caused since the existing legacy Rel-10 DeNB cannot be upgraded for Mobile Relay by operators and Rel-11 DeNB supporting Mobile Relay has to be deployed separately along the railway. To differentiate Rel-11 Mobile Relay and Rel-10 Relay, new mechanism is also needed for DeNB and MME. On the other hand, in case Alt.2 is adopted for Rel-11 Mobile Relay, the operators can upgrade the existing DeNB to have the capability which supports Mobile Relay. Thus, one DeNB is able to support both Rel-10 Relay and Rel-11 Mobile Relay.

Observation 1: To support both Rel-10 Relay and Rel-11 Mobile Relay, Alt.2 has the advantage from the deployment point of view.

2.2 Integrity protection in Un interface

The S1/X2 messages shall be integrity, confidentially and replay-protected from unauthorized parties. For realizing this purpose, in Rel-10 Relay, integrity protection, which consists of UP integrity mechanism defined in [2] and integrity protection function of PDCP in [3], has been applied to DRBs carrying S1/X2 messages through the Un interface between DeNB and Relay. It is possible since the DeNB is aware of which DRB conveys S1/X2 messages by acting as S1/X2 proxy. On the other hand, in Alt.1, because the RN’s PGW performs mapping S1/X2 on RN EPS bearer, the DeNB is unaware of information for DRBs transporting S1/X2 messages. Therefore, if Alt.1 reuses the integrity protection mechanism of Rel-10 Relay, it requires an additional method informing the DeNB of which DRB carries S1/X2 messages.

Observation 2: Compared with Alt.2, Alt.1 requires an additional method informing the DeNB of which DRB carries S1/X2 messages to support integrity protection for Un interface.

2.3 Impact to the existing node
In [1], the comparison table shows that Alt.1 may require reconfiguring the DSCP setting in UE’s SGW/PGW to support the correct mapping in MR’s PGW while there is no impact in Alt.2. The reconfiguration of DSCP values, which is already used by operators for classifying and managing network traffic and providing QoS on modern IP networks, may incur in more complex reconfigurations that at least the DSCP mapping tables have to be updated in the SGW/PGWs.

Observation 3: Compared with Alt.2, Alt.1 may require reconfiguring the DSCP setting in UE’s SGW/PGW to support the correct mapping in MR’s PGW.
3. Conclusion
In this contribution, several features were selected and compared for Alt.1 and Alt.2 mobile relay architectures. By taking the observations above into consideration, the following proposal is suggested to RAN3:
Proposal: Alt.2 should be selected as the basic architecture for the standardization of Mobile Relays.
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