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1 Introduction

In last meeting, the use cases of mobility enhancement between HeNBs have been discussed. As a result, the mobility from open HeNB to hybrid HeNB and between hybrid HeNBs are set to the highest priority. Some related issues about mobility between two hybrid HeNBs are discussed in this paper and the text is proposed to be extracted into TR.
2 Discussions
2.1 Introduction
In Release 10, X2 interface can be established between two HeNBs which belong to the same CSG, or the target one is open mode. The scenarios of enhanced mobility between two HeNBs include mobility between two closed/hybrid mode HeNBs within the same CSG and the target HeNB is open mode.

Some enhancement on mobility for HeNB requires further studies in Release 11, including mobility enhancement from open mode HeNB to hybrid mode HeNB and between two hybrid HeNBs. Intra-CSG mobility enhancement between two hybrid HeNBs has been resolved in Release 10. In this paper, we focus on inter-CSG solution.
2.2 X2 Interface Setup
Release 10 has defined that X2 interface used for mobility is only established between two HeNBs which belong to the same CSG. Assisted by the ANR procedure, the source HeNB can get CSG ID of the target HeNB and to decide whether they belong to the same CSG. The source HeNB would trigger an X2 interface setup procedure further by this information.

The enhancement in Release 11 requires an X2 interface for mobility between two adjacent HeNBs. UE can access to the open part of target hybrid HeNB, even if it belongs to a different CSG comparing with the source HeNB, due to characteristics of hybrid HeNB. Therefore, X2 interface used for mobility can always be established between two hybrid HeNBs.

According to the measurement report from UE, the detected HeNB’s PCI/ECIG and UE’s CSG membership status can help the serving HeNB to decide whether the detected HeNB is in hybrid mode or not. If yes, an X2 interface setup will be initiated.

Observation 1: An X2 interface can always be setup between two hybrid HeNBs.

Observation 2: It is the serving HeNB that decides whether an X2 interface is established towards the detected HeNB, according to PCI/ECGI split information of target cell reported by UE.
Proposal 1：Extract Observations above into TR 37.803.
2.3 Handover type decision
In R10 intra-CSG inter-HeNB handover, the source HeNB can initiate an X2 handover towards the target HeNB if information stored during X2 setup procedure indicates that the source and target HeNBs belong to the same CSG. If the target HeNB is hybrid mode, the UE reports its CSG membership status. The target HeNB responds handover request in positive after a successful verification of UE access. CSG Membership Status included in handover messages indicates the membership status of the UE if target node is a hybrid HeNB.

From R10 perspective, handover type decision is made by the source HeNB according to the application level configuration data and the information reported by UE measurement. The target HeNB should also do some verification on UE’s CSG membership. If we want to use this principle for R11, some scenarios should be analysed at first.
Inter-CSG inter-hybrid HeNB mobility shall consider following scenarios. In these scenarios, the CSG of source HeNB is different with the CSG of target HeNB.
1) UE is a CSG member of the source HeNB. 
If CSG membership status reports that the UE is not a member of target CSG, then handover to open part of the target HeNB is performed.
If UE thinks it is the member of target CSG, it could be handed over to the open part of the target HeNB or handed over to CSG part when the UE passed MV/AC.

2) UE is not a CSG member of the source HeNB. 
If CSG membership status reports that the UE is not a CSG member of the target HeNB, then UE performs handover to the open part of the target HeNB via X2.
If UE thinks it is the member of target CSG, it could be handed over to the open part of the target HeNB or handed over CSG part when the UE passed MV/AC.
From these two scenarios, we can see that no matter UE is CSG member of source HeNB or not, the key point is whether UE is CSG member of target HeNB. If UE reports it might be the CSG member of target HeNB, accessing to CSG part of target HeNB should be verified according to UE’s subscription data. Otherwise, handover to open part is a choice.
Due to existing principle, MV/AC should be done by core network. Therefore, S1-based HO and enhanced X2-based HO are all meet the requirement of MV/AC. Whereas, the aims of R11 is mobility enhancement which requires more efficient handover flows and more X2-based handover should be considered.

Then we have two alternatives. The first one is handing UE over to open part of target HeNB via X2 interface and UE tries to access CSG part of target HeNB latter. The second one is performing MV/AC during handover procedure. The detail of these two methods is discussed in [1].
Although UE can report its CSG membership status but it cannot be trusted completely by network. The real CSG membership is verified according to UE’s subscription data. From another perspective, UE reporting incorrect CSG membership especially its value indicating non-CSG member will not bring any benefit for the UE. Then shall we assume that if UE reports that it is not a CSG member of target HeNB, the CSG membership status can be trusted? If not, membership verification is also needed during handover.
Open Issue: If UE reports its CSG membership status as non-CSG member, does it trustable by the network?
However, MV/AC is always needed for inter-CSG handover. Even if UE reports that it is a CSG member of target HeNB, the membership shall also need to be checked by network to determine whether UE is allowed to access CSG part.
Open Issue 2: For the scenarios need membership verification/access control during handover procedure, does it possible to keep using S1-based handover to determine if UE can access CSG part of target HeNB?

2.4 X2 Handover
One of the specialities of hybrid mode HeNB is that it includes an open part and a CSG part. We can say that any UE allowed to be registered by the PLMN can be accept by a hybrid mode HeNB, i.e. access to the open part of the HeNB.

As mentioned above, the source HeNB is aware of whether the target HeNB is a hybrid one according to UE measurement report. Then X2 HO decision will be done as following:

1> if UE is a CSG member of the source HeNB, then compare with target HeNB’s CSG


2> if “CSG of source HeNB = CSG of target HeNB”, then trigger an X2 HO


2> if not, then ACTION 1
1> if UE is a non-CSG member of source HeNB, then compare with target HeNB’s CSG


2> if “CSG of source HeNB = CSG of target HeNB”, then trigger an X2 HO to open part of target HeNB


2> if not, then ACTION 1
In ACTION 1 of above program is that:

1> if UE reports it is non-CSG member of target HeNB


2> UE performs X2 handover to the open part of the target HeNB

1> otherwise


2> UE does ACTION 2 for handover

In ACTION 2, two alternatives could be done:

Alternative 1: UE performs X2 handover to the open part of the target HeNB.

Alternative 2: Introducing MV/AC during handover procedure (S1 or X2) and deciding handover type according to the result of MV/AC.

Proposal 3: It is proposed RAN3 to study the possibility of two alternatives above. 
3 Conclusion

In this paper, we analyse some issues with regard to enhanced mobility between hybrid HeNBs. 
In X2 setup procedure, existing mechanism and parameters can be used and there are two observations:

Observation 1: An X2 interface can always be setup between two hybrid HeNBs.

Observation 2: It is the serving HeNB that decides whether an X2 interface is established towards the detected HeNB, according to PCI/ECGI split information of target cell reported by UE.
Proposal 1：Extract Observations above into TR 37.803.
For handover type decision, we propose RAN3 to discuss following open issues and extract suitable text into TR:

Open Issue 1: If UE reports CSG membership status as non-CSG member, does it trustable by the network?
Open Issue 2: For the scenarios need membership verification/access control during handover procedure, does it possible to keep using S1-based handover to determine if UE can access CSG part of target HeNB?
During X2 handover procedure, two alternatives are proposed to solve MV/AC:
Alternative 1: UE performs X2 handover to the open part of the target HeNB.

Alternative 2: Introducing MV/AC during handover procedure (S1 or X2) and deciding handover type according to the result of MV/AC.

Proposal 2: It is proposed RAN3 to study the possibility of two alternatives above. 

4 Conclusion
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