3GPP TSG RAN WG3 #73bis meeting 













R3-112342
Zhuhai, China, October 10 - 14, 2011
Title: 
Enhanced mobility from macro to femto
Source: 
Huawei
Agenda item:
15.1.2
Document for:
Discussion and approval
1   Introduction
In the 3GPP TSG RAN3 #73 meeting, the participants made a wide discussion on the mobility scenarios supported up to Rel-10 for HeNBs and the mobility usecases considered for the SI in Rel-11. And the following agreements are made for macro to HeNB mobility for Rel-11 [1]:
	From>To
	Source Type*
	Target Type *
	AC/MV needed
	Priority
	Notes

	Macro > HeNB
	
	O

H

C
	No

Yes

Yes
	1

1

2
	


*
O= open, H = Hybrid, C= closed. 

In the document we give a discussion on the possible issues on the mobility for the 1st usecases, i.e. macro to open and macro to hybrid.
As explained in table 4.2 in [1], S1 HO already supports the mobility from macro to femto for all the usecases, in the following section we only discuss X2 HO.

2   Discussion
2.1   Direct X2 or X2 GW
In Rel-11, the following eNB-HeNB architectures need to be discussed and the benefits of each need to be evaluated.
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Figure 3


There are two options for the architecture. One is direct X2 which is assumed the no HeNB GW is deployed and HeNB is directly connected to a macro eNB (Figure 1) or HeNB GW is deployed and HeNB is directly connected to a macro eNB (Figure 2). The other One is X2 GW solution which is assumed that HeNBs in a macro eNB area are connected to one HeNB GW for the practical requirement (Figure 3). 

HeNB is mainly applied in two scenarios, the high density area, such as shopping mall, and sparse density area aiming to enhance coverage. 

For high density of HeNB, i.e. there are up to several hundred HeNBs under the coverage of the macro eNB, the macro eNB just needs to keep only one X2 interface to HeNB GW based on X2 GW solution, rather than so many X2 interface to HeNBs based on direct X2 solution. Compared with direct X2, X2 GW improves the macro eNB’s scalability, avoids the hardware upgrade to macro eNB, and eases off IOT. For the X2 GW solution in the case of which the HO can be terminated in the GW, the signaling load in the MME will also be greatly reduced just as the direct X2 solution. 

For sparse density of HeNB, i.e. there are not many HeNBs under the coverage of the macro eNB, it is affordable for the macro eNB to keep direct X2 interface with each HeNB. This direct X2 solution experiences shorter delay for the X2 transmission between eNB and HeNB, e.g. during HO, than X2 GW solution, and makes HeNB GW less complex without supporting X2 proxy function. However considering the delay issue depends on the network topology and HeNB GW’s location, it may not be a significant drawback for X2 GW solution. 
The following table 1 gives a comparison of direct X2/X2 GW for the above two case.  

Table 1 The Comparison of direct X2/X2GW for two scenarios

	
	Direct X2
(High Density) 
	X2 GW 
(High Density)
	Direct X2
(Low Density)
	X2 GW

 (Low Density)

	Number of X2 connections for macro eNB
	Many
	A few
	A few
	A few

	Number of X2 connections for Open HeNB
	A few
	1
	A few
	1

	The maintain of X2 interface for macro eNB, e.g., SON and Heart Hop mechanism
	Heavy
	Light
	Light
	Light

	Hardware Upgrade to macro eNB
	Yes
	Maybe no
	No
	No

	IOT for macro eNB
	Necessary for each HeNB
	Only Necessary for HeNB GW
	Necessary for each HeNB
	Only Necessary for HeNB GW

	Data flow and processing on application protocol state for macro eNB
	High
	High
	Middle
	Middle

	New signalling procedure to be specified
	No
	Yes
	No
	Yes


Based on the above analysis, we propose:

Proposal 1: Both of the direct X2 solution and the X2 GW solution could be supported, and the selection of solution based on direct X2 or X2 GW depends on the deployment scenario. 
For supporting of direct X2, the current X2 setup procedure between (H)eNBs and the current X2 HO procedure could be reused.

For supporting of X2 via GW proxy, there are some possible issues need to be studied for this architecture:

· To clarify X2 proxy functionality in [2]
X2 proxy functionality for supporting HeNBs;

The HeNB GW provides X2 proxy functionality between the eNB and the HeNB. The X2 proxy functionality includes passing UE-dedicated X2 signalling messages as well as GTP data packets between the X2 interfaces associated with the eNB and the HeNB. Due to the proxy functionality, the HeNB GW appears as a HeNB to the peer eNB and vice versa.
As discussed above, the HeNB GW hosts the X2 proxy functions:

-
Relaying UE-associated X2 application part messages between the HeNB serving the UE and the peer eNB;
-
Terminating non-UE associated X2 application part procedures towards the HeNB. 
-
X2 interfaces shall be established between the eNB and the HeNB.
· How to select which kind of HO, i.e. X2 HO or S1 HO, to perform
In a network where X2 GW proxy HO is supported, the source eNB which has an X2 interface with the HeNB GW needs to know whether it can initiate X2 HO with the potential target eNB, or say whether the HeNB GW has an X2 interface with that target eNB. One possible solution is that when a HeNB performs X2 setup with a HeNB GW, the HeNB GW needs to inform the HeNB the X2 interfaces it already has with other eNBs.
· How to route X2AP messages via X2 GW
As the X2 interface breaks when an X2 GW is deployed to terminate the X2 interface at the HeNB GW, the X2 GW could not route X2AP messages which do not contain sufficient information to the correct target eNB. 

The problem had already been widely discussed for Relay, and the solution introduced for Relay can be reused for HeNB case, i.e. the processing of X2-AP messages in HeNB GW includes modifying X2-AP UE IDs, Transport Layer address and GTP TEIDs but leaves other parts of the message unchanged.
· How to perform X2 setup with a HeNB GW

When perform X2 setup between a (H)eNB and a HeNB GW, the X2 SETUP RESPONSE message is sent by a (H)eNB to a HeNB GW to transfer the initialization information for a TNL association. In current mechanism, the X2 SETUP RESPONSE message shall carry the information for its served cells, e.g. ECGI, PCI. However for a HeNB GW which has no cell to support, what information to be used for this message needs to be studied. Some possible solutions are to use default fake information, or to allow these IEs in the message to be blank. 

2.2   Membership Verification
According to the definitions in [3], 

Hybrid access mode: HNB/HeNB operates as a CSG cell where at the same time, non-CSG members are allowed access.

For hybrid mode which also allows the non-CSG members to access but serves the members and the non members with different priority, the MV (membership verification) should be considered to avoid the unfair treatment of UEs. 

Regarding X2 HO from macro to hybrid, there are some possible solutions to implement membership verification, whatever there is a HeNB-GW deployment or not in the source or/and in the target: 

· Solution 1: The source eNB consult MME for MV
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Figure 4: Inter-CSG X2 HO solution 1

1. The UE includes CSG ID of the target cell in the Measurement Report message to source eNB. The source eNB could check CSG ID.

2. The source eNB includes the CSG ID and Cell Access Mode in a new message, e.g. CSG Query message to the MME.

3. The MME performs MV to the CSG cell based on the CSG ID received in the new message and the stored CSG subscription data for the UE.

4. The MME includes CSG Membership Status in a new message, e.g. CSG Query ACK message, to the source eNB. 
5. The source eNB includes the CSG Membership Status in the Handover Request message to the target HeNB.
6. The target HeNB sends the Handover Request Acknowledge message to the source eNB. And if ’member ’is indicated by the source eNB, the target HeNB will allocate appropriate resources to the UE.
7. The source eNB sends the Handover Command message to the UE.
NOTE: The step 6, 7, 8 are optional.

In solution 1, the source eNB first consults the MME, e.g. by a new message, to perform MV for the UE based on the stored CSG subscription data. The target HeNB will set different criteria for AC in a CSG cell for members and non-members, and if ’member ’is indicated by the source eNB, the target HeNB may allocate appropriate resources, e.g. with high access priority, to the UE.
As an eNB is operator-owned and always considered to be trusted, the target HeNB could use the information from the source eNB directly and does not need to consults MME by itself to perform MV again.

· Solution 2: The target HeNB consults MME for MV

As all the UEs, no matters members or non-members are allowed to access, and the only difference is how the target treats the UE when and after it access, the MV could be performed by the target. 
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Figure 5: Inter-CSG X2 HO solution 2

1. The UE includes CSG ID of the target cell in the Measurement Report message to source eNB. The source eNB could check CSG ID.

2. The source eNB includes the CSG Membership Status in the Handover Request message to the target HeNB.
3. The target HeNB includes the CSG ID and Cell Access Mode in a new message, e.g. CSG Query message to the MME.

4. The MME performs MV to the CSG cell based on the CSG ID received in the new message and the stored CSG subscription data for the UE.

5. The MME includes CSG Membership Status in a new message, e.g. CSG Query ACK message, to the target HeNB. And if ’member ’is indicated in the IE, the target HeNB will allocate appropriate resources to the UE.
6. The target HeNB sends the Handover Request Acknowledge message to the source eNB.

7. The source eNB sends the Handover Command message to the UE.
In solution 2, the source eNB sends HANDOVER REQUEST message to the target HeNB, and the target HeNB consults the MME to perform MV for the UE based on the stored CSG subscription data. The target HeNB will set different criteria for AC in a CSG cell for members and non-members, and if ’member ’is indicated in the IE, the target HeNB may allocate appropriate resources, e.g. with high access priority, to the UE and will perform the correct charging policy.
· Solution 3: The target HeNB performs MV during Path Switch
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Figure 6: Inter-CSG X2 HO solution 3
1. The UE includes CSG ID of the target cell in the Measurement Report message to source eNB. The source eNB could check CSG ID.

2. The source eNB includes the CSG Membership Status in the Handover Request message to the target HeNB.
3. The target HeNB sends the Handover Request Acknowledge message to the source eNB. And if ’member ’is indicated by the source eNB, the target HeNB will allocate appropriate resources to the UE.

4. The source eNB sends the Handover Command message to the source eNB.
5. The UE performs RRC connection with the target HeNB.
6. The target eNB sends a PATH SWITCH REQUEST message to MME to inform that the UE has changed cell and it includes the CSG ID and Cell Access Mode in the message.

7. The MME performs MV to the CSG cell based on the CSG ID received in the new message and the stored CSG subscription data for the UE.
8. The MME confirms the PATH SWITCH REQUEST message with the PATH SWITCH REQUEST ACKNOWLEDGE.
In solution 3, the target HeNB consults the MME to perform MV based on the stored CSG subscription data through the PATH SWITCH procedure instead of a new message. In this case, the target HeNB first has to accept a UE according to the membership indicated by the UE from the source eNB, and then confirms with the MME by itself. Therefore it is possible that the UE may get unfair treatment during the access procedure if the indication by the UE is incorrect.
According to the pros and cons of the three solutions and considering the same procedure would better be applied for both macro to femto and femto to femto, we propose:

Proposal 2: Solution 2, i.e. the target HeNB consults MME for MV, should be adopted as the mechanism for MV.
3   Way forward
In this contribution, we share our views on the possible architectures and MV issue for the enhanced mobility from macro to femto. And we propose:
Proposal 1: Both of the direct X2 solution and the X2 GW solution could be supported, and the selection of solution based on direct X2 or X2 GW depends on the deployment scenario. 
Proposal 2: Solution 2, i.e. the target HeNB consults MME for MV, should be adopted as the mechanism for MV.
Proposal 3: To capture the section 2 in [1] for further pros and cons discussion on solutions.
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