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1
Introduction
RAN3 has received LS from SA5 on privacy requirements [1] with attached CR [2] to TS 32.422. Some aspects of this CR needs discussion in RAN3. Our proposal is described in this paper.
2
Discussion
We see a need for RAN3 to discuss two new MDT aspects introduced in SA5 specification [2]:

2.1
MDT Anonymisation

The last version of TS 32.422 describes a new MME behaviour (sending the TAC (Type Allocation Code) part of the IMEI to the Trace Collecion Entity (TCE), instead of sending the entire IMEI)  in case of management based MDT data collection. Such MME action is triggered by the eNB sending CELL TRAFFIC TRACE message on S1. Using IMEI-TAC is part of a new MDT functionality named "anonymization of MDT data for area based MDT", described in sub-section 4.2.9 of TS 32.422. The associated CR [2] does not introduce such anonymisation for legacy interface trace function. Our understanding is therefore that the MME must be able to distinguish between a CELL TRAFFIC TRACE message sent for the purpose of interface trace and the same message sent for the purpose of MDT. 
Proposal 1: RAN3 discusses and confirms (or possibly liaise SA5) that the MME must be able to distinguish between a CELL TRAFFIC TRACE message sent for the purpose of interface trace and the same message sent for the purpose of MDT.
We have submitted to this meeting a Rel-10 CR to TS 36.413 handling the S1 impact for MDT Anonymisation, by introducing a new IE in the CELL TRAFFIC TRACE message.

Proposal 2: If the statement in proposal 1 is confirmed by RAN3, we propose RAN3 to agree upon the CR [3] submitted to this meeting.

2.2
User consent update in the eNB for UEs in active mode

The CR [2] introduces the following sentence in TS 32.422: "If the user consent information is updated while a UE context is already set up in the eNB, MME shall use the UE context modification procedure to update the user consent in the eNB.". According to our information this sentence was introduced to align with a RAN3 CR being under discussion the same week as SA5 handled the MDT privacy requirements. However RAN3 didn't agree to introduce such support in the UE context modification procedure [4]. 

From our side some of the arguments not to introduce such support were:

· It is in operators' interest that also eNBs not supporting MDT support reception and X2 transfer of user consent (so that the "user consent chain" is not broken in case of successive X2 handovers in multi-vendor environment). Support in UE Context Modification would reduce probability of such support by eNBs not supporting MDT.

· The only action in the eNB is to prevent selection of the UE for subsequent management based MDT sessions. Interaction with RRC signalling / MDT deactivation is not considered, nor is deactivation of Logged MDT, of course. So support in UE Context Modification would bring some sort of "false security" which could be even worse than no support. I don't think the regulators will see any difference between a continued MDT session and a new MDT session - the user will be tracked anyway.

· Vendors need to keep this feature as simple and robust as possible.

· Even if operator's policy could be to maintain stationary UEs in connected mode, a call will probably not be maintained for days anyway. It would probably be released by the CN after at most 24h for charging reasons. 
We therefore propose not to introduce support of user consent information update in the UE Context Modification procedure.
Proposal 3: We propose not to introduce support of user consent information update in the UE Context Modification procedure.

3
Conclusion
We have provided following proposals:
Proposal 1: RAN3 discusses and confirms (or possibly liaise SA5) that the MME must be able to distinguish between a CELL TRAFFIC TRACE message sent for the purpose of interface trace and the same message sent for the purpose of MDT.
Proposal 2: If the statement in proposal 1 is confirmed by RAN3, we propose RAN3 to agree upon the CR [3] submitted to this meeting.

Proposal 3: We propose not to introduce support of user consent information update in the UE Context Modification procedure.
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