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1
Introduction

At RAN3#72 an interesting discussion started on how the current definition of the transparent containers used during intra-system and inter-system handover / SRNS relocation shall be interpreted in S1AP [1] and RANAP [2]. See the history of discussions along with documents R3-111314 and R3-111315 [3, 4] within the meeting report of RAN3#72.

This document provides some background information and describes two possible options for solving the issue and it is organized as follows:

· Subclauses 2.1 and 2.2 describe the ASN.1 code for Information Element containers and related PER encoding, respectively. 

· In subclause 2.3.1, a brief history of the definition of transparent container is reported.

· In 2.3.2 the two possible ways to interpret the current specification (i.e., Option 1 and Option 2) are described.

· In subclause 2.4 the impact of both options on inter-RAT working scenario is analyzed. 

· Subclause 3.1 summarizes the paper while subclause 3.2 proposes two possible alternatives (i.e., Alternative A and Alternative B).

2
Discussion

2.1
Abstract syntax notation for Information Element Containers

Almost all UTRAN and E-UTRAN Application Parts have a common abstract syntax structure, based on ASN.1 according to ITU-T X.680 and ITU-T X.681 [5, 6]. The transfer syntax is defined according to ITU-T X.691 [7] (PER encoding, octet aligned).

The basic class definition for the XAP-PROTOCOL-IES container is as follows:

XAP-PROTOCOL-IES ::= CLASS {


&id




ProtocolIE-ID 




UNIQUE,


&criticality

Criticality,


&Value,


&presence


Presence

}

WITH SYNTAX {


ID




&id


CRITICALITY


&criticality


TYPE



&Value


PRESENCE


&presence

}

The syntax of a CLASS definition can be found in ITU-T X.681 [6].

The ASN.1 type definitions for the ProtocolIE-ID IE, Criticality IE and Presence IE can be found within the Common Definitions module.

Special attention shall be given to the line “&Value”. As one can see, there is no type reference provided. According to ITU-T X.680 [5], this form of notation is called “open type notation”. This is necessary, as an IE container element (see definition of the IE container below) should be able to carry any kind of type.

The IE Container itself is defined as 

ProtocolIE-Container {XAP-PROTOCOL-IES : IEsSetParam} ::=

SEQUENCE (SIZE (0..maxProtocolIEs)) OF

ProtocolIE-Field {{IEsSetParam}}

ProtocolIE-Field {XAP-PROTOCOL-IES : IEsSetParam} ::= SEQUENCE {


id



XAP-PROTOCOL-IES.&id



({IEsSetParam}),

criticality

XAP-PROTOCOL-IES.&criticality

({IEsSetParam}{@id}),

value


XAP-PROTOCOL-IES.&Value


({IEsSetParam}{@id})
}

An example application of this container then looks like as follows:

Proc-1-InitMessagePDU ::= SEQUENCE {


protocolIEs


ProtocolIE-Container

{ {Proc-1-InitMessagePDUIEs} },


protocolExtensions
ProtocolExtensionContainer
{ {Proc-1-InitMessagePDUIEsExt} } 



OPTIONAL,

...
}

Proc-1-InitMessagePDUIEs XAP-PROTOCOL-IES ::= {


{ ID id-FirstIE

CRITICALITY ignore
TYPE FirstIE

PRESENCE mandatory
},

...
}

Proc-1-InitMessagePDUIEsExt XAP-PROTOCOL-EXTENSION ::= {


...

}

2.2
PER Encoding of “open type notation” within IE Container

In general, ASN.1 abstract syntax (i.e., the “ASN.1 Definitions”) can be encoded with any ASN.1 encoding scheme in a way that the resulting transfer syntax (i.e., the “bits on the line”) are able to represent the abstract syntax in an unambiguous way. That is, if the generic application part XAP
 is encoded by both nodes with basic encoding rules (BER), the information provided to the application of XAP is exactly the same as if the XAP is encoded with packet encoding rules (PER). Since (E-) UTRAN APs are defined to be encoded with PER, within this paper we will refer to this encoding scheme.

The IUT-T Packet encoding scheme optimises the amount of necessary information to be sent on the interfaces, assuming that both, the sending and the receiving entity, have a common understanding of the message structure. Further, in order to cater for extension mechanisms in (E-)UTRAN signalling, both entities implemented the same extension mechanisms (see §10 of each AP). This gives the following possibilities for optimisation:

-
Fix length type definitions do not need to have any length indicator;

-
Mandatory IEs do not need any presence indicator on native ASN.1 structures like SEQUENCE (note: not to be mistaken for the “PRESENCE” field within XAP specific CLASS definitions)

-
Indication of the presence of optional elements within native ASN.1structures like SEQUENCE is realised with adding a bitstring where each position within that bitstring indicates the presence or absence of the element.

For “open type” definitions, ITU-T X.691 [7] reads as follows:

“11.2 
Open type fields

11.2.1 
In order to encode an open type field, the value of the actual type occupying the field shall be encoded to a field-list which shall then be converted to a complete encoding of an abstract syntax value as specified in 11.1 to produce an octet string of length "n" (say).

11.2.2 
The field-list for the value in which the open type is to be embedded shall then have added to it (as specified in 11.9) an unconstrained length of "n" (in units of octets) and an associated bit-field (octet-aligned in the ALIGNED variant) containing the bits produced in 11.2.1.

NOTE – Where the number of octets in the open type encoding is large, the fragmentation procedures of 11.9 will be used, and the encoding of the open type will be broken without regard to the position of the fragment boundary in the encoding of the type occupying the open type field.”
This gives a basic scheme for each sent IE container element as follows:


[image: image1.emf]Protocol IE ID (2 Octets) Criticality (1) Length Indicator for the Type Field (n) Type Field (N –according to length field)


2.3
Definition of Transparent Containers for Handover / SRNS Relocation purposes in S1AP and RANAP

2.3.1
A brief summary of the history of containers

UTRAN side – RANAP

1.
Before the introduction of LTE, the RANAP RELOCATION REQUIRED message included a dedicated transparent container for the different RATs (GERAN, UTRAN). The type of transparent container was clearly distinguishable by an IE identifier, and it was deducible from the message content when to include a certain container. (In fact the content of the Target ID IE indicated the transparent container actually included in the message).

2.
With the introduction of LTE, a “Source to Target Transparent Container” and a “Target to Source Transparent Container” were introduced in order to allow the design of generic core network protocols that do not have to introduce new protocol elements for transporting transparent information between radio network nodes of current and future RATs. Interworking towards GERAN was left untouched, so the respective GERAN specific containers are still explicitly defined.

3.
At RAN#42, 25.413_CR0961r3 [8], introducing for RANAP the above mentioned generic containers, was approved.
It has to be noted, that stage 2 (TS 23.401 [9]) specifies the possibility to address an eNB as an RNC-ID in order to allow inter-RAT mobility between UTRAN and E-UTRAN via legacy CN nodes that are not able to interpret the “Target eNB-ID” CHOICE tag within the Target ID IE. (See definition of the term Corresponding RNC-ID within §3.1 in 25.413 [2]).

4.
Clarifications were introduced at RAN#43 in 25.413_CR0980 [10] and at RAN#47 in 25.413_CR1048r1 [11] to add a new informative Annex B describing the usage and properties and encoding of the transparent containers.

5.
There were still ambiguities with the interpretation of the “OCTET STRING” type definition of the generic transparent containers. These were addressed RAN#43 in 25.413_CR0984 [12] with a clarifying comment in the ASN.1 code (§9.3.4 below the ASN.1 definitions of the “Target-ToSource-TransparentContainer” and “Source-ToTarget-TransparentContainer”) stating that these containers “... shall be encoded not as an OCTET STRING but according to the type specification of the target system”.
E-UTRAN side – S1AP 
(Note: this part is structured along the topics discussed above for RANAP)
1&2.
 TS 36.413 [1] introduced a “Source to Target Transparent Container” and a “Target to Source Transparent Container”, able to carry E-UTRAN, UTRAN and GERAN specific containers.

3.
The generic container definitions where introduced at RAN#42 for S1AP as was previously done for RANAP resulting in version 8.4.0 of S1AP (see 36.413_CR0325r1 [13], the original CR was contained in R3-083538 [14] from RAN3#62).

4.
The clarifying annex for the transparent containers was introduced at RAN#43 in 36.413_CR0401 [15] with additions for the semantics description and the annex at RAN#47 in 36.413_CR0645r1 [16].

5.
There was no CR approved, equivalent to 25.413_CR0984 [12] for RANAP, in order to clarify the actual nature of the OCTET STRING type definition of the transparent containers. (This is part of the uncertainty this document is all about.) Therefore it is expected that certain implementations may interpret the OCTET STRING type definition literally. The actual implementations need to be checked and conclusions need to be drawn from that.

2.3.2
Current uncertainty on how to encode the transparent containers in S1AP and RANAP

2.3.2.1
Option 1:
“OCTET STRING” type being interpreted as a placeholder for the actual type definition

2.3.2.1.1
Option 1 - Outline

Taking the S1AP HANDOVER REQUIRED message definition as an example, if the Source To Target Transparent Container IE on top message level is defined in ASN.1 as

       { ID id-Source-ToTarget-TransparentContainer    CRITICALITY reject   TYPE Source-ToTarget-TransparentContainer       PRESENCE mandatory }|
In case the eNB specific Source-to-Target transparent-container shall be included, then this shall be equivalent to

       { ID id-Source-ToTarget-TransparentContainer    CRITICALITY reject   TYPE SourceeNB-ToTargeteNB-TransparentContainer     PRESENCE mandatory }|

In case the RNC specific Source-to-Target transparent-container shall be included, then this shall be equivalent to 

       { ID id-Source-ToTarget-TransparentContainer    CRITICALITY reject   TYPE SourceRNC-ToTargetRNC-TransparentContainer     PRESENCE mandatory }|

Notice that the ASN.1 code would be the same as if the type SourceRNC-ToTargetRNC-TransparentContainer was defined in S1AP or imported from RANAP, respectively.

2.3.2.1.2
Option 1 - Discussion

Although Option 1 would follow the spirit of 25.413_CR0984 [12] (see §2.3.1 above) and although this equivalence looks straightforward, the following needs to be considered:

-
The strength of specifying protocols with ASN.1 lies in the possibility to generate respective application source code for both, sending (assembling) and receiving (interpreting), messages in an automated way. 

-
In case of Option 1, automated generation of source code for handling of the OCTET STRING type definition would need to be modified in a non-automated, i.e., manual way. 
Possible implementations would need to take into account the RAT specific content of the generic container.

-
Indeed and unfortunately, the requirement to transport RAT specific containers in a single IEs in order to avoid CN impacts (the paradigm RAN3 was asked to follow from Rel-8 onwards), does not have any syntactical representative in the latest specified standard notation of ASN.1 (ITU-T X.680 [5]).

Note: a possible extension of ASN.1 would need a kind of “type-selector”, not producing any additional encoded bits, which is either dependent on parts of the remaining message (e.g., the kind of transparent container dependent on the Target ID – which is problematic in RANAP, if the eNB is addressed via an RNC-ID) or is able to work with parameterization by an invoking application process.

(
Therefore, either, (a) a generic ASN.1 tool needs to be modified with Application Part specific logic or (b) the generated source-code needs to be modified manually.

2.3.2.2
Option 2:
Literal interpretation of any “OCTET STRING” type

2.3.2.2.1
Option 2 - Outline

It is not possible to provide an integral ASN.1 representation of Option 2, not even partially (i.e., per RAT) as for Option 1.

The linkage between the OCTET STRING type and its contained IE is achieved via a descriptive specification provide e.g. within the Semantics Description of the tabular notation. The OCTET STRING is actually encoded as an unconstrained OCTET STRING, carrying a bit-field which is encoded according to the target RAT specification:

ASN.1 specification of the Source To Target Transparent Container IE within the S1AP HANDOVER REQUIRED message:


{ ID id-Source-ToTarget-TransparentContainer
CRITICALITY reject
TYPE Source-ToTarget-TransparentContainer 
PRESENCE mandatory }|

ASN.1 specification of the Source To Target Transparent Container IE:


Source-ToTarget-TransparentContainer ::= OCTET STRING

(
S1AP procedural description §8.4.1.2: 
“In case of handover to UTRAN, the information in the Source to Target Transparent Container IE shall be encoded according to the Source RNC to Target RNC Transparent Container IE definition as specified in TS 25.413 [19] and the source eNB shall include the UE History Information IE in the Source RNC to Target RNC Transparent Container IE.”
(
S1AP Semantics Description §9.2.1.56: 
“This IE includes a transparent container from the source RAN node to the target RAN node. In inter-system handovers from E-UTRAN, the IE is encoded according to the specifications of the target system.
Note: in the current version of the specification, this IE may either carry the Source eNB to Target eNB Transparent Container IE or the Source RNC to Target RNC Transparent Container IE as defined in TS 25.413 [19] or the Source BSS to Target BSS Transparent Container IE as defined in TS 48.018 [18] or the Old BSS to New BSS information IE as defined in TS 48.008 [23].”

2.3.2.2.2
Option 2 - Discussion

Option 2, like Option 1, would need modification of tools/generated code, especially due to the fact that no integral ASN.1 representation exists for this option.

2.4
Considerations on inter-RAT interworking

A possible outcome of related discussions could be that for, e.g., RANAP, Option 1 is selected, and for S1AP Option 2 is selected.

In order to understand the related impacts to the overall system, especially to the CN, please try to remember the motivations for the introduction of RAT-agnostic containers in RANAP and S1AP (see §2.3.1 of this paper).

The following is a collection of thoughts which should be considered when deciding about the final scheme.

1) Changing RANAP is not to be discussed. RANAP stays with Option 1.

2) It is obvious that only an alignment (w.r.t. encoding the RAT-agnostic transparent containers) between RANAP and S1AP is able to avoid the establishment of special rules for CN nodes (i.e., removing/adding length fields) in order to enable interworking between RAN nodes. 
See below a drawing which shows the UTRAN to LTE mobility scenario in case RANAP follows Option 1 and S1AP follows Option 2.
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Figure 1: UTRAN to LTE mobility scenario showing the encoding of Generic Source to Target Transparent Container and Specific Source To Target Transparent Container in case Option 2 is selected for S1AP

3) Looking at §8.48 of TS 29.742 (GTPv2) [17], where the “fully qualified transparent container” carries information about the (RAT-) nature of the transparent container, this shows that the CN internal protocols did not follow the principles agreed for Rel-8. We propose to at least discuss the following issue: find a protocol solution in order to remove the “Container Type” field (i.e., mandating a receiving node to ignore the information contained). An LS to CT4 (and probably SA2) should be sent, respective LSs to CT4 are attached in the zip file of this document.

4) Section §2.3.1/ point 3) for UTRAN within this paper, , reports about an option specified in TS 23.401 [9] Annex D, where a legacy (pre-Rel-8) SGSN is able to interwork with an MME for inter-RAT mobility.
This case would work easily if both RATs chose the same encoding option, otherwise only MME would be in the position to do the interworking.
5) It is also quite obvious that a situation where the encoding of the TCs is not aligned among RANAP and S1AP would generate more confusion and related problems during IOTing can be easily predicted. 

6) While acknowledging that every chosen combination of option is able to work, we would like to remember that in the past it has always proven to be the proper decision to establish and standardize as less rules and exceptions as possible in order to guarantee as smooth IOTing as possible.
The principles of CN transparency (see §2.3.1 of this paper) and the mobility principle of “source adapting to the target” would in this case already provide sufficient guidance upon which a final decision can be designed. 

3
Summary and proposal

3.1
Summary

In this document we addressed the issue of the ASN.1 encoding of transparent containers in S1AP [1] and RANAP [2]:
1. In subclauses 2.1 and 2.2 we described the abstract syntax structure for S1AP and RANAP, the usage of the “open type notation” and the related PER encoding within the Information Element Container. In particular, 
a. We showed how such “open type notation” is necessary in order to allow the IE container to carry any kind of data type, and 
b. we explained that “In order to encode an open type field, the value of the actual type occupying the field shall be encoded […] an octet string of length "n" (say)”.
2. In subclause 2.3.1 we briefly summarized the history of the changes related to transparent containers, whose goal was “to allow the design of generic core network protocols that do not have to introduce new protocol elements for transporting transparent information between radio network nodes of current and future RATs”.
3. Subclause 2.3.2 describes how the OCTET STRING within the transparent containers could be interpreted:
a. Option 1: as a placeholder for the actual type definition (requiring only one length field in the final ASN.1 PER encoding), or
b. Option 2: as an actual OCTET STRING type (requiring two length fields)
4. Finally, subclause 2.4 listed the main implications on inter-RAT mobility depending on which option is selected for S1AP [1] and RANAP [2]. Most importantly, point 3) described how the CT4 specification (TS 29.742 [17], subclause 8.48) did not follow the principles agreed for Rel-8, i.e., “the “fully qualified transparent container” [currently] carries information about the (RAT-) nature of the transparent container”.
3.2
Proposal

Given the above analysis, we believe that there are only two workable alternatives from a system perspective, as reported in §3.2.1 and §3.2.2 below.
3.2.1
Alternative A

Alternative A consists in: 
1) Maintaining RANAP encoding (Option 1), and

2) Clarifying S1AP as per Option 1 (only one length field)
With reference to Fig.1, this means that single length fields are used in both S1 and Iu.
Assessment of impact and IOT aspects for this option: 
-
this option is likely to impact a number of existing S1AP implementations;
-
however the required change will be explicit in the specification and the change is contained;
-
Gn/S3 protocol specifications are able to reference directly to IEs specified in RANAP and S1AP (see attached LS to CT4);
-
IOT problems may occur but it should be clear that the “one length” interpretation is the correct one going forward – so any such issues should disappear with time.
Related attachments for Alternative A:

-
draft Alternative A_LS to CT4_RANAP and S1AP encoding aligned.doc

-
Alternative A and B draft CR vs. RANAP.doc

-
draft Alternative A_CR vs. S1AP.doc
3.2.2
Alternative B

Alternative B consists in: 
1) Maintaining RANAP encoding (Option 1), 

2) Clarifying S1AP as per Option 2 (two length fields), and 
3) Adding specification of the necessary MME processing.
With reference to Fig.1, this means that a single length field is used in Iu, and a double length field in S1. Further, a field length adaptation is performed by the MME on every transparent container such that all messages to the eNB acquire a double length, and all messages from the eNB need to have the OCTET length stripped. By this it is ensured that any Gn/S3 message transports any transparent container in the same way.
Assessment of impact and IOT aspects for this option: 
-
this option may still impact some existing S1AP implementations that use RANAP-like encoding;
-
it requires a thin adaptation layer in the MME which however is not currently specified and must be inferred from the S1AP/RANAP mismatch (with potential IOT issues even in 2G/3G/LTE networks);
-
since this MME adaptation layer will not be defined anywhere, there is also a real danger that it will not be implemented by MME vendors that are currently focused on scenarios without 3GPP 3G interworking; however if such an MME is later migrated to a 3G/LTE scenario where other nodes have implemented such a layer, IOT issues will result; the converse situation may also happen, i.e. an MME with an adaptation layer being deployed in a scenario where existing MMEs do not have such a layer.

Related attachments for Alternative B:

-
draft Alternative B_LS to CT4_RANAP and S1AP encoding not aligned.doc

-
Alternative A and B draft CR vs. RANAP.doc

-
draft Alternative B_CR vs. S1AP.doc 

3.2.3
Closing statements

It is clear that no overall way forward is pain-free. Also, selection of a system option (with its associated S1AP coding) should be explicitly supported across 3GPP specifications including CN as needed to ensure that the problem really is solved and does not resurface in the future. 

It is therefore proposed to discuss the above mentioned alternatives with a view to selecting the best and most future proof option.
4
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