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1 Introduction

In R11 HeNB SID, there is an objective on evaluating the benefit of enhanced inter-CSG mobility. The possible scenarios for inter-CSG mobility enhancement were presented and discussed by companies in last meeting. In this paper, we are going to discuss this again.
2 Discussions
At RAN3#72, several contributions discussed about scenarios of inter-CSG enhanced mobility [1][2][3][4]. The expected scenarios include:
· Home scenario: The neighbours who have good relationship can access each other’s femto freely. 
Except in the case that there is a party in someone’s home, neighbour’s access is just for a while. Generally, doing a party is very rare for a family. On the other side, there are a few of active users in a HeNB. A dedicated X2 connection between two HeNBs deployed in residences would not be an efficiency way.
· Enterprise scenario: It assumes that different departments will have different CSG ID, and some higher layer mangers can access every department in an optimized way, i.e. mobility via X2 interface without CSG membership check.
But does it really need different CSG ID for different department? This scenario can not be understood easily.
· Others: For example described at [4], a special case is existed. 
This is a reasonable scenario but not so popular. We recommended not to do any optimization for this kind of unpopular scenarios.
All of the scenarios mentioned above might be reasonable, but actually they are not quite suitable to be deployed because they are unpopular or intricate.
There is an agreed access control principle for inter-CSG mobility, in which CSG membership verification should always be done by EPC. From perspective of security, subscription data can not be stored in HeNB, the access control functionality for inter-CSG case therefore also can not be located in HeNB. The MME should always be involved during inter-CSG mobility. Except any enhancement on current access control principle, we can not alleviate too much load for MME.
The contribution [2] provided two methods to implement CSG membership verification during X2-based HO. 
In the first method, both source and target HeNBs ask MME to verify the possibility of user’s access right to target HeNB. In general, source HeNB will determine to trigger handover signalling towards target HeNB after receiving measurement report from UE. The requiring of CSG membership verification from MME before X2 HO signalling initiating and during X2 HO signalling will increase time delay of X2 handover. Moreover, four S1 messages would be introduced by this method and the overload of core network is still there.

For the second method, target HeNB ask MME for the result of CSG membership verification. It introduces some other procedure during X2 HO and it breaks current X2 HO flow. Two of S1 messages would be introduced. It would also increase handover delay and a few of signalling towards CN are saved.
For the reasons mentioned above, we propose to rule out inter-CSG mobility enhancement from R11.
3 Conclusion

In this paper, we analyse the use cases of inter-CSG mobility enhancement, it is clearly that we do not have a popular use case now. From respective of access control, MME would still be involved during inter-CSG mobility and the load for CN can not be alleviated too much.
Proposal: We propose to rule out inter-CSG mobility enhancement from R11 and capture this proposal to the TR.
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