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1   Introduction
In the 3GPP TSG RAN3 #72 meeting, one SI on H(e)NB had been approved in [1]. In this WID, one of the objectives for LTE is to 
Evaluate the benefit of support for Inter-CSG enhanced mobility. (RAN3 only)

And in the TSG WG RAN3 #72 meeting, the participants made some discussion on the possible scenarios.   

In the document we give a further discussion on the possible architecture for Rel-11 HeNB.
As shown in figure 1 [2], R10 supports direct X2-connectivity between HeNBs, independent of whether any of the involved HeNBs is connected to a HeNB GW. 
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Figure 1: Overall E-UTRAN Architecture with deployed HeNB GW
2   Scenario
Inter-CSG HeNB-HeNB HO, which deferred from Rel-10, is a possible happen case in enterprise environments. For example, some neighbour stores in a shopping mall may use CSG with different CSG ID, or one company may deploy CSG with different CSG ID for different application. In these cases, inter-CSG mobility is inevitable and has the benefit to study the enhancements. 
3   Access control
Considering the character of CSG Cell, which only allows the member to access, the access control should be considered to avoid the access of unauthorized UEs, and it is necessary to consider the access control mechanism in the inter-CSG case.

The access control mechanism during HO for CSG and hybrid cells is agreed as following: 

· preliminary checking in the UE by the white list
· final checking in the MME
As S1 HO already supports inter-CSG mobility, in the following section, we only discuss the access control of inter-CSG mobility for X2 HO. 

Regarding X2 HO for inter-CSG case, there are possible solution to implement access control, whatever there is a HeNB-GW deployment or not in the source or/and in the target: 

· Solution 1: The source HeNB consult MME for UE access control (and the target HeNB optionally do the recheck)
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Figure 2: Inter-CSG X2 HO solution 1

1. The UE includes CSG ID of the target cell in the Measurement Report message to source HeNB. The source HeNB could check CSG ID.

2. The source HeNB includes the CSG ID and Cell Access Mode in a new message, e.g. CSG Query message sent to the MME.

3. The MME performs UE access control to the CSG cell based on the CSG ID received in the new message and the stored CSG subscription data for the UE.

4. The MME sends a new message, e.g. CSG Query ACK message, to the source HeNB. 
5. The source HeNB includes the Membership Status in the Handover Request message sent to the target HeNB.
6. The target HeNB includes the CSG ID and Cell Access Mode in a new message, e.g. CSG Query message sent to the MME.

7. The MME performs UE access control to the CSG cell based on the CSG ID received in the new message and the stored CSG subscription data for the UE.

8. The MME sends a new message, e.g. CSG Query ACK message, to the target HeNB. And if such validation is successful the target HeNB allocates appropriate resources.
9. The target HeNB sends the Handover Request Acknowledge message to the source HeNB.

10. The source HeNB sends the Handover Command message to the source eNB.
NOTE: The step 6, 7, 8 are optional.
In solution 1, the source HeNB first consults the MME, e.g. by a new message, to perform access control for the UE based on the stored CSG subscription data. If the access control procedure fails, the MME will inform the source HeNB to stop the HO. If successes, the source HeNB will send HANDOVER REQUEST message to the target HeNB. Considering in some enterprise case or public scenario, e.g. shopping mall, the source HeNB and the target HeNB belong to different shops, e.g. Starbucks and McDonald's, and if the source is a compromised HeNB then this provides a good way for the network to accept a UE that should not have access. Therefore the target HeNB may also need to consults MME to perform access control again if the source HeNB and the target HeNB belong to different user. In this case, the access control is made before the HO and the HO can be stopped as early as possible if the UE access control can not be passed in MME, which can avoid the handover to an unauthorized HeNB. However the target HeNB will have to accept all HOs from the source without any further checks, otherwise a similar duplicate checking needs to be done in the target HeNB.
· Solution 2: The target HeNB consults MME for UE access control
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Figure 3: Inter-CSG X2 HO solution 2

1. The UE includes CSG ID of the target cell in the Measurement Report message to source HeNB. The source HeNB could check CSG ID.

2. The source HeNB includes the Membership Status in the Handover Request message sent to the target HeNB.
3. The target HeNB includes the CSG ID and Cell Access Mode in a new message, e.g. CSG Query message sent to the MME.

4. The MME performs UE access control to the CSG cell based on the CSG ID received in the new message and the stored CSG subscription data for the UE.

5. The MME sends a new message, e.g. CSG Query ACK message, to the target HeNB. And if such validation is successful the target HeNB allocates appropriate resources.
6. The target HeNB sends the Handover Request Acknowledge message to the source HeNB.

7. The source HeNB sends the Handover Command message to the source eNB.
In solution 2, the source HeNB send HANDOVER REQUEST message to the target HeNB, and the target HeNB consults the MME to perform access control for the UE based on the stored CSG subscription data. If the access control procedure fails, the MME will inform the target HeNB and then the target HeNB will inform the source HeNB to reject the HO. If successes, the target HeNB will send HANDOVER REQUEST ACKNOWLEDGE message to the source HeNB. In this case, the signalling passing through CN can be largely saved and the HO delay can be relatively short. 

· Solution 3: The target HeNB performs UE access control during Path Switch
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Figure 4: Inter-CSG X2 HO solution 3
1. The UE includes CSG ID of the target cell in the Measurement Report message to source HeNB. The source HeNB could check CSG ID.

2. The source HeNB includes the Membership Status in the Handover Request message sent to the target HeNB.
3. The target HeNB sends the Handover Request Acknowledge message to the source HeNB.

4. The source HeNB sends the Handover Command message to the source eNB.
5. The UE performs RRC connection with the target HeNB.
6. The target eNB sends a PATH SWITCH REQUEST message to MME to inform that the UE has changed cell and it includes the CSG ID and Cell Access Mode in the message.

7. The MME performs UE access control to the CSG cell based on the CSG ID received in the new message and the stored CSG subscription data for the UE.
8. The MME confirms the PATH SWITCH REQUEST message with the PATH SWITCH REQUEST ACKNOWLEDGE message with a new IE, CSG Query ACK, indicating the target HeNB CSG validation.
In solution 3, the target HeNB consults the MME to perform access control for the UE based on the stored CSG subscription data through the PATH SWITCH procedure instead of a new message. In this case, the target HeNB has to accept a UE first no matter whether the UE is its member or not, and then rejects the UE if the MME responses that the CSG is invalidate for that UE and performs explicit detach of the UE. Therefore the UE will experience a very long delay until the service can be available again.
4   Way forward
In this contribution, we share our views on the scenario and access control issue for inter-CSG HeNB-HeNB mobility. And we propose:
Proposal: To capture the section 2 and 3 in [2] for further pros and cons discussion on solutions.
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