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1   Introduction
In RAN3 #70bis meeting, it is stated that, based on the implementation, the DeNB can terminate a HO Request message towards an RN from a neighbour eNB and send a HO Preparation Failure message towards the neighbour eNB on behalf of the RN, when a failure occurs in the message such as MME Code derived from the GUMMEI IE in the message is unknown. However, it does not cover all the cases of HO for a UE towards the RN, which brings some problem.
In this paper, we analyze the problem and give our proposal.
2   Discussion
There are two cases of HO for a UE towards the RN. One case is that the Handover Request message towards the RN is originated by the RN’s DeNB. Another case is that the Handover Request message towards the RN is originated by the RN’s neighbour eNB except the RN’s DeNB. Now we discuss the two cases as follows.
Case 1: X2 HO Request is originated by the RN’s DeNB
After the RN receives a Handover Request message originated by its DeNB, it will derive GU Group Id from the GUMMEI IE in the message and judge whether the GU Group Id is valid. If the GU Group Id is valid, the RN will derive MME Code from the GUMMEI IE and judge whether the MME Code is known. If the MME Code is unknown, the RN will send a HO Preparation Failure message including the cause of “Unknown MME Code” to its DeNB. Since the RN shares the same set of UE MMEs with its DeNB, the case of “MME Code is unknown” is unlikely to happen. However in some cases, the RN may wrongly consider the MME Code as unknown, as it could not get all the GUMMEIs belonging to all the MMEs which have S1 connections with the DeNB based on the current specifications.
Now we analyze why the RN may wrongly consider the MME Code as unknown in detail. Although RN can get GUMMEIs from Served GUMMEIs list in the S1 SETUP RESPONSE/MME CONFIGURATION UPDATE message sent by the DeNB, the message may not carry all the GUMMEIs. Assume that there are two MMEs (MME1 and MME2) which have S1 connections with the DeNB. For LTE RAT, MME1 has one GUMMEI: <PLMN1><GroupID1><MMEC1>. MME2 has two GUMMEIs: <PLMN1><GroupID2><MMEC2> and <PLMN2><GroupID2><MMEC2>. From the content of Served GUMMEIs list, we can find that GUMMEI(s) about the same RAT can only be put as the combination of “Served PLMNs” list, “Served GroupID” list and “Served MMECs” list. Since MME1 and MME2 have different PLMN set and different GroupID set, the DeNB can not put the above three GUMMEIs about LTE RAT in one S1 SETUP RESPONSE message. Another possibility for the DeNB to notify the RN of all the GUMMEIs is that the DeNB sends two S1 SETUP RESPONSE messages respectively including the GUMMEI set for MME1 and the GUMMEI set for MME2 in a serial way. However, if the RN receives an MME CONFIGURATION UPDATE message including a new GUMMEI set later, the RN can not determine which existing GUMMEI set should be replaced by the new one. Thus the RN may get confused and may not correctly get all the GUMMEIs through the MME CONFIGURATION UPDATE messages.
Thus, when Handover Request towards the RN is originated by its DeNB, the RN may consider the MME Code as unknown and send a HO Preparation Failure message towards its DeNB, which may result in that its DeNB unnecessarily initiates an S1 handover preparation procedure towards it.
Case 2: X2 HO Request is originated by the RN’s neighbour eNB except the RN’s DeNB
After the RN receives a Handover Request message originated by its neighbour eNB except its DeNB, similar problem may occur. Although its DeNB can judge whether the MME Code is known and only forward the Handover Request message indicating the known MME Code to the RN, the problem still exists. Then because the RN could not get all the GUMMEIs belonging to all the MMEs which have S1 connections with the DeNB, the RN may also consider the MME Code as unknown and send a HO Preparation Failure message towards its neighbour eNB, which may result in that its neighbour eNB unnecessarily initiates an S1 handover preparation procedure towards it.
We see that no matter which neighbour the X2 HO request is originated, the RN may wrongly consider the MME Code as unknown and send a HO Preparation Failure message towards the neighbour. And this may made the neighbour unnecessarily initiate an S1 handover preparation procedure towards the RN, which increasing the delay for HO preparation. To solve this problem, we give Proposal 1.
Proposal 1: the RN will not judge whether MMEC is known based on GUMMEI IE in the HO Request message towards it. 
A companion CR to TS36.300 v10.2.0 [1] implementing the proposed change is included in R3-110677 [2].
3   Conclusion
This paper analyzes the problem about HO request towards an RN, and gives the following proposal:
Proposal 1: the RN will not judge whether MMEC is known based on GUMMEI IE in the HO Request message towards it.
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