Page 1



3GPP TSG-RAN WG3 Meeting #70bis 
(
R3-110140
Dublin, Ireland, 17th – 21st January 2011
	CR-Form-v9.7

	CHANGE REQUEST

	

	(

	25.467
	CR
	xxxx
	(

rev
	-
	(

Current version:
	10.0.0
	(


	

	For HELP on using this form look at the pop-up text over the (
 symbols. Comprehensive instructions on how to use this form can be found at http://www.3gpp.org/specs/CR.htm.

	


	Proposed change affects:
(

	UICC apps(

	
	ME
	
	Radio Access Network
	X
	Core Network
	


	

	Title:
(

	Stage 2 for the HNB-HNB mobility using Iurh interface

	
	

	Source to WG:
(

	ZTE

	Source to TSG:
(

	R3

	
	

	Work item code:
(

	HNB-HENB_mob_enh
	
	Date: (

	07/01/2011

	
	
	
	
	

	Category:
(

	B
	
	Release: (

	Rel-10

	
	Use one of the following categories:
F  (correction)
A  (corresponds to a correction in an earlier release)
B  (addition of feature), 
C  (functional modification of feature)
D  (editorial modification)

Detailed explanations of the above categories can
be found in 3GPP TR 21.900.
	Use one of the following releases:
R99
(Release 1999)
Rel-4
(Release 4)
Rel-5
(Release 5)
Rel-6
(Release 6)
Rel-7
(Release 7)
Rel-8
(Release 8)
Rel-9
(Release 9)
Rel-10
(Release 10)
Rel-11
(Release 11)
Rel-12
(Release 12)

	
	

	Reason for change:
(

	In TS25.467, current figure of HNB access network reference model does not clearly illustrate all the deployment architectures with Iurh connection between HNBs. Also, it does not currently specify the scenarios to which the HNB to HNB mobility using Iurh interface is applied. Furthermore, it is ambiguous about the RANAP messages in the figure of HNB to HNB handover via Iurh interface-UE involved. 

	
	

	Summary of change:
(

	In 4.1, add the text noting that the figure of HNB access network reference model is only one of the deployment architectures which support Iurh connection between HNBs, all the deployment architectures with Iurh interface between HNBs are attached in Annex B.1.
In 4.1, add the text specifying the scenarios in which HNB to HNB mobility using Iurh interface may exist.
In 5.7.2.1, little change the text clarifying that the two RANAP messages in step 1 and 4 in the figure of HNB to HNB handover via Iurh interface-UE involved are the defined messages in TS25.413.

	
	

	Consequences if 
(

not approved:
	The HNB access network reference model may be misundersood as the only one of the deployment architectures with Iurh connection between HNBs. 
Also, it is not possible to use the HNB to HNB mobility using Iurh interface. 

In addition, the RANAP messages may be mistaken to be introduced new messages. 

	
	

	Clauses affected:
(

	4.1, 5.7.2.1

	
	

	
	Y
	N
	
	

	Other specs
(

	
	X
	 Other core specifications
(

	

	affected:
	
	X
	 Test specifications
	

	
	
	X
	 O&M Specifications
	

	
	

	Other comments:
(

	


*** Start of change ***
//**first change
4.1
General

The overall UMTS architecture and UTRAN architectures are described in 25.401 and 25.410. For clarity and ease of understanding, at appropriate places references to TR-069 and associated methods are described briefly although they are beyond the scope of this specification.

The reference model shown in Figure 4.1-1 below contains the network elements that make up the HNB access network. There is one-to-many relationship between HNB-GW and HNB(s).  Figure 4.1-1 only shows the HNB access network deploying direct Iurh interface between HNBs. All the HNB access network deployment architectures, using to support Iurh connection between HNBs, are illustrated in Annex B.1.
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Figure 4.1-1. HNB access network reference model.
The HNB GW serves the purpose of a RNC presenting itself to the CN as a concentrator of HNB connections. The Iu interface between the CN and the HNB-GW serves the same purpose as the interface between the CN and a RNC. One HNB serves only one cell. 
The Local Gateway (L-GW) may be present only when HNB operates in LIPA. When present, it is  co-located with the HNB. This L-GW can then have a Gn/S5 interface towards the SGSN/SGW which does not use the HNB GW, and a Gi interface towards the residential/IP network.

The L-GW shall use the same IPSEC tunnel established by the HNB as specified in TS 33.320 [16].

The L-GW may be assigned the same inner IP address as the HNB, or a different IP address.

NOTE: If the L-GW and the HNB use the same IP address, they should be assigned distinct ranges of TEIDs in order to be able to discriminate downlink GTP-U packets.
NOTE:
The Security gateway is a logically separated entity and may be implemented either as a separate physical element or integrated into, for example, a HNB-GW.

The HNB access network includes the functional entities as shown in Figure 4.1-1 and detailed below.

The HNB access network supports Iurh connectivity between HNBs.

This version of specification supports two different Iurh connectivity options:

-
Direct Iurh interface connectivity between the two involved HNBs. 
The HNB-GW is not involved at all in Iurh RNL signalling.

-
Iurh interface connectivity between HNBs with the HNB-GW serving as an Iurh proxy. 
The HNB-GW acting as an Iurh-proxy appears to a HNB as the peer HNB. 
For this connectivity option the role of the HNB-GW is transparent with regards to RNSAP signalling. Conveying respective signalling messages via the HNB-GW is performed by routing based on information provided by the RNSAP User Adaptation (RNA) layer.

Iurh connectivity between one pair of HNBs shall either support direct Iurh connectivity or Iurh connectivity via the HNB-GW, not both at the same time.
The HNB to HNB mobility using Iurh interface is allowed if no access control at the CN is needed, i.e. when handover is between closed/hybrid access HNBs having the same CSG ID or when the target HNB is an open access HNB.
//**Second change
5.7.2.1
C-Plane Handling

RNSAP Relocation utilises existing protocol functions specified for Enhanced Relocation between non-CSG cells within TS 25.413 [9] and TS 25.423 [18].

Additional information from the Source-HNB to the Target-HNB is provided within the RANAP Enhanced Relocation Information and the RANAP Relocation Information as specified in section 5.10.
Figure 5.7.2.1-1 below depicts the case where the UE is involved in the RNSAP Relocation and the HNBs are directly Iurh-connected. In case of UE not being involved, an Iurh signalling connection (i.e. RNA signalling resources) already exists between the involved HNBs which can be utilised for RNSAP signalling. In case of Iurh-connectivity via the HNB-GW, RNA signalling terminates at the HNB-GW, whereas RNSAP signalling is still performed peer-to-peer.
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Figure 5.7.2.1-1. HNB to HNB Handover via Iurh interface – UE involved.
1.
Source HNB sends RNA Connect (or RNA Direct Transfer if already in SHO) containing RNSAP Enhanced Relocation Request message to the identified target HNB to prepare the Target for a relocation. 

2.
Target HNB optionally queries the HNB-GW to perform access control for the UE that is being handed over.

Note:
This step is optional as the target HNB may not need to query the HNB-GW if the target HNB has the same CSG Id as the source HNB or if only CSG UEs are supported
3.
The target HNB updates the transport network layer information for any RABs that are to be relocated to it by sending a HNBAP TNL Update Request message to the HNB-GW, the HNB-GW responds with a HNBAP TNL Update Response.

4.
Target HNB sends RNA Direct Transfer containing RNSAP Enhanced Relocation Response back to the source HNB to indicate that it has successfully prepared the relocation.

5.
Source HNB sends RNA Direct Transfer containing RNSAP Relocation Commit, to commit the relocation preparation on the target HNB, this message will include information to aid the relocation procedure, these are described in section 5.10.

6.
Source HNB reconfigures the UE to commence the handover procedure.

7.
At some point later Layer 1 synchronisation is achieved between the UE and the target HNB. UE then completes the RRC reconfiguration procedure by sending an RRC Radio Bearer Reconfiguration Complete message to the target HNB.

8.
Target HNB indicates to the HNB-GW that the UE has successfully relocated via the HNBAP UE Relocation Complete. The HNB-GW also switches the Uplane to the target HNB.

9.
The HNB-GW sends the HNBAP:UE DEREGISTER to the Source-HNB indicating “Successful RNSAP Relocation”.

10.
Source HNB sends an RNA Disconnect containing RNSAP Enhanced Relocation Signalling Transfer message to the target HNB to transfer any L3 information that the source HNB may have received during the relocation procedure and locally releases any resources it has for the UE.
Note:
In the case of GW based HO, the RNA messages are routed via the HNB-GW.
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