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3
Definitions, symbols and abbreviations

3.1
Definitions

For the purposes of the present document, the terms and definitions given in TR 21.905 [1] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in TR 21.905 [1].

HNB, Home NodeB, 3G Home NodeB: as defined in [11]. These terms, their derivations and abbreviations are used synonymously throughout this document.

CSG HNB: A HNB that is a CSG Cell broadcasting a CSG Indicator and a specific CSG identity.

Non CSG HNB: A HNB that does not broadcast either a CSG Indicator or a CSG Identity. 

Hybrid HNB: A HNB that is a hybrid Cell not broadcasting a CSG Indicator but broadcasting a CSG identity.
Membership Verification: The process that checks whether a UE is a member or non-member of a hybrid cell 

Access Control: The process that checks whether a UE is allowed to access and to be granted services in a closed cell 

CSG ID Validation: The process that checks whether the CSG ID sent via relocation messages is the same as the one supported by the target RAN.

Intra-HNB-GW – inter-HNB Relocation via RNSAP: this term is used synonymously with the following terms throughout this specification: RNSAP Relocation, Enhanced Mobility.
Next change

4.1
General

The overall UMTS architecture and UTRAN architectures are described in 25.401 and 25.410. For clarity and ease of understanding, at appropriate places references to TR-069 and associated methods are described briefly although they are beyond the scope of this specification.

The reference model shown in Figure 4.1-1 below contains the network elements that make up the HNB access network. There is one-to-many relationship between HNB-GW and HNB(s).


[image: image1.emf]HNB GW

Security 

Gateway

HNB

HMS

Iu

HNB

iurh

Iuh

Iuh

Uu

Uu



Figure 4.1-1. HNB access network reference model.
The HNB GW serves the purpose of a RNC presenting itself to the CN as a concentrator of HNB connections. The Iu interface between the CN and the HNB-GW serves the same purpose as the interface between the CN and a RNC. One HNB serves only one cell.

NOTE:
The Security gateway is a logically separated entity and may be implemented either as a separate physical element or integrated into, for example, a HNB-GW.  

The HNB access network includes the functional entities as shown in Figure 4.1-1 and detailed below.
The HNB access network supports Iurh connectivity between HNBs. 

This version of specification supports two different Iurh connectivity options:

-
Direct Iurh interface connectivity between the two involved HNBs.
The HNB-GW is not involved at all in Iurh RNL signalling.

-
Iurh interface connectivity between HNBs with the HNB-GW serving as an Iurh proxy.
The HNB-GW acting as an Iurh-proxy appears to a HNB as the peer HNB.
For this connectivity option the role of the HNB-GW is transparent with regards to RNSAP signalling. Conveying respective signalling messages via the HNB-GW is performed by routing based on information provided by the RNSAP User Adaptation (RNA) layer.
Iurh connectivity between one pair of HNBs shall either support direct Iurh connectivity or Iurh connectivity via the HNB-GW, not both at the same time.
Next change

Start of change

5.7
HNB to HNB Mobility 

5.7.1
General

The following sub-sections describe the mechanism for handling the intra HNB-GW intra CSG mobility signaling.
5.7.2
Connected mode mobility from one HNB to another HNB (Intra HNB-GW, Intra CSG)
5.7.2.1
C-Plane Handling

RNSAP Relocation utilises existing protocol functions specified for Enhanced Relocation between non-CSG cells within TS 25.413 [9] and TS 25.423 [y]. 

Additional information from the Source-HNB to the Target-HNB is provided within the RANAP Enhanced Relocation Information and the RANAP Relocation Information as specified in section 5.z. 

Figure 5.7.2.1-x below depicts the case where the UE is involved in the RNSAP Relocation and the HNBs are directly Iurh-connected. In case of UE not being involved, an Iurh signalling connection (i.e. RNA signalling resources) already exists between the involved HNBs which can be utilised for RNSAP signalling. In case of Iurh-connectivity via the HNB-GW, RNA signalling terminates at the HNB-GW, whereas RNSAP signalling is still performed peer-to-peer.
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Figure 5.7.2-x. HNB to HNB Handover via Iurh interface – UE involved.
1.
Source HNB sends RNA Connect (or RNA Direct Transfer if already in SHO) containing RNSAP Enhanced Relocation Request message to the identified target HNB to prepare the Target for a relocation. 
2.
Target HNB optionally queries the HNB-GW to perform access control for the UE that is being handed over.

Note:
This step is optional as the target HNB may not need to query the HNB-GW if the target HNB has the same CSG Id as the source HNB or if only CSG UEs are supported
3.
The target HNB updates the transport network layer information for any RABs that are to be relocated to it by sending a HNBAP TNL Update Request message to the HNB-GW, the HNB-GW responds with a HNBAP TNL Update Response.

4.
Target HNB sends RNA Direct Transfer containing RNSAP Enhanced Relocation Response back to the source HNB to indicate that it has successfully prepared the relocation.

5.
Source HNB sends RNA Direct Transfer containing RNSAP Relocation Commit, to commit the relocation preparation on the target HNB, this message will include information to aid the relocation procedure, these are described in section 5.z.
6.
Source HNB reconfigures the UE to commence the handover procedure.

7.
At some point later Layer 1 synchronisation is achieved between the UE and the target HNB. UE then completes the RRC reconfiguration procedure by sending an RRC Radio Bearer Reconfiguration Complete message to the target HNB.

8.
Target HNB indicates to the HNB-GW that the UE has successfully relocated via the HNBAP UE Relocation Complete. The HNB-GW also switches the Uplane to the target HNB.
9.
The HNB-GW sends the HNBAP:UE DEREGISTER to the Source-HNB indicating “Successful RNSAP Relocation”.
10.
Source HNB sends an RNA Disconnect containing RNSAP Enhanced Relocation Signalling Transfer message to the target HNB to transfer any L3 information that the source HNB may have received during the relocation procedure and locally releases any resources it has for the UE.
Note:
In the case of GW based HO, the RNA messages are routed via the HNB-GW.
5.7.2.2
User Plane Handling
In order to keep the CN unaware of any Intra-GW mobility for RABs operating in support mode (see TS 25.415 [x]), which would normally need an Iu-UP initialization procedure during relocation, the respective userplane configuration (RFCIs, etc.) has to be transferred to the Target-HNB without actually carrying out the Iu-UP Initialisation procedure towards its peer node. Special handling of related control and user data frame sequence numbers has to be applied.

In order to avoid problems with Iu-UP version interworking, the Target-HNB shall support at least the same versions of Iu UP and rate parameters used by the Source-HNB.

In order to allow seamless Iu-UP operation from a CN perspective

-
the Source-HNB shall 

-
provide the Target-HNB within RANAP ENHANCED RELOCATION INFORMATION REQUEST message

-
with CS IuUP control information needed to allocate IuUP instances for those RABs operated in support mode.

-
with the latest CS Iu-UP user-data frame-numbers for UL and DL for all CS RABs operated in support mode for which user data frame numbering is based on time together with the time-difference between UL and DL packets as received/sent on the source side.

-
provide the Target-HNB within RANAP RELOCATION INFORMATION message (encapsulated within the RNSAP message RELOCATION COMMIT)

-
with CS IuUP control information needed to allocate IuUP instances for those RABs operated in support mode, if the IuUP configuration of the RABs have changed.

-
with the latest CS Iu-UP control-data frame-numbers for UL and DL for all CS RABs operated in support mode.

-
with the latest CS Iu-UP user-data frame-numbers for UL and DL for all CS RABs operated in support mode for which user data frame numbering is based on time together with the time-difference between UL and DL packets as received/sent on the source side.

-
for those CS RABs which user-data frame-numbering is based on sent Iu UP PDU with the last sent DL and last received and forwarded UL user-data frame number.

-
provide the Target-HNB with the latest PS Iu-UP user-data frame-numbers for UL and DL for all applicable PS RABs.
-
when triggering the execution of the RNSAP Relocation (exact sequence of actions is implementation specific)

-
start to forward user plane packets towards the Target-HNB.
-
after having sent the RNSAP message RELOCATION COMMIT

-
not  initiate any Iu-UP procedure and ignore incoming Iu-UP control frames.

-
the Target-HNB shall

-
after having received the RANAP ENHANCED RELOCATION INFORMATION REQUEST message

-
use the information provided by the Source-HNB to establish Iu-UP instances for receiving user Iu-UP frames from the Source-HNB and use the information of the last CS Iu-UP UL/DL user-data frame number as received from the source together with received DL user-data frames to re-install the timing and frame-numbering for UL/DL user-data frames once the first DL user data packet is received from the Source-HNB.
-
not  initiate any Iu-UP procedure and ignore incoming Iu-UP control frames.

-
after having received the HNBAP: TNL UPDATE RESPONSE message from the HNB-GW

-
use the information provided by the Source-HNB to establish Iu-UP instances for receiving user Iu-UP frames from the HNB-GW and use the information of the last CS Iu-UP UL/DL user-data frame number as received from the source together with received DL user-data frames to re-install the timing and frame-numbering for UL/DL user-data frames once the first DL user data packet is received from the HNB-GW.

-
not  initiate any Iu-UP procedure and ignore incoming Iu-UP control frames.
-
after having received the RNSAP message RELOCATION COMMIT

-
use the information of the last CS Iu-UP UL control-data frame number as received from the Source-HNB for the next to be sent UL control-data frame.

-
ignore any loss of DL control frames and start respective error handling after the first received  DL control frame. 

-
use the information of the last CS Iu-UP UL/DL user-data frame number as received from the source together with received DL user-data frames to re-adjust the timing and frame-numbering for UL/DL user-data frames, if necessary.

-
start Iu-UP procedures as necessary (e.g. downlink rate control (due to e.g.  local congestion), Iu Time Alignment)

-
the HNB-GW shall

-
after receipt of the HNBAP:RELOCATION COMPLETE messag
-
switch the UP completly towards the Target-HNB.
End of change
5.7.x Soft Handover Initiation
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Figure 5.7.x-1. Soft  Handover Intiation HNB to HNB.
1. Serving HNB receives a RRC measurement report indicating that Soft handover is possible and the HNB decides to setup a RL to the DHNB.
2. The SHNB send a RNA Connect containing RNSAP Radio Link Setup Request to the DHNB to set up a radio link at the DHNB,

3. The DHNB starts receiving from the UE and sends a Radio Link Setup Response message.
4. When the radio link is established on the DHNB, the DHNB sends a RNSAP Radio Link Restore Indication.

5. The SHNB send a RRC Active Set Update to the UE

6. The SHNB receives a RRC Active Set Update Complete from the UE.
5.x
HNB Configuration Transfer
The HNB Configuration Transfer Discovery Function provides the means to inform about the IP addresses of a neighbour HNB.  The HNB will use the IP addresses received from the HNB-GW to connect to neighbour HNBs over Iurh.  In HNB registration procedure, the HNB-GW gets the local IP address of the HNB. If requested, the HNB-GW shall report the Target's local IP address and remote IP address.  The procedure for getting target HNB’s IP address is shown in Figure 5.x,
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Figure 5.x-1 Procedure for HNB Discovery
0.
HNB1 has already switched to operational mode, has registered at the HNB-GW and is connected to HNBs within its reach.

1.
HNB2 switches to operational mode and scans its environment (among others, detecting HNB1).

2.
HNB2 registers at the HNB-GW and provides its local IP address and neighbour information about HNBs which are detected by HNB2. 

3.
HNB2’s local IP address and information about detected neighbours are stored by the HNB-GW.

4.
The HNB-GW responds with neighbour information as available at the HNB-GW. As HNB1 is already in full operational state and registered at the HNB-GW, the neighbour information contains Iurh connectivity information of HNB1.

-
If HNB1 is configured to be directly connected, the Iurh connectivity information provided by the HNB-GW to HNB2 is the HNB1’s local IP address. 

-
If HNB1 is configured to be connected via the HNB-GW, the respective information by the HNB-GW to HNB2 is the HNB-GW’s IP address.
5.
HNB1 detects HNB2.

6.
Upon detection of HNB2 by HNB1, HNB1 requests the IP addresses of the Target HNB by sending HNBAP HNB Configuration Transfer Request  to the HNB-GW. 

1. 7.
The HNB-GW responds with a HNB Configuration Information Response message to the source HNB with the target HNB local IP address, remote IP address and other information including HNB identity, CSG ID, cell access mode. 

8.
The HNB-GW realises at a certain point in time that information regarding updated configuration data of HNBs under its control have not yet been provided to HNB1.

9.
The HNB-GW initiates the HNB Configuration Transfer procedure providing updated neighbour information to HNB1.

10.
The HNB-GW responds and may provide update of neighbour information, if available.
5.y
Iurh Setup
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Figure 5.y-1 Procedure for Iurh Setup

The purpose of this procedure is to exchange application level information to allow the two HNBs to interoperate correctly.
1. The HNB sets up an SCTP transport session if required
2. RNA setup request provides information on the originating HNB to the remote HNB.

3. The remote HNB responds with configuration information  to the originating HNB.
5.z
Handling of Source information transfer to Target
In order to maintain the continuity of UE support during handover, information must be transferred from the Source to the Target HNB. RAB related information to ensure that continuity of User Plane and RAB establishment and other non-RAB related information is transferred in the RELOCATION COMMIT message.
5.z.1
RAB Related Parameters
5.z.1.1
User Plane
During RNSAP Relocation preparation phase, information is provided to the Target-HNB in order to allow forwarding of user data. For each CS RAB operated in support mode (see 25.415 [x] for the definition of “support mode”) IuUP protocol data is provided to establish a respective IuUP instance at the Target-HNB in a way that the CN is unaware of the RNSAP Relocation.
During the RNSAP Relocation execution phase, for each CS RAB operated in support mode, final counters of IuUP user data and control data frames are provided.

The behaviour of all involved nodes (Source-HNB, Target-HNB, HNB-GW) is fully specified in section 5.7.2.2.
5.z.1.2
Other parameters

During Relocation Commit the following information is transferred from the Source to Target HNB to maintain valid data volume reports.

RAB Data Volume Information, The unsuccessful data report transferred to the target to be accumulated at the target for the final Data Volume report on RAB release.
5.z.2
Non-RAB Related Parameters

During Relocation Commit the following information is transferred from the Source- to Target-HNB to continue non-RAB related functionality triggered at the Source-HNB:
-
Location Reporting parameters are transferred to the target HNB to ensure continuity of Location Reporting.

-
Trace Information parameters are transferred to the target HNB to ensure continuity of Trace operations.

-
The Service Area ID of the source cell is transferred to the target to enable the Target HNB to detect a change of service area and report this in the Location Reporting procedures.
Start of change

7.x
Iurh
Figure 7.x-1 shows the protocol structure for Iurh, following the structure described in [5].
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Figure 7.x-1. Iurh–Interface Protocol Stack.

7.x.1
Iurh-Interface Control Plane Protocol Stack 

Figure Z.2.2-1 shows the control plane protocol stack for the direct Iurh-connectivity option. 

Note:
The option that Iurh signalling traffic may be routed on IP level via the HNB-GW is depicted by the optional protocol entity boxes within the routing function.
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Figure Z.2.2-1. Iurh–Interface Protocol Stack for direct Iurh-connectivity.

Figure Z.2.2-2 shows the control plane protocol stack for the Iurh connectivity via the HNB-GW.
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Figure Z.2.2-2. Iurh–Interface Protocol Stack for Iurh-connectivity via the HNB-GW.

7.x.2
Usage of the services provided by RNSAP User Adaptation Layer (RNA)

RNA supports the transport of any RNSAP signalling messages between HNBs.

RNA provides a connection-oriented data transfer service and a connectionless data transfer service.

A signalling connection established by means of RNA is denoted by a single Context Id, which is unique within both involved nodes (TS 25.4xx [z] specifies rules for the allocation of Context Ids).

RNA supports direct Iurh-connectivity and Iurh-connectivity via the HNB-GW.
End of change

Annex A Deployment Architecture (Informative)
A.1
Direct Iurh connectivity between HNBs
The reference model shown in Figure 4.1-x below illustrates an HNB access network with direct Iurh connectivity.
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Figure A.1-x. HNB access network deploying direct Iurh connectivity.
An alternative HNB access network configuration deploying the Iurh interface transported via the Security Gateway is shown in Figure 4.1-y. Note: If the Security Gateway and the HNB-GW are co-located then the co-located node should support IP routing.
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Figure A.1-y. HNB access network deploying Iurh connectivity via a Security Gateway.

An alternative arrangement with the Iurhr interface transported via the Security Gateway and the HNB-GW is shown in Figure 4.1-z. The HNB-GW provides transport routing functionality.
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Figure A.1-z. HNB access network deploying Iurh connectivty via the HNB-GW.
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