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1
Introduction

In a relaying setting, there is problem in the determination of the correct handover type because the RN is not aware of the MME of its UEs and also the MME pool supported by the neighbours is not directly available to the RN [7][10]. In previous RAN3 meetings, neighbour cell handling and handover type determination have been intensely discussed ([1]-[12]). However, so far there has been no consensus on the issues, especially regarding the mechanism the RN can employ to determine whether it has to utilize S1 or X2 for outbound handovers. 

In this contribution, we summarize the main proposals, and we recommend a way forward. 
2
Proposed Solutions for Handover Type Determination
During the RAN3#69bis meeting, an offline discussion was carried out that basically summarized the different proposals ([1] – [12]) into three main different categories:

Solution 1: The handover type is determined by the RN, and the handover type is specific to a UE and neighbouring eNB pair [7][10].

In this solution, the RN is assumed to be aware of a neighbouring eNB’s GU group ID information and X2 availability and also the MME serving the relayed UEs. The GU group ID information of a neighbour can be made available via the X2 eNB configuration update message and the S1 Initial Context Setup Request message can be used to communicate the GUMMEI of the MME serving the UE [7]. Armed with the information of the GU group ID list of a neighbour and the MME that is associated with a UE, the RN is able to make accurate decisions whether to go for S1 or X2 handover. That is, it will start X2 handover only if the UE’s MME is within the pool of MMEs indicated in the GU group ID list of the neighbour, and otherwise opt for an S1 handover.      

Solution 2: The handover type is determined by the DeNB (for a specific neighbour) and the DeNB communicates this to the RN.

In this solution, unlike Solution 1, the RN has to be aware of neither the GU Group ID information of neighbours nor the MME that is serving its UEs. As such, the DeNB is the only entity with the full knowledge to decide whether the handover should be carried out via X2 or S1, hence it is the DeNB that decides the HO type. And since this information has to be available before the RN has to start the handover (so that it can send an X2 Handover request or S1 Handover required messages to initiate the handover), the DeNB provides this information to the RN. There are two proposals to achieve this:
a) The eNB sends a modified version of the eNB configuration update message to the RN on behalf of a neighbour, where the type of handover is explicitly indicated in a “HO Type” flag [11]
b) The eNB sends an X2 eNB configuration update on behalf of the neighbour only in the case that X2 is properly established between the DeNB and the neighbour, and also that MME pool serving the DeNB/RN is the same or a subset of the MME pool serving the neighbour [8]

Solution 3: No enhancement
Here, the RN will attempt an X2 Handover for its UEs with a neighbour [2], the Handover Request message is forwarded by the DeNB to the neighbour. If the neighbour does not belong to the MME pool that is serving the UE it replies with a Handover Preparation Failure (possibly with a cause value indicating the reason, such as “Invalid MME Group ID”) and sends it to the DeNB. When the RN gets this message forwarded by the DeNB, it can react in two ways:
a) (per neighbour decision) Try S1 handover from now on for the concerned neighbour

b) (per UE-neighbour pair decision) Try S1 handover for the current handover, but still always keep on trying X2 handover for future handovers of other UEs, even for the concerned neighbour 

3
Comparison of the Different Solutions

In order to compare the different solutions, five different deployment scenarios have been identified in the offline discussion:

· Scenario 1: DeNB and neighbouring eNB connects to same MME Pool.

· Scenario 2: The DeNB’s MME pool(s) is a subset of the MME pool(s) connected by the neighbouring eNB.

· Scenario 3: The neighbouring eNB’s MME pool(s) is a subset of the MME pool(s) connected by the DeNB.

· Scenario 4: There is one (or more) MME pools used by both DeNB and neighbouring eNB, but DeNB and neighbouring eNB also connect to other different MME pool(s).

· Scenario 5: There is no common MME pool between DeNB and neighbouring eNB. RN can only use S1 HO for all UEs to the neighbouring eNB

In Scenarios 1 and 2 X2 HO can be used for all the UEs under the RN, and for Scenario 5 only S1 HO can be used. For Scenarios 3 and 4, on the other hand, X2 HO is possible only for the UEs that are using an MME that is from an MME pool that is supported by both the DeNB and the neighbouring eNB. The three solutions behave the same way for scenarios 1 and 2 because: 

· In Solution 1, the RN will find out that X2 HO is possible as the MME of the UE is within the MME pools supported by the DeNB
· In Solution 2, the DeNB will find out that X2 HO is possible as the MME of all the relayed UEs are within the MME pools supported by the DeNB. An eNB configuration update will be sent on behalf of the neighbour (and in solution 2a, additionally, the “HO Type” flag is set to “X2 HO”)

· In Solution 3 (both in 3a or 3b), X2 HO will be tried first, and it will always succeed  
However, the solutions behave differently in Scenarios 3, 4 and 5.

Of the three solutions, Solution 1 is the most efficient because the RN is able to determine the correct HO type for each of its UEs and neighbour combination, as it has full information regarding the MME pools supported by the neighbours as well as the MME of its UEs. Thus solution 1 will be able to identify the proper HO type also in scenarios 3, 4, and 5. However, this flexibility requires standardization effort ‎[14], specifically:

1. The RN have to interpret the X2 eNB configuration update messages a bit differently (i.e. the GU Group ID list included in the eNB configuration update message coming from the DeNB communicating the existence of the X2 between the DeNB and the neighbour is that of the neighbour’s instead of the DeNB)

2. The S1 INITIAL CONTEXT SETUP message has to be updated to contain the GUMMEI of the UE’s MME.
Observation 1: Solution 1 solves the HO type determination problem completely but requires standardization effort.
Solution 2 behaves the same way as solution 1 in scenario 5 because only S1 HO is possible for all UEs, and the DeNB will be able to determine this and able to communicate it to the RN (i.e. by setting the “HO Type” flag to “S1 HO” in the eNB configuration update message in solution 2a or not sending the eNB configuration update at all in solution 2b). But in scenarios 3 and 4, solution 2 behaves differently because the HO type decision is made per eNB basis. To illustrate this, consider a deployment corresponding to scenario 3 depicted in Figure 1, where the DeNB connects to MME pool #1 and MME pool #2, and the neighbouring eNB2 connects only to MME pool #2. Also assume MME pool #1 and #2 were selected for UE1 and UE2, respectively, which means X2 handover to eNB2 will succeed if UE2 is concerned, but only S1 handover will work in the case of UE1. However, according to solution 2, only S1 handover will be used for both UE1 and UE2 because the neighbour’s support for X2 HO is advertised by the eNB configuration update from the DeNB only if we can support X2 HO for all the UEs. Thus, the per-eNB based HO type decision employed by Solution 2 may result in doing S1 HO while X2 HO, which is in contradiction with the current agreement in 3GPP where it is stated that (in [13], section 19.2.2.5):

Inter-eNB handovers shall be initiated via the X2 interface except if any of the following conditions are true:

-
there is no X2 between source and target eNB.

-
the source eNB has been configured to initiate handover to the particular target eNB via S1 interface in order to enable the change of an EPC node (MME and/or Serving GW).

-
the source eNB has attempted to start the inter-eNB HO via X2 but receives a negative reply from the target eNB with a specific cause value.
Inter-eNB handovers shall be initiated via the S1 interface, if one of the above conditions applies.
Additionally, solution 2b has the undesired side effect of not communicating the X2 availability towards the neighbour at all if X2 HO is not feasible (since the eNB configuration update concerning the neighbour is sent to the RN only if X2 HO is possible). This means, the RN will not be able to perform other X2 functionalities such as ICIC and MLB towards the neighbour, even if X2 was available between the DeNB and the neighbour. Though solution 2a doesn’t have this problem (i.e. we still send out an eNB configuration update, but will flag that only S1 HO is allowed), it requires the release 8 eNB configuration update message to be modified to include a “HO type” flag.
Observation 2: Solution 2 does solve the HO type determination to some extent, but is in conflict with the current agreement in 3GPP regarding HO type determination and still requires standardization effort.   
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Figure 1 Example deployment scenario illustrating HO type determination problem (taken from [2]).
Solution 3 is the simplest solution in that the DeNB will act just like in release 8, and no standardization changes are required (only minor implementation changes in case of solution 3a, where the RN has to learn from past X2 HO failures). The drawback of Solution 3 is that in Scenarios 3, 4, and 5, there is a possibility that we try X2 HO that ends up failing and then we have to perform S1 HO, thereby incurring some extra signalling as compared with Solution 1 where we would have gone for S1 HO from the beginning. Solution 3a eliminates some of this extra signalling by reverting to S1 HO for all future HOs to the concerned neighbour, which results in almost the same signalling cost as in Solution 2 (except for the first failed X2 HO attempt). 

Observation 3: Solution 3a solves the HO type determination problem, eliminating some of extra signalling overhead compared to solution 3a, and is inline with the current agreement in 3GPP regarding HO type determination. It does not require standardization effort but only limited implementation changes. 

Operators has revealed in the previous meeting that neighbouring nodes typically share the same MME pools, and as such scenarios 3, 4 and 5 are quite rare.  Thus, the small extra signalling that can be saved in these scenarios is not worth the required effort in standardization, and we propose:
Proposal 1: Adopt Solution 3a if scenario 3, 4 and 5 are quite rare
If Scenarios 3, 4, and 5 are found to be more prevalent, and proposal 1 cannot be agreed upon, 

Proposal 2: adopt Solution 1 if scenario 3, 4 and 5 are more prevalent. 

4
Conclusions

In this contribution we have thoroughly discussed the different proposed solutions to address the HO type determination issue and identified the advantages and disadvantages of each solution by considering both the effectiveness of the solutions as well as the standardization/implementation effort required. And we propose: 

Proposal 1: Adopt Solution 3a if scenario 3, 4 and 5 are quite rare
If Scenarios 3, 4, and 5 are found to be more prevalent, and proposal 1 cannot be agreed upon, 

Proposal 2: adopt Solution 1 if scenario 3, 4 and 5 are more prevalent. 

References

[1] R3-101896, GU Group id and HO type (ZTE)

[2] R3-102122, Neighbouring cell handling and HO Type determination (Motorola) 

[3] R3-102809, Relay neighbour discovery (NSN)

[4] R3-101829, Handover type determination (Motorola)
[5] R3-102136, How RNs Get Proper Information for HO Type Determination (Potevio)
[6] R3-102220, Discussion on choice of handover type (CATT)

[7] R3-102808, HO Type Determination, (Nokia Siemens Networks)

[8] R3-102910, HO Type Determination in Relays (Qualcomm Incorporated)

[9] R3-102583, Neighbour relationship handling for handover type decision (New Postcom)

[10] R3-102602, Offline Report on Neighbour Cell Handling and HO Type Determination (Motorola, New Postcom, CATT)

[11] R3-102923, Choice of handover type by Relay Node (Alcatel-Lucent Shanghai Bell, Alcatel-Lucent) 

[12] RAN3#69_Draft_Report_v2.
[13] TS 36.300, v 10.1.0, E-UTRAN Overall Description (3GPP)
[14] R3-103545, Neighbour relation for relay (NSN)































































































































































_1340186938.vsd
eNB2
{TA#12, TA#21}


MME Pool #1
{TA#11, TA#12, TA#13}


DeNB
{TA#12}


RN1
{TA#12}


UE1


S1


S1


S1


MME Pool #2
{TA#12, TA#21}


S1 & X2


UE2



