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1.
Introduction
The work items of HeNB mobility enhancement were discussed during the past several meetings in order to relieve the signalling impact on CN, which is caused by the S1 based mobility. X2 interface is considered to be added for Rel-10 HeNB. In the last RAN3 meeting, the working scope was narrowed down in order to complete Rel-10 on time, which is shown as follows:

In the scope of the HeNB mobility enhancement, Rel-10 direct X2 interface based mobility is allowed in the following cases:
a.)  Between two open access HeNBs;
b.) Between two closed/hybrid HeNBs only if they have the same CSG ID;
c.) From closed/hybrid HeNB to open access HeNB
About X2 setup for Rel-10 HeNB mobility enhancement, the conclusion has not yet been made. In this paper, we will analyze this issue and show our view on it. 
2.
Discussion
The X2 setup issues were discussed in the past meetings, in which the TNL address discovery is one of the important issues. Since the two cases, from eNB to HeNB and from HeNB to eNB, were agreed to be discussed in Rel-11, thus only the scenario of X2 setup from HeNB to HeNB is left now. Regarding this issue, the agreement has not yet been made. In this paper, we will focus and show our view on it according to the security reply LS from SA3 [1].
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Fig.1. HeNB triggered TNL address discovery for X2 setup towards another HeNB
The HeNB triggered TNL address discovery in Fig.1 is based on the assumption that the X2 interface connection is not yet set between source HeNB and the target HeNB. It can be seen from Fig.1 that a HeNB discovers another HeNB through UE ANR report for HeNB cell. Thus the X2 setup is necessary with the target HeNB as long as one of the three conditions in the introduction section is satisfied. For that, the TNL address of the target HeNB needs to be notified to the source HeNB. The corresponding detailed TNL address discovery procedure for X2 setup is described in Fig.1.
Following step 2 of the procedure, there exist two views. The first one is that the HeNB GW forwards the MME Configuration Transfer to target HeNB and then the HeNB sends the TNL address reply.  The other view is that the HeNB GW terminates the MME Configuration Transfer and generates the TNL address reply directly, which means HeNB GW does not forward the MME Configuration Transfer to HeNB. Our view is to support the second one. The reasons are given in the following paragraphs.

Firstly, the reply LS about security from SA3 could be referred to, which mentioned that the security on the direct interface between HeNBs cannot be based on the existing specification and becomes very complex. Thus the central security gateway has to be used for Rel-10 if the security has to be considered. In this situation the local IP address allocation way for HeNB can not be adopted in Rel-10 due to the security concern. Therefore, HeNB GW can generate the TNL address reply directly because it knows the addresses of HeNBs served by it.
Secondly, a large number of HeNBs generally need to be supported by HeNB GW, which takes the role of proxy node for HeNBs just like the DeNB in relay system. If the HeNB GW does not terminate MME Configuration Transfer, it has to forward the message every time, which makes the problem complex. Also the role of HeNB GW proxy node function cannot be embodied. 

Thirdly, a HeNB with UE’s ANR report may find another HeNB which belongs to different HeNB GW. Based on the agreement that X2 HO shall be performed only in the case of intra HeNB GW, failure will happen in the above case. Thus when this HeNB sends eNB configuration transfer message to its HeNB GW in order to request the TNL address of the found HeNB, the HeNB GW can determine by itself and inform the failure to the source HeNB. Therefore, in both the above scenarios, intra HeNB GW and inter HeNB GW, HeNB GW will reply to the source HeNB whether the failure or the requested TNL address. In this way, it is convenient for the implementation. Based on the analysis above, the following proposal is suggested.

Proposal ) When HeNB GW receives a MME Configuration Transfer message targeted at one of its served HeNBs, HeNB GW should terminate the message and send the SON information reply with the corresponding HeNB TNL address.
3. Conclusions
In this paper, the TNL address discovery issues for X2 setup were discussed for Rel-10 direct X2 based HeNB mobility enhancement. The following proposal is kindly suggested to RAN3:
Proposal ) When HeNB GW receives a MME Configuration Transfer message targeted at one of its served HeNBs, HeNB GW should terminate the message and send the SON information reply with the corresponding HeNB TNL address.
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