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1   Introduction
In last meeting, RAN3 agreed [1] as a baseline for the standardized X2 Mobility between HeNBs. This contribution discusses the potential GUMMEI and S1AP ID proxy problem based on the support of X2 Mobility and gives a proposal. 
2   Discussion 
In X2 Mobility, the GUMMEI of source MME and the MME UE S1AP ID assigned by the source MME should be sent to the target side for routing and UE identification. The GUMMEI of source MME is used for the target eNB find the source MME, and the MME UE S1APID is used for the MME to find the UE context. 
If a HeNB conncects to the MME via a HeNB GW1, the HeNB-GW acts as an eNB from MME point of view and acts as an MME from the HeNB point of view. 

· GUMMEI of serving MME for the UE: The HeNB GW is responsible for NNSF to select the MME for the UE. The HeNB doesn’t know the selected MME information for the UE in this case.
· MME UE S1 AP ID: The pair of MME UE S1 AP ID and eNB UE S1AP IDis used to identify the UE associated signalling over S1 interface.  There are two parts of UE associated signalling with HeNB-GW deployement: the first part is between HeNB and the HeNB_GW; the other part is between HeNB-GW and MME. The HeNB-GW needs map the two parts to transmit UE-associated messages transparently. The HeNB only knows the HeNB GW assigned MME UE S1 AP ID in the first part.
Now the X2-based HO between HeNBs is allowed if no access control at the MME is needed. Based on the condition, X2 mobility is allowed in following cases:

· Case 1: Between two HeNBs connecting to the same HeNB-GW

· Case 2: Between two HeNBs connecting to the MME directly

· Case 3: Between two HeNBs connecting to different HeNB-GWs

· Case 4: Between a HeNB connecting to a HeNB-GW and the other HeNB connecting to the MME directly.
There is no issue in case 1 and case 2: for intra-GW case (case 1), the HeNB-GW can know the exact MME serving the UE and the MME UE S1 APID assigned by the serving MME via the source MME UE S1AP ID assigned by the HeNB-GW(actually assigned by itself to uniquely identify the UE) ; There is also no such issues if no HeNB-GW involvement (case 2). 
If target HeNB is belong to another HeNB-GW (case3) or connecting to the MME directly (case 4), there is no method of target side to recover this ID. The following figures show the problem in case 3 and case 4.
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For case 2 in figure 1,  the MME UE S1 AP ID1 for UE1 is translated into MME UE S1 AP ID1-a, and that for UE2 is translated into MME UE S1 AP ID1-b.Whenever HeNB1 sends the handover request message which contains the MME UE S1 AP ID1-a to the target HeNB2 and the GUMMEI of the HeNB-GW1 via , then once the target HeNB2 shall send the path switch request message which contains the MME UE S1 AP ID1-a, the HeNB-GW-2 can’t find the right MME and serving MME1 can not identify this ID for UE1.
The same problem exits in the scenario where UE mobility between a HeNB connecting to the GW and the other HeNB connecting to CN directly which is described in figure2.
This issue can be resolved if the HeNB is always informed the GUMMEI of the serving MME and the MME UE S1APID assigned by the MME via UE associated signaling. Firstly, this will let the HeNB-GW not so transparent to the UE-associated signaling. The HeNB and the MME need sense the present of the HeNB-GW for special handling, which is not the intention of the HeNB-GW introduction. The HeNB-GW is designed to just relay UE-associated S1 application part messages between the MME serving the UE and the HeNB serving the UE, which will not modify anything other than S1-AP ID and GTP TEIDs if user plane goes via the GW as well as control plane. Secondly, it is likely that the HeNBs in an enterprise will have the same way to connect to the MME: via the same GW or both connecting to the MME directly. So that for other cases (e.g. case 3 and case 4) , the general S1 handover can be used with no problems. Also considering the timeframe for R10, it is proposed to simplify the support of X2 based mobility in  only case 1 and case 2 only. 
Proposal 1: It proposes that the RAN3 only standardize the X2 based mobility between the two HeNBs connecting to the same HeNB GW or both two HeNBs connecting to the CN directly.
3   Conclusion
In this contribution, it analyses the GUMMEI and ID proxy problem for X2 mobility between HeNBs. From the discussion in section2, it is proposed that only case 1 and case 2 are allowed to use X2 based mobility between HeNBs:

Proposal 1: It proposes that the RAN3 only standardize the X2 based mobility between the two HeNBs connecting to the same HeNB GW or both two HeNBs connecting to the CN directly.
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