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1 Introduction

As the final step in the X2-based handover (HO) procedure, the target eNB shall include the “Source MME UE S1AP ID” Information Element (IE) in the “Path Switch Request” message sent to the MME, such that the MME can find and retrieve the UE’s context information and then transfer it to the eNB.
According to the way forward agreed in the RAN3#69bis meeting [1], the X2-based HO is allowed between the HeNB as long as no access control at the MME is needed. Specifically, there will be two different scenarios, when a MME or a HeNB GW receives a “Source MME UE S1AP ID” IE included in a “Path Switch Request” message from the target HeNB. The same issue was discussed in [2].
In this contribution, some further details are addressed on this issue with our suggestions provided.
2 Discussion
Upon the presence of the HeNB GW, there exists an S1 connection between the MME and the HeNB GW, and between the HeNB GW and the HeNB, respectively. Since the “Path Switch Request” is a UE-associated S1AP message, the HeNB GW shall relay it between the MME and the HeNB that serve the same UE [3]. 

2.1 On the eNB UE S1AP ID

For the S1 connection between the HeNB GW and the HeNB, the HeNB shall allocate an “eNB UE S1AP ID” to uniquely identify a UE association within the HeNB Similarly, for the S1 connection between the HeNB GW and the MME, the MME shall allocate the “MME UE S1AP ID” to uniquely identify a UE association within the MME[4]. Thus, the question is that how the HeNB GW allocates the “eNB UE S1AP ID” and the “MME UE S1AP ID”, respectively.
When the HeNB GW receives the “eNB UE S1AP ID” IE within the messages from its HeNBs, it should not transparently forward this IE towards the MME, because this may result in erroneous MME operations. For example, different HeNBs may allocate the “eNB UE S1AP ID” IEs of the same value for their respectively served UEs and include these IEs in the “UE Initial Message”. If the Non-Access Stratum (NAS) Node Selection Function (NNSF) embedded in the HeNB GW selects the same MME for these UEs, transparent forwarding of these “eNB UE S1AP ID” of the same value may be misleading for the MME, which therefore incorrectly assumes it has received duplicate messages from the same “eNB”, which is actually the HeNB GW. Hence, the HeNB GW should guarantee that each “eNB UE S1AP ID” uniquely identifies a specific UE for the S1 connection between an MME and itself. This can be achieved by maintaining the mapping relationship between the received and the sent “eNB UE S1AP ID” IEs.
Proposal 1: The HeNB GW should not transparently forward the “eNB UE S1AP ID” received from its HeNBs to the MME.
2.2 On the MME UE S1AP ID

On the other hand, when the HeNB GW receives the “MME UE S1AP ID” IE within the messages from an MME, it shall not change this IE’s value. Otherwise, the HeNBs under the HeNB GW will receive a “fake” “MME UE S1AP ID”. If this happens, in the outbound X2 HO scenario, when the source HeNB managed by the HeNB GW sends that “fake” ID to the target HeNB connected to an MME directly or indirectly, that MME receiving the “Path Switch Request” message from the target HeNB will either fail to find the UE’s context information, or retrieve wrong context information at the path switch step. This will inevitably result in some failures.
On the contrary, no such failure will occur, if the HeNB GW transparently forwards the “MME UE S1AP ID” received from the MME to its HeNBs. One potential issue may be that if the NNSF embedded in the HeNB GW chooses different MMEs for different UEs served by the same HeNB, the MMEs may allocate the “MME UE S1AP ID” IEs with the same value. Although this may look confusing from the UE’s perspective, the HeNB can differentiate these messages since it allocates different “eNB UE S1AP ID” for its UEs. 
There are several proposals suggesting that the HeNB GW shall inform its HeNBs about the Globally Unique MME Identity (GUMMEI) of the MME serving the UE during the Initial Context Setup procedure [2][5]. In this case, even if the HeNB receives several messages which carry the same-valued “MME UE S1AP ID” IE, it can clearly understand the mapping relationship between the IEs and the corresponding MMEs.
Proposal 2: The HeNB GW shall transparently forward the “MME UE S1AP ID” received from the MME to its HeNBs.

3 Conclusion

In this contribution, we analyze the MME UE S1AP ID issue with the presence of HeNB GW during the X2 HO procedure. Based on the above observations, we recommend that:

Proposal 1: The HeNB GW should not transparently forward the “eNB UE S1AP ID” received from its HeNBs to the MME.
Proposal 2: The HeNB GW shall transparently forward the “MME UE S1AP ID” received from the MME to its HeNBs.

We suggest that the above operational rule for HeNB GW should be captured in TS 36.300 in order to support the X2-based mobility enhancement for HeNBs. A stage-2 CR is also provided to address the above proposal in [6].
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