3GPP TSG-RAN WG3 Meeting RAN2#66bis
R3-102806
Xi’an, China, 11th – 15th October 2010

Agenda item:

14.2
Source:
Nokia Siemens Networks

Title:
Consideration on PDN-GW selection of the RN 
Document for:

Discussion and Decision

1
Introduction

In previous RAN3 meeting, issue on P-GW selection of RN was identified and discussed, but with no conclusions. Several potential solutions were proposed and compared in [1]. There is no agreement given the assumption of fixed approach and the concern of the relation with SIPTO as mentioned in [2]. 
- Fixed approach for GW selection (Relay-UE’s SGW/PGW uses same IP address as the DeNB’s eNB function)?

- May have some relation with SA2 discussion on SIPTO

In this document, we further investigate and provide our views on potential solutions to P-GW selection of RN by considering L-GW selection methods for LIPA/SIPTO.
2
Discussion
As agreed in last RAN3 meeting [2], RN initially attaches to the network as a regular UE. Then, the RN sets up a PDN connection and downloads certain configuration info from OAM system. Given that the RN acts as a regular UE during initial attach, the existing PDN selection method specified for Rel8/9 UE can be reused in principle. In addition the RN should be able to setup IP connection with RN OAM system using the selected PDN GW. Concerns on OAM security mentioned in [3] should be addressed. 
After downloading the necessary configuration info from OAM system, the RN detaches from network and initiates the second attach process as RN. According to the architecture selected for relay system [4], the PDN-GW of the RN is collocated with the DeNB and this has to be considered for the RN PDN-GW selection during the second attach process.  
3
PDN-GW selection during RN initial attach 
RN attaches to network initially as a regular UE to download the necessary OAM configuration info before connecting to a permitted DeNB as a RN. Therefore, the existing PDN-GW selection method for Rel8/9 UE can be reused. IP connection to RN OAM system should also be guaranteed using the selected PDN-GW. Besides, the following concern on OAM security was raised from SA3 ([3]): 
This was assuming that appropriate restrictions on the destinations reachable by the RN prior to RN attachment could be put in place.  
To guarantee the OAM system can be reached by the PDN connection established during the initial attach process, it is necessary to design a specific or dedicated APN to differentiate the PDN hosting RN OAM system with other PDN(s), such as Internet, enterprise networks. The APN can be used to select an appropriate PDN-GW providing IP connection to OAM system. Besides, in order to fulfill the security concern from SA3, the APN should only be used by the RN during the initial attach. The APN is retrieved from HSS as part of subscription profile of the RN therefore access to the RN OAM system is restricted only based on subscription profile. Since subscription profile for regular UE can be differentiated with RN profile, regular UE access to RN OAM can be blocked.    
Proposal 1: A specific or dedicated APN is used by the RN during the initial attach process to select an appropriate PDN-GW and establish a PDN connection to the PDN hosting the OAM system.
4 PDN-GW selection during the second attach 
When RN initiates the second attach as an RN, PDN-GW location of the RN determined by the relay architecture should be considered during the PDN-GW selection process. In other words, PDN-GW selected for the RN should be the PDN-GW collocated with the DeNB [4]. Several potential solutions have been identified in [1], in this section, we discuss the candidate methods in the context LIPA/SIPTO, given the similarity between the PDN-GW of the RN and the L-GW of regular UE. 

For the convenience of reading, four solutions identified in [1] are briefly introduced:
Option 1: MME uses DeNB’s IP address for RN’s SGW/PGW. It is based on the assumption that SGW/PGW uses same IP address as DeNB’s eNB function.
Option 2: SGW/PGW suggested by DeNB. DeNB adds local SGW IP address in the S1 message, and MME uses this IP address for the RN’s SGW/PGW.
Option 3: DNS-based SGW selection with considering DeNB’s eNB ID
Option 4: HSS provides the PGW identity to MME
First of all, due to the severe problems as identified in [1], the option 4 is excluded. 
As for option 1, the main advantage compare to option 2 is avoiding introduction of one additional parameter to indicate the IP address of PDN-GW and the associated overhead on S1-MME interface. Considering the fixed backhaul of the DeNB, the additional overhead due to additional parameter should not be an issue. Besides, the additional parameter to indicate L-GW IP address to S1-MME interface has been selected for LIPA/SIPTO [7], therefore no additional specification work is needed. 

However, the adoption of option 1 would bring many potential issues to relay system. Besides the issues mentioned in [5], there are other potential issues. First of all, sharing the same IP address between P-GW/S-GW function and DeNB function means the same IP address is used for S1 and S11 interface, this would restrict the IP address planning flexibility of operators when deploying relay system. The operator may need to configure different IP addresses or different subnets for different interfaces due to security or OAM considerations. Besides, the sharing IP address would also decrease network redundancy because if the IP connection on S1 interface meets some problem, it would means that the same problem happens also on S11 interface and vice versa. Furthermore, the S1 and S11 interface may have different QoS requirements; hence different IP address may be necessary to fulfill different requirements. Given these reasons, the option 1 should be excluded also.
Regarding the option2 and option3, similar solutions have been considered for L-GW selection of LIPA/SIPTO, therefore in principle both of them can work for relay system.                 
Regarding the option 3, it is well matched with the L-GW selection method determined for the LIPA/SIPTO. According to existing PDN-GW selection method enhanced for LIPA/SIPTO [6], the eNB ID has been considered during DNS interrogation process for PDN-GW IP address discovery. Hence, no additional specification work is needed. Besides, the RN-MME knows if the UE is a RN or a regular UE based on subscription info from HSS, it is natural for the RN MME to add the DeNB ID (acquired during S1 setup process) in the DNS interrogation message during PDN-GW selection process for the RN. Therefore, the option 3 is also inline with the solutions for LIPA/SIPTO. 
Regarding the option 2, according to the LIPA/SIPTO architecture study in SA2, the following conclusion is agreed [7]: adding the transmission of the IP address of the L-GW in UE-associated signalling in the uplink, or, alternatively, DNS-based L-GW selection. Besides, for Rel.10 architecture, it is concluded to add the transmission of the L-GW IP address in UE-associated signalling in the uplink. The advantage of the option 2 compared to option 3 is that the existing DNS mechanism is not impacted. Given the situation, it is reasonable to adopt option 2 for relay system at Rel.10.
Proposal 2: The option 2 is proposed as the S-/P-GW selection method for RN.
5 Conclusions
Proposal 1: A specific or dedicated APN is used by the RN during the initial attach process to select an appropriate PDN-GW and establish a PDN connection to the PDN hosting the OAM system.
Proposal 2: The option 2 is proposed as the S-/P-GW selection method for RN.
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