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1 Introduction 

This contribution summarizes the issues related to the proposal in [1] and concludes that this proposal should not be accepted by RAN3.
2 Discussion
2.1 Scope of the LCS Architecture

The scope of the LCS architecture is discussed in [1] and it is stated that the concerned SA2 Stage 2 specification, [2], does not explicitly rule out HeNBs from the LCS architecture. Of course, previous contributions, namely [3], indicate that assuming HeNBs as part of the LCS architecture is not so straightforward either.
What can be safely assumed is that it is not in the scope of LCS architecture to optimize for HeNBs, otherwise it should have been explicitly expressed in the scope of the work pursued by SA2 during stage 2 studies. This can be compared to the ongoing work for HeNB mobility improvements, where although allowing X2 connectivity implies allowing the entire application protocol supporting the X2 interface, it has become clear from the discussion among most companies, that it is not in the scope of the WI to cover for other functions than X2 mobility.

It can be then seen that the current LCS architecture does not take a stand on HeNBs, which means they are not forbidden within the framework laid out for eNBs, but no special efforts should be made either, if some particular implementation solutions do not work optimally.

Conclusion 1: The current LCS architecture does not forbid HeNB deployments, but does not imply that special solutions solely targeting specific HeNB deployments should be in place either.

2.2 Available solutions in relation to the use case
The discussion in [3] brings up several interesting aspects of HeNBs vs. LCS which RAN3 has though never discussed after that contribution.

Before deciding about solutions, RAN3 should look at which scenarios are applicable and which are the requirements for such scenarios.

2.2.1 Characterization of the use case

The scenario in [1] is quite clear (and rather different from the scope of [3]): here we are talking about operator-deployed open access HeNBs, which can be characterized by the following:
· Location of the HeNB is carefully planned, and known (they typically cover hot spots and do not move around);

· Coverage area is extremely small;

· Being HeNBs they have by definition one cell only;

· They may be often indoor, with no GNSS coverage;

· They are most probably under the coverage of the macro network.
2.2.2 Support for HeNB within the current scope of the LCS Architecture
Given the above, it is necessary to understand to which extent supporting LPP/LPPa and other related functionality at the HeNB is required to achieve a good level of performance.

It can be assumed, at least at first analysis, that the support provided by basic Cell ID based positioning via S1/X2 as per Release 8 is sufficient and no extra measure is needed as the coverage area of the cell is so small, and that is available regardless whether the HeNB GW is deployed or not.

Besides, [2] explicitly states that if the information provided by the MME about the location of the UE is sufficient to fulfill the QoS then E-SMLC does not need to request any additional information from the UE (over LPP) nor the eNB (over LPPa).

Not only: considering that the MME is always aware of the TAI and the E-CGI of the HeNB (as HeNB has only one cell) then the MME doesn't even have to use the Rel-8 location reporting procedure to identify it (the info is already in the Initial UE Message and Handover messages).

Conclusion 2: For the scenario depicted in [1], the currently defined LCS architecture and solutions fulfill the requirements.
2.2.3 Considerations about deployment of HeNB GW

For the presented use case, it is not clear why a HeNB GW needs to be deployed at all and as said in the contribution, if HeNB GW is not deployed the currently defined LCS solution works already.

It was shown by the discussion above that if the scenario is many nodes, each with a small coverage area, then the current LCS architecture fulfills the requirements for all applications.

If it is on the other hand claimed that the coverage area could be very large, then it would mean the number of HeNBs would be proportionally low and no HeNB GW would be needed, and then the currently defined LCS solution would also work.
Conclusion 3: The necessity of deploying a HeNB GW in the discussed use case is not clear. 
2.2.4 Issues with the proposed ‘push’ mechanism

In [1], there is also a proposal for a new ‘push’ mechanism to enable the HeNB to autonomously initiate provisioning of information towards E-SMLC.
It appears though that the proposal both builds on the wrong assumption and also comes to the wrong conclusion.

Regarding the assumptions, it seems to be assumed that HeNBs do not have an O&M system and hence E-SMLCs do not have the necessary information about the HeNB. This is not the case. There is a Domain\Network Manager also for HeNBs. Further, if it is open access HeNBs that are in mind, as the presented use case emphasizes, then for sure it is an operator planned deployment and therefore the potential location of the HeNB is known much better in the DM\NM than in the HeNB itself.
Then, regarding the actually proposed mechanism, it can be observed that the HeNB cannot be aware of the E-SMLC ID (unless it has got a query from a certain E-SMLC ID in the first place). Hence the proposed mechanism does not work.

More over, with an O&M approach, we can also see that the O&M system could validate data from HeNBs, for example check that the location configured in HeNB makes sense.

Even if said ‘push’ mechanism worked, it would be anyway necessary to understand the impacts it would introduce, for example considering a very large amount of HeNBs all reporting very often to the same E-SMLC.

Conclusion 4: Assuming HeNBs do not have an O&M system, especially in the case of open access/operator deployed HeNBs is not correct.
Conclusion 5: The proposed ‘push’ mechanism does not work.
3 Conclusion and Proposal
From the discussion above it can be concluded that:

Conclusion 1: The current LCS architecture does not forbid HeNB deployments, but does not imply that special solutions solely targeting specific HeNB deployments should be in place either.

Conclusion 2: For the scenario depicted in [1], the currently defined LCS architecture and solutions fulfill the requirements.

Conclusion 3: The necessity of deploying a HeNB GW in the discussed use case is not clear. 

Conclusion 4: Assuming HeNBs do not have an O&M system, especially in the case of open access/operator deployed HeNBs is not correct.

Conclusion 5: The proposed ‘push’ mechanism does not work.
It is therefore proposed that RAN3 agrees that:
Proposal: Though the defined LCS architecture does not explicitly exclude HeNBs, no specific HeNB optimization is necessary as it appears that considering the characterization of HeNB deployments and the currently standardized solutions, requirements are already fulfilled within the current scope.
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