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1 Introduction 

Two approaches for inter-HNB mobility were considered in RAN3#68 [1][2]. For both methods, it was indicated that behaviour for each Iu-UP procedure in [3] needs to be clarified.
This contribution discusses the Iu-UP procedures in [3] under the assumptions that CN is not aware of handovers between HNBs under the same HNB-GW.

For this assumption, Iu-UP procedures are evaluated under for the following scenarios
	
	Change in RANAP & Iu-UP state machines @ HNB?
	HNB-GW transparent to RANAP & Iu-UP (except for transport layer re-mapping)?
	Comment

	Case N/D 
	Y
	Y
	Not proposed => not examined

	Case 1 [Stateful HNB]
	Y
	N
	[1]

	Case 2
	N
	Y
	Nice, if possible

	Case 3 [Stateful GW]
	N
	N
	[2]


Terminology:

- S-HNB: HNB source of a handover.

- T-HNB: HNB target of a handover.
2 Discussion

Iu-UP supports the following procedures and functions [3]:
- Initialisation

- Rate Control

- Time Alignment

- Handling of Error Events

- Frame Quality Classification function

- Transfer of User Data procedure
For these procedures and functions, impact of handoveris examine in each of the cases 1, 2, 3 described in the introduction.
2.1 Initialisation
	3GPP TS 25.415

	Initialisation: is the procedure which controls the exchange of initialisation information that is required for operation in support mode for predefined SDU size. Such information can contain the RFCI Set to be used until termination of the connection or until the next Initialisation procedure. This procedure is also used for negotiating the version of the Iu UP Mode among the versions the CN requested for the related RAB.
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	Figure 2.1a: Successful Initialisation of Iu UP for m RFCIs [3]
	Figure 2.1b: Successful Initialisation of Iu UP for m RFCIs [3]


Limitation: The procedure may be invoked by either side, except that RNC may only invoke it at handover time. Even though RNC may also request it via RANAP RAB modification signalling, handling og such requests is optional in the CN.
	Case 1 [Stateful HNB]
	Since intra-GW handovers are not “seen” by the CN, HNB cannot initiate this procedure at handover time.

T-HNB must be supplied (via out-of-band signalling) with the
- RFCIs, IPTI, and corresponding SDU mappings used by the S-HNB
- Timing Information

	Case 2
	T-HNB would not be able to reliably learn the RFCI mappings used by the CN.

	Case 3

[Stateful GW]
	HNB-GW must terminate any Initialisation procedure started the T-HNB ahfter a handover.
- In Iu-UP version v2, “all requested compound RAB sub-Flow Combination SDU sizes shall be configured” [3]. For this case, there is a one to-one correspondence between the RFCI maps used by the HNB and those used by the HNB peer (CN); when the mapping is not identity, HNB-GW needs to translate the RFCI mappings of each Iu-UP data PDU on UL/DL.
- In Iu-UP version v1, it is possible that only a subset of the RAB sub-Flow Combinations is initialised. For this case:

   * either it must be mandated that T-HNBs accept the combinations to which it is inititalized (by the CN directly or vicariously by the HNB-GW), to ensure that HNB does not use any combinations undefined in the CN.
   * or the HNB-GW would need to implement a transcoder.

For further impact, see the “Transfer of user data”  procedure.


2.2 Rate Control
	3GPP TS 25.415

	Rate Control: is the procedure which controls over the Iu UP the maximum rate that is allowed to be sent downlink among the rates that can be controlled. The set of rates is represented by RFCI indicators. The function controlling this procedure interacts with functions outside of the Iu UP protocol layer.
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	Figure 2.2a: Successful Rate Control [3]

	Figure 2.2b: Negative Acknowledgement received from the peer [3]


Limitation: “The procedure can be signalled at any time when Transfer of User Data procedure is not suspended by another Procedure Control function. When the user plane was initiated due to SRNS relocation reasons no rate control shall be signalled before the reception of the relocation execution trigger (see [RANAP]). At the reception of the relocation execution trigger the RNC shall start the Iu Rate Control procedure.” 
	Case 1 [Stateful HNB]
	Rate control settings must be made available to the T-HNB at handover time.

	Case 2
	Some errors (like invalid RFCI) may not be recoverable.

	Case 3

[Stateful GW]
	HNB-GW would need remember the latest RAT E CONTROL setting, and re-apply them to the T-HNB via a generated DL RATE CONTROL message.


2.3 Time Alignment

	3GPP TS 25.415

	Time Alignment: is the procedure that controls the timing of the downlink data to the RNC over Iu. The function controlling this procedure interacts with functions outside of the Iu UP protocol layer. […]
The purpose of the Time Alignment procedure is to minimise the buffer delay in RNC by controlling the downlink transmission timing in the peer Iu UP protocol layer entity.

The Time Alignment procedure is controlled by SRNC.
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	Figure 2.3a: Successful Time Alignment [3]
	Figure 2.3b: Unsuccessful Time Alignment: 1) N TA negative acknowledgements
or 2) N TA expiries of timer TTA  [3]


	Case 1 [Stateful HNB]
	S-HNB -> T-HNB handover can cause large DL timing misalignment, without the CN being aware of the reason of such misalignment.

This situatios is not very different than a regular inter-RNC hard handover. After the handover, the T-HNB may opt to perform timing alignment. In case such alignment is not possible for the CN then the HNB can rely on a larger buffer.

	Case 2
	Same as above

	Case 3

[Stateful GW]
	Same as above.

Alternatively or in addition, it may be possible for HNB-GW to terminate the TIME ALIGMENT procedure towards the HNB and CN. Such benefits are unclear, though.


2.4 Handling of Error Events

	3GPP TS 25.415

	Handling of Error Event: is the procedure that controls the information exchanged over the Iu related to detection of a fault situation. The function controlling this procedure interacts with functions outside of the Iu UP protocol layer.
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	Figure 2.4a: Successful Error event [3]
	Figure 2.4b: Unsuccessful Transfer of ERROR EVENT control frame: 1) Frame loss 2) Corrupted Frame [3]


Error cause value are listed in section 6.6.3.16 of [3]
	Case 1 [Stateful HNB]
	The HNB can use the ERROR EVENT procedure like a regular RNC. To reduce failures cause by handovers, HNB implementations may need to ensure that its repetition counters are large enough.

	Case 2
	Some errors (like RFCI mismatch) may not be recoverable.

	Case 3

[Stateful GW]
	Same as above.

Alternatively or in addition, the HNB-GW may perform interworking (e.g. store and forward, or act as proxy for HNB) to minimize errors cause by missed DL Iu-UP PDU type 14 frames.


2.5 Frame Quality Classification function 

	3GPP TS 25.415

	On the Iu UP in Support Mode the frames are classified with the Frame Quality Classifier (FQC). This classifying is based on the radio frame classification and the setting of the RAB attribute Delivery of erroneous SDU IE. The RAB attribute Delivery of erroneous SDU IE tells if erroneous frames shall be delivered or not.
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Figure 2.5a: Successful Transfers of User Data with FQC information [3]
CN setting of FQC is documented in section 6.4.4.1.2.2 of [3]. It results in FQC values of “good”, “bad” or in PDU erasure and is dependent on CRC and the value of the the Delivery of erroneous SDU IE (in RANAP).
RNC setting of FQC is documented in 6.4.4.1.2.1 of [3]. It results in FQC values of “good”, “bad” or “"bad due to radio", and is dependent on CRC and the value of the the Delivery of erroneous SDU IE (in RANAP).

	Case 1 [Stateful HNB]
	Since FQC is stateless (i.e. is dependent only on the contents of the current PDU), HNB should behave like a regular RNC without problems.

	Case 2
	Same as above.

	Case 3

[Stateful GW]
	Same as above.

While interworking is possible (e.g. to drop bad frames), it may lead to incorrect statistics in the CN/HNB (e.g. congestion may be assumed), so it is not advisable.


2.6 Transfer of User Data procedure

	3GPP TS 25.415

	The purpose of the Transfer of User Data procedure is to transfer Iu UP frames between the two Iu UP protocol layers at both ends of the Iu interface. Since an Iu UP instance is associated to a RAB and a RAB only, the user data being transferred only relate to the associated RAB.
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	Figure 2.6a: Successful Transfers of User Data [3]
	Figure 2.6b: Unsuccessful Transfers of User Data: 1) Corrupted Frame, 2) Detection of Frame loss [3]


	Case 1 [Stateful HNB]
	T-HNB will pick up immediately after the last Frame Number signalled by the S-HNB.
At handover, T-HNB has to tolerate a certain amount of DL Iu-UP frame loss and no restart of Iu-UP frame number.

	Case 2
	Problem because of RFCI translation and lack of transcoding (the latter for CN mode Iu-UP v1). Unless HNB and CN are configured to always use the same RFCIs, IFCIs, failure is guaranteed.

	Case 3

[Stateful GW]
	Frame number RFCI, IFCI continuity must be assured by HNB-GW, with HNB cooperation, as described in other sections 2.x
Alternatively, if RFCI continuity cannot be assured for full HNB implementation flexibility, the HNB-GW may contain a transcoder.


2.7 Control Frame PDU Type 14 Frame Number continuity

	3GPP TS 25.415

	The purpose of the PDU Type 14 Frame Number is to provide the receiving entity with a mechanism to keep track of lost Iu UP frames. The PDU Type 14 Frame Number shall be managed as one single counter for all control procedure functions of a RAB.

The sender shall increment this number by one (modulo 4) for each sent Iu UP Type 14 PDU starting with value 0 for the first PDU Type 14 INITIALISATION control frame sent out of the initialisation procedure. 

It is also used to relate the acknowledgment frame to the frame being acknowledged i.e. the same PDU Type 14 Frame Number is used in the positive or negative acknowledgement frame as the one used in the frame being acknowledged.


PDU Type 14 carries control procedures (like in sections 2.1, 2.2, 2.3). Their continuity is assured by the IE PDU Type 14 Frame Number
	Bits


	Number of Octets

	7
	6
	5
	4
	3
	2
	1
	0
	

	PDU Type (=14)
	Ack/Nack (=0, i.e. procedure)
	PDU Type 14 Frame Number
	1
	Frame Control Part

	Iu UP Mode version
	Procedure Indicator
	1
	

	Header CRC


	Payload CRC
	1
	Frame Checksum Part

	Payload CRC
	1
	

	Reserved for procedure data
	0-n
	Frame payload part

	Spare extension
	0-32
	


Figure 2.7a: Iu UP PDU Type 14 Format for procedure sending
	Case 1 [Stateful HNB]
	No special action: since HNB shall not generate an initialization at handover time (see 2.1), there will be no need to reset the frame number. 

This means that S-HNB msuto make avaialble the last PDU Type 14 Frame Number used on the uplink before the handover

	Case 2
	Same as above.

	Case 3

[Stateful GW]
	When the HNB-GW terminates Initialisations started by the HNB (occasioned by handovers, as described in 2.1), it will be necessary for HNB-GW to maintain different PDU Type 14 Frame Number values towards the CN and towards the RNC.

When the two numbers are different, HNB-GW will need to replace the PDU Type 14 Frame Number IE value with the actual value assumed by the Iu-UP peer.


3 Summary
	Case 1 [Stateful HNB]
	At Handover time, the S-HNB must supply T-HNB with the following status:

- Frame Number (at least on the UL)

- PDU Type 14 Frame Number (both UL and DL)
- RFCIs and SDU mappings
- Rate Control settings

	Case 2
	Cannot work without excessive CN and HNB limitations.

	Case 3

[Stateful GW]
	HNB-GW must perform interworking to ensure the continuity of the quantities listed in Case 1.
If Iu-UP v1 is to be supported, the either HNB must not override CN RFCI mappings, or the HNB-GW should contain an transcoder.


Contributors are invited to comment on the above and take it into account when considering HNB-HNB hand-in impact on Iu-UP.
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