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1
Introduction
In recent RAN3 meetings, access control scheme for in-bound mobility to CSG cells or hybrid cells had been extensively discussed. The target RAN shall validate the CSG ID provided by source RAN in the inbound handover procedure. But how to deal with the procedure for hybrid cell if the CSG ID validation fails is still an open issue. In this contribution, we discuss this issue and give a way forward.
2
Discussion
For a hybrid cell, any legitimate UE is allowed to access, and the UE in the CSG of the hybrid cell has higher priority. During the inbound mobility to the hybrid cell, if the CSG ID validation failed, how does the target RAN deal with the procedure? There was a long discussion in last RAN3 meeting, and the main divarication is that the source RAN has two possible ways to obtain the CSG ID and the handling solution in the two scenarios are different:
· Obtains the CSG ID from the UE’s Measurement Report Meassage;
If the CSG ID validation failed and the CSG ID is obtianed from the UE’s MRM, it is probably that a rogue UE reported a CSG ID which is inconsistent with that of the target H(e)NB to attempt fraudulent access. In this case, the network should reject the UE and inform the source RAN rejection the UE for a certain period of time in this case.
· Obtains the CSG ID from the CGI-CSG ID mapping table stored in the source RAN.
If the CSG ID validation failed, it can be deduced that the CGI-CSG ID mapping table in the source RAN is out of date. In this case, the network should accept the handover and treat the UE as a non-member UE whaterver the membership checking in the CN, and inform the source RAN updating the mapping table. 
The remaining question is whether the network needs distinguish the cases or not.
2.1 Treat the two cases in common
There are two options for the target RAN either reject the handover with appropriate cause value or accept the handover and treate the UE as non-member.
2.2 Treat the two cases individually
If it is needed to distinguish the two cases, the source RAN should send the information where the CSG ID getting from. In this case, target RAN can decide  to either accept or reject this request with the information if the CSG ID validation fails. If the CSG ID is from the CGI-CSG ID mapping table in the source RAN, the target RAN should accept UE as a non-member and inform the source RAN that the CSG ID validates unsuccessfully and can also include its real CSG ID at the same time to update the mapping table in the source RAN.Otherwise, the target RAN can reject the handover directly and the source RAN should treat the UE as a rouge UE. 
2.3 Conclusion
In the H(e)NB deployment, it is very rare case for the H(e)NB to change its CSG ID, so it can be considered that the CGI-CSG ID mapping is static. And for 3G, there is no ANR function, so the source RAN gets the CSG ID from UE’s measurement report in all cases. It is also not acceptable to treat a rouge UE as a non-member. So the best way is to reject the hadover with apporopriate cause to handle this case: if the CSG ID validation fails, the target RAN shall reject the handover with appriate cause value, e.g. invalid CSG Id. With this value, the source RAN should reject the UE for a certain period of time if the CSG ID was obtained from the UE’s MRM. Otherwise in the rare case, the source RAN can try to update the mapping table and continue the business in the serving cell, this may be an implement issue.
Proposal: The target RAN should reject the handover with appropriate cause value if the CSG ID validation fails for a hybrid cell.
3
Proposal
From the above analysis, it is proposed to agree the proposal as the way forward.
Proposal: The target RAN should reject the handover with appropriate cause value if the CSG ID validation fails for a hybrid cell.
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