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1. 
Introduction
RAN3 concluded membership information for the hybrid access mode H(e)NB would be provided from the MME. However there is no conclusion if information such as, UE accessing hybrid as closed or open cell, would be useful in macro network during inbound handover. We analyse the need of such information to macro network which could be used to reject some unwanted handover attempts. 
2. Discussion
In general during inbound handover, source RAN should be able to allow only legitimate handover requests to be forwarded towards the core network and we would like to call this mechanism as early rejection mechanism at source. As we understand the scope of early rejection is to reduce unnecessary signalling towards the CN and reject any handover attempt from an unwanted UE whose access in target cell is not allowed. This could be achieved by somehow checking if UE is allowed to access the target cell. We think there are three options:
First option is that source RNC/eNB performs access control based on UE allowed CSG list and reject handover requests towards a target cell where UE access is not allowed. UE allowed CSG list is available in MME/Core Network and UE and can be considered as part of UE subscription data. 
To perform access control in RAN, this list can be either 
· transferred from UE, or 
· transferred from MME/CN. 
Transferring such a list over the air is not recommended due to layer violation, size of the contents and associated security risk. The only other option left is to get this list from MME/CN. MME/CN are a secure entities and can handle UE subscription data whereas RNC/eNB do not have access to User subscription data. An eNB is not even treated secure enough to handle NAS level of security and RNC can be considered a bit more secure than eNB but we think even RNC is not secure enough to handle User subscription. So, CSG list shall be maintained by MME or Core Network only and even though UE CSG list is present in S1AP PAGING message but it is clearly mentioned that this list is sent only if HeNB-GW is present and can not be used for access control
Proposal 1: RNC/eNB shall have no access to UE’s allowed CSG list for the purpose of access control.

The Second option is for RNC or eNB to perform the consistency check based on UE reported information and information available to the RNC/eNB about the target cell. UE will report if it is accessing the cell as closed or open access. 

However this can not replace the final access control which will still take place (e.g. in MME/CN or target Node) but in case of mismatch of UE allowed CSG list between UE and MME, unnecessary handovers could be rejected at the source RNC/eNB. 
This inconsistency check can be perfomed based on UE reported CSG membership (closed/open) and Cell parameters like Cell Access mode (e.g. derived from PSC/PCI range reserved in the NW side) available to Serving RNC/eNB. Serving RNC/eNB can check any inconsistency between two different sources and reject any HO attempt. We found four different cases where RNC/eNB can decide whether to proceed with handover or not.
Table 1: RNC/eNB decision whether to proceed handover or not
	UE CSG membership
	Target H(e)NB operating mode Information at SRNC/eNB (deduced from reserved PSC/PCI range)
	SRNC/eNB Decision
	MME decision

	Non member
	open/ Hybrid
	Proceed with handover and inform MME that UE is non member accessing open or a hybrid cell.
	Inform target that UE is non member. Access control is optional based on deployment (legacy UE being member).

	Non member
	 Closed
	Don’t proceed with Handover. No message towards MME.
	No action. 

	Member
	 Open
	FFS to proceed or not
	If Serving eNB proceeds with HO then either access control should be performed or target HeNB checks the consistency of received information. This scenario should be rare.

	Member
	 Hybrid/ Closed
	Proceed with handover
	Inform target that UE is a member. Ask for CSG ID from target if not available.


Inconsistency can happen in cases where reconfiguration of the network has been performed and reserved PSC/PCI ranges have been modified or UE allowed CSG list is not updated or UE has outdated information about PSC/PCI ranges because these informations are valid for 24 hours. 
The third option is that it was discussed in RAN2 66bis if RNC/eNB can be informed by the CN/MME whether UE is accessing the target cell as open or closed. This was considered as an alternative to UE reporting CSG membership. In order to achieve this, Core network or MME shall maintain the location information of the home cells and then inform the macro cell about there could be a potential CSG/hybrid cell for a user on which it can attempt to perform inbound handover. We think this is very complicated procedure.  
Proposal 2: Source RAN can reject handover attempts based on UE reported CSG membership and target cell information available at source RAN.
Need of target cell CSG indication(Cell Access Mode) from UE:

UE is not required to report target cell access mode after reading the target cell System information because network can always reserve a range of PSC/PCIs for CSG or Hybrid cells. CSG PSC/PCI range is informed to the UE but hybrid cell range is not informed to the UE. Source RNC/eNB would reserve a range of PSC/PCI for CSG/hybrid cells and PSC/PCI reported by UE will clearly identify the target cell access mode. 
Porposal 3: There is no need for UE to report CSG Indicator(Cell Access Mode) read from target cell system information as this information can be deduced from UE reported PSC/PCI of the cell.

Final access control:
Final access control will be performed in MME for H(e)NB. We think UE CSG membership information
could be used during the final access control and to decide resource allocation in the target HeNB. 

Proposal 4: Source eNB could send UE reported CSG membership information and cell access mode (deduced from UE reported PCI in the range of CSG/hybrid cell deployment) to MME and target HeNB for the purpose of access control and resource allocation in case target is a hybrid cell.
3. Conclusion

It is proposed RAN 3 to discuss and decide on following proposals:
Proposal 1: RNC/eNB shall have no access to UE’s allowed CSG list for the purpose of access control.

Proposal 2: Source RAN can reject handover attempts based on UE reported CSG membership and target cell information available at source RAN.

Porposal 3: There is no need for UE to report CSG Indicator(Cell Access Mode) read from target cell system information as this information can be deduced from UE reported PSC/PCI of the cell.

Proposal 4: Source eNb could send UE reported CSG membership information and cell access mode (deduced from UE reported PCI in the range of CSG/hybrid cell deployment) to MME and target HeNB for the purpose of access control and resource allocation in case target is a hybrid cell.
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